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FIGHTING BIOTERRORISM: USING AMERICA’S
SCIENTISTS AND ENTREPRENEURS
TO FIND SOLUTIONS

TUESDAY, FEBRUARY 5, 2002

U.S. SENATE,
SUBCOMMITTEE ON SCIENCE, TECHNOLOGY, AND SPACE,
COMMITTEE ON COMMERCE, SCIENCE, AND TRANSPORTATION,
Washington, DC.

The Subcommittee met, pursuant to notice, at 10:30 a.m., in
Room SR-253, Russell Senate Office Building, Hon. Ron Wyden,
Chairman of the Subcommittee, presiding.

OPENING STATEMENT OF HON. RON WYDEN,
U.S. SENATOR FROM OREGON

Senator WYDEN. The hearing will come to order. Today, the Sub-
committee on Science, Technology, and Space convenes the second
in a series of hearings on how America can rally its best scientists
and technology experts to combat terrorism. I am going to have an
opening statement, and I want to recognize all of my colleagues as
well in a moment. But the Senator from Georgia is under time con-
straints this morning, and I would like to recognize him first.

STATEMENT OF HON. MAX CLELAND,
U.S. SENATOR FROM GEORGIA

Senator CLELAND. Thank you, Mr. Chairman. I do have two
other committees that are wanting my attention. I did want to be
here today to make a very special introduction. Mr. Chairman, I
would like to thank each of the witnesses for their contribution to
our understanding of the crucial role of scientists and entre-
preneurs in fighting the war against bioterrorism, with the focus
of today’s hearing on how the Federal Government can better uti-
lize private industry and its technical expertise in the continuing
war against bioterrorist attacks.

I am convinced we could more effectively pool our resources in
order to form a fast, effective response to this threat. Such re-
sources are available to us today in this country because of the
knowledge, skills, and technical expertise of the American entre-
preneur. However, the small business entrepreneur, and I am on
the Small Business Committee here in the Senate, Mr. Chairman,
cannot just go it alone. Small, high tech companies often need Fed-
eral assistance to fully develop new, cutting edge technology ideas
and see those ideas come to fruition. The result of this collaborative
effort between the Federal Government and private enterprise can
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often be a new product which improves the quality of lives for the
citizens of this country.

Today, I am pleased to introduce to the Subcommittee one such
example of entrepreneurial success. Mr. John Edwards is President
and CEO of Photonic Sensor, an Atlanta-based firm which produces
a unique new product in the war against bioterrorism. In his testi-
mony, Mr. Edwards will emphasize the story behind his company’s
product, how it was developed, how it was brought to mainstream
use, and the role the Federal Government played in this process.

The threat of terrorist attack is as real today as it was on Sep-
tember 11. We know all too well of the real danger of biological at-
tack, having lost several American lives to anthrax. We as a Nation
must be prepared for any such future attacks, and we simply can-
not afford to overlook the promise of protection offered by Amer-
ica’s scientists and entrepreneurs. Once again, we thank you, Mr.
Chairman, for your leadership on this critical issue. I look forward
to working with you in the ongoing war against bioterrorism, and
I would like to thank our panelists, all of them, for coming today.

Senator WYDEN. I thank my colleague. I know my colleague has
been very involved in the bioterrorism debate, and we look forward
to his expertise as we move forward.

Just as John F. Kennedy gave America’s youth a forum for public
service, I believe now is the moment that government should throw
open its doors to the ideas, the creativity, and the energy of a gen-
eration raised on information technologies that is willing to fight
the terrorist threat. This hearing is going to explore opportunities
to respond to the threat of bioterrorism in particular.

Our country has begun to mobilize its public sector, government,
military, and law enforcement to fight terrorism. Analyzing the
events of September 11, this Subcommittee found the private sector
was ready and willing to contribute, but found too many obstacles.
Some could not get proper credentials to get into the disaster site.
Some simply could not find the right place to offer their people,
their expertise, and their equipment.

In the event of a bioterror attack, it appears many communities
are going to face the same confusion. Right now, if a town is hit
with a biological agent and looking for the closest medical author-
ity, in most cases, there is no comprehensive list of certified experts
available locally to assist. Where do those local leaders turn to find
help nearby? Where can doctors, scientists, and technology experts
go to offer their aid? Most do not know, and right now the Federal
Government has few clear answers. At least 20 Federal agencies
are charged with some part of fighting the bioterror threat.

In the State of the Union address, the President said he would
not wait on a fence while dangers gather around the public. I
agree. America must marshall the efforts of technology experts and
entrepreneurs, top scientists and medical minds before the next
bioterror event. Among the objectives this Subcommittee should ex-
plore are: establishing a clear point of contact for those in the pri-
vate sector offering help; putting the names of bioterror experts
into the hands of local governments in every corner of this country;
and creating a national testbed for private sector technologies that
can help save American lives.
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After September 11, I proposed that the government launch the
technology equivalent of the National Guard. I describe it as the
National Emergency Technology Guard, or NET Guard, a cadre of
volunteers from the private sector with the ability to help prevent
these tragedies and to fix broken systems and create new networks
wherever possible. In response, key Federal agencies must help es-
tablish a single point of contact of consistent policy for organizing
the technology sector’s help.

Today I say that scientists, doctors, and entrepreneurs need an
entry point with the government as well. This organization can
help safeguard not just our technology infrastructure, but the very
health of our citizens. A National Association of Counties study re-
leased just last week specifically calls for the development of up-
to-date contact lists for local public health departments. It states
that less than 10 percent of the counties surveyed feel ready to
handle a bioterror attack.

America’s communities need a registry of the best scientists and
doctors to deal with biological incidents as soon as they become ap-
parent. Bioterror attacks are not always announced by a plume of
spores from an opened letter, like the anthrax attack on the Sen-
ate. Too often, the agent spreads, as it did in postal facilities, unde-
tected until victims become sick or die.

A comprehensive database detailing experts’ qualifications and
locations could empower communities to get help as close to home
as possible when the precious hours count. Once identified, special-
ists can be kept in the loop with ongoing training and information
about new threats. Their advice will also be essential in developing
a strategic reserve of supplies, a strategic technology reserve, as I
would describe it, that would not just be medicines, but equipment
and technologies to aid in the event.

Since September 11, thousands of experts and entrepreneurs
have contacted the Federal Government offering new technologies.
I firmly believe the private sector can make a significant contribu-
tion to early detection of an effective bioterrorism response, but
today two witnesses will testify that their efforts to offer a bioter-
rorism detection device and new vaccines were hampered by a con-
fusing, lengthy maze of red tape.

I am going to let them tell their own stories, but what concerns
me about their testimony is that instead of being able to spring to
the aid of their fellow citizens, they found themselves forced to run
a bureaucratic marathon. Multiple agencies require separate, com-
plicated, and slightly different applications. Companies can spend
months waiting just to get their technologies to the top of some-
one’s in-box. Who knows how many of these private entrepreneurs
have simply run out of the time, financial and human resources de-
manded to navigate the current process. Companies should not
have to hire lobbyists, as one California firm has, in order to figure
out how to help their fellow Americans.

I understand some agencies are making a special effort to accept
private sector suggestions, and we will hear about that today, but
more needs to be done. A central clearinghouse in particular should
be created to accept and test private sector technologies that could
detect and diminish the bioterrorist threat. Major General John S.
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Parker and others have made very thoughtful proposals in this
area.

With unanimous consent, I will put the rest of my prepared
statement in the record.

[The prepared statement of Senator Wyden follows:]

PREPARED STATEMENT OF HON. RON WYDEN,
U.S. SENATOR FROM OREGON

Today the Subcommittee on Science, Technology and Space convenes the second
in a series of hearings on how America can rally its best scientists and technology
experts to combat terrorism. Just as John F. Kennedy gave America’s youth a forum
for public service, I believe now is the moment the government should throw open
its doors to the ideas, the creativity and the energy of a generation raised on infor-
mation technologies, willing to fight the terrorist threat. This hearing will explore
opportunities to respond to the threat of bioterrorism in particular.

Our country has begun to mobilize its public sector—government, military and
law enforcement—to fight terrorism. Analyzing the events of September 11, this
Subcommittee found a private sector ready and willing to contribute, but facing too
many obstacles. Some couldn’t get proper credentials for disaster sites. Some simply
couldn’t find the right place to offer their people, expertise and equipment.

In the event of a bioterror attack, it appears communities will face the same con-
fusion. Right now, if a town is hit with a biological agent and looking for the closest
medical authority, there is no comprehensive list of certified experts to help them.
Where do local leaders turn to find help nearby? Where can doctors, scientists and
technology experts go to offer their aid? Most don’t know—and right now the Fed-
eral Government has few clear answers. At least 20 Federal agencies are charged
with some part of fighting the bioterror threat.

In his State of the Union address, President Bush said he would not wait on
events while dangers gather around the American people. I agree. America must
marshal the efforts of tech experts and entrepreneurs, top scientists and medical
minds before the next bioterror event.

Among the objectives this Subcommittee should explore are: establishing a clear
point of contact for those offering help; putting the names of bioterror experts into
the hands of local governments; and creating a national test bed for private sector
technologies that could save American lives.

After September 11, I proposed that the government launch a technology equiva-
lent of the National Guard. I describe it as a National Emergency Technology
Guard, or NET Guard: a cadre of volunteers with the expertise to fix broken sys-
tems, create new networks, and help prevent disasters wherever possible.

In response, key Federal agencies agreed to establish a single point of contact and
a consistent policy for organizing the tech sector’s help. Today I say that scientists,
doctors and entrepreneurs need an entry point with the government as well. This
organization can help safeguard not just our technology infrastructure, but the very
health of our citizens.

A National Association of Counties study, released just last week, specifically calls
for the development of up-to-date contact lists for local public health departments.
It states that less than 10 percent of counties surveyed feel fully ready to handle
a bioterror attack.

American communities need a registry of the best scientists and doctors to deal
with biological incidents as soon as they become apparent. Bioterror attacks are not
always announced by a plume of spores from an opened letter, like the anthrax at-
tack on the Senate last fall. Too often, the agent spreads as it did at postal facilities:
undetected until victims become sick or die. A comprehensive database, detailing ex-
perts’ qualifications and locations, could empower communities to get help as close
to home as possible when precious hours count.

Once identified, specialists can also be kept “in the loop” with ongoing training
and information about new threats. Their advice will also be essential in developing
a strategic reserve of supplies—not just medicines, but equipment and technology
to aid in the event of a bioterrorist attack.

Since September 11, thousands of experts and entrepreneurs have contacted the
Federal Government offering new technologies. I firmly believe America’s private
sector holds the keys to early detection and an effective bioterrorism response. I also
firmly believe government must do a better job of accepting and implementing their
creative solutions.

Today two witnesses will testify that their efforts to offer bioterrorism detection
devices were hampered by a confusing, lengthy maze of red tape. I will let them
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tell their own stories, but I will tell you now what concerns me about their testi-
mony. Instead of being able to sprint to the aid of their fellow citizens, they found
themselves forced to run a bureaucratic marathon. Multiple agencies require sepa-
rate, complicated, and slightly different applications. Companies can spend months
waiting just to get their technologies to the top of someone’s in-box.

Who knows how many have simply run out of the time, financial and human re-
sources demanded to navigate the current process? Companies should not have to
hire lobbyists, as one California firm has, to figure out how to help their fellow
Americans.

A central clearinghouse should be created to accept and test private sector tech-
nologies that could detect and diminish the bioterrorist threat. Recently, Major Gen-
eral John S. Parker of the Army Medical Research and Materiel Command sug-
gested a “national test bed” for new anti-terror inventions. Last fall, firefighters
asked this Subcommittee for a test bed to evaluate bio-hazard technologies. A na-
tional test bed is part of my NET Guard legislation. Once verified, these innovations
can be a crucial component of our Nation’s response to terror.

As T have said, I envision a modest role for the government in this endeavor. NET
Guard is not intended to be a huge bureaucracy. Rather, it will be a gateway for
the private sector to bring its resources to bear on the war against terrorism. There
is no time to waste.

The Subcommittee will hear testimony from two panels today: Dr. Georges Ben-
jamin, President of the Association of State and Territorial Health Officers; Mr.
John Edwards, President of Photonic Sensor; Dr. Richard Hatchett of the Civilian
Medical Reserve Working Group; Dr. Richard Klausner of the National Academy of
Sciences; Dr. Bruno Sobral of Virginia Tech University; and from the Federal Gov-
ernment, Ms. Anna Johnson-Winegar from the Department of Defense and Dr. Lisa
Simpson of the Department of Health and Human Services.

Senator WYDEN. Even though there is a vote on the floor, I want
to allow Senator Allen and Senator Rockefeller to make their full
prepared statements. Why don’t we see if we can get Senator Al-
len’s in, and then we will come back and recognize Senator Rocke-
feller.

STATEMENT OF HON. GEORGE ALLEN,
U.S. SENATOR FROM VIRGINIA

Senator ALLEN. Thank you, Mr. Chairman. I will try to be brief.
First, I want to commend you, Mr. Chairman, for having this hear-
ing on a very important aspect of our homeland security. Biology
and biosecurity, bioterrorism are all involved in part of what is
great about what is going forward, and that is a lot of advance-
ments in biotechnology, but in all of those wonderful advancements
we also see, obviously, some of the worry of using some of these ad-
vancements in the wrong way. I want to welcome and thank all of
our experts who will be testifying here this morning, and I particu-
larly want to thank Dr. Sobral for being here. He is with the Vir-
ginia Bioinformatics Institute at Virginia Tech, and very much a
part of what will need to be the coordination and efforts here.

We saw what effect this anthrax attack had here. We still do not
get mail on time from our constituents, and let me apologize for all
Senators when people say we are not getting our letters answered.
Just understand, we are not getting your letters in a timely man-
ner, so e-mail us or fax us, or send it to our home offices. But nev-
ertheless, we saw the attack on major media outlets as well. We
need to recognize, obviously, if there are future bioterrorist attacks,
the impact, as bad as it was here, and we certainly mourn the loss
of five lives, it is most likely to affect more people than what we
have seen in this recent attack.

These attacks emphasize why this Subcommittee hearing is so
important. We need to have more innovative research to develop an



6

early warning system for bioterrorist attacks; we need new vac-
cines and treatment for biological agents; and we need prompt, ac-
curate, coordinated response methods to any future attacks.

I think we will find here, with the help of the witnesses here
today, we are going to find that we have many good, on-going pro-
grams in the private sector, in our universities as well as with Fed-
eral Government agencies, trying to address these areas and ad-
vancing technologies to hopefully address—prevent, if possible—but
if there is an attack, make sure there is a rapid response to pre-
vent as much harm as possible.

I have been reading through the testimony. There is, for exam-
ple, a hand-held device that uses biosensors to detect bioterrorist
attacks. The study by Dr. Sobral, Virginia Bioinformatics Institute,
is working to understand the spread of deadly diseases. The Uni-
versity of Virginia project is working to modify red blood cells to
destroy deadly pathogens that are among the different private sec-
tor research initiatives.

The Federal Government obviously should review this research,
whether it is what I mentioned or others, to determine whether
they can be applied in our preparations for future biological at-
tacks. Many of the Members of this Subcommittee, including my-
self, are cosponsors of the Frist-Kennedy Bioterrorism Response
Act, which I believe shows the Senate taking a leadership role in
this area of concern, and I commend the Bush Administration in
at least their prioritization in the budget.

Much of the research and prevention responses is going to re-
quire what I like to call a team effort, and it is going to be a large
team that is going to involve the private sector; universities and re-
search being done there; hospitals; the medical profession; civilian
and military research at the Federal level; and obviously, working
with State, local, regional, and Federal officials to assess the situa-
tion of the challenges and the assets that we have. We will then
need to determine where improvement needs to be made in ad-
dressing this threat, and next will, of course, be the coordination
of all of these resources and assets—and all of these are equally
important. Finally is the communication, the easy and rapid com-
munication among all these different team members so that we can
respond promptly, efficiently, in the best way possible to protect
the people of America.

So I thank you, Mr. Chairman, and look forward to the testi-
mony.

Senator WYDEN. I thank my colleague.

We have a vote on the floor, then we are going to come back and
recognize Senator Rockefeller.

[Recess.]

Senator WYDEN. The hearing will come to order. We thank our
witnesses. I do want to recognize Senator Rockefeller, because he
has decades of experience in the public health field, and chairs the
Finance Subcommittee on Health, and I am so pleased to recognize
Senator Rockefeller.
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STATEMENT OF HON. JOHN D. ROCKEFELLER 1V,
U.S. SENATOR FROM WEST VIRGINIA

Senator ROCKEFELLER. Senator Wyden, as part of that glorious
introduction, it occurs to me our panelists have been waiting a long
time, and what I have to say may be of somewhat less interest
than what they have to say, at least from my perspective. I would
encourage you to go to them, and I will just work my thoughts in
as I go along.

Senator WYDEN. We are going to do that, and I am going to rec-
ognize you first for questions when they are done, and I thank you
for your graciousness.

Our first panel is Hon. Georges Benjamin, M.D.; Mr. John Ed-
wards; Dr. Richard Hatchett; Dr. Richard Klausner; Dr. Una Ryan;
and Dr. Bruno Sobral.

Let us begin with you, Dr. Benjamin. We are going to make your
prepared remarks a part of the record in their entirety, and please
proceed.

STATEMENT OF HON. GEORGES C. BENJAMIN, M.D., PRESI-
DENT, ASSOCIATION OF STATE AND TERRITORIAL HEALTH
OFFICERS; SECRETARY, DEPARTMENT OF HEALTH AND
MENTAL HYGIENE, STATE OF MARYLAND

Dr. BENJAMIN. Thank you very much for allowing me to be here
today. I am here wearing two hats. One is the Secretary of Health
for the State of Maryland, but more importantly as the President
of ASTHO, which is the Association of State and Territorial Health
Officials. This is the organization which supports all of the State
health officials in the country.

You know, for the past 5 months we have been struggling with
this whole issue of biological terrorism, but more importantly we
have been struggling with how best to get information, how best
to get access to the right people at the right time to give us the
ideas that we need to make very, very sound public health deci-
sions, and Mr. Chairman, let me tell you, that has been real tough.

You know, I can take you back even prior to bioterrorism. Back
in 1997, we had a little organism that showed up on the Eastern
Shore of Maryland called pfiesteria pisscida. It is a fish disease,
and some of us in North Carolina had been struggling with this for
some time, and frankly, in Maryland we did not have a clue about
that going on. But when it hit the waters in Maryland there was
some concern that some of the people in Maryland were getting
sick from that organism. We had to search and find some people
that knew something about it, some people that knew about that
class of organisms. What normally happens is you pick up the
phone and call the CDC. The CDC gets you to an expert, that ex-
pert gives you good advice, and you do what you need to do. It
turns out they did not have one in that particular area. It turns
out we not only had one, but we had two of those folks, one at the
University of Maryland and one at Johns Hopkins. The University
of Maryland is down the street from my office. It is a little embar-
rassing that we would find these folks right in our own backyard.
They were able to give us some expert advice, and we were able
to solve that public health crisis.
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We move forward to September 11. This one was a communica-
tions issue. We had a great deal of difficulty talking back and forth.
We needed secure communications. We needed to be able to share
medical information not just within my department, not just within
Maryland State government, but intrajurisdictional between Mary-
land, DC, and Virginia, and frankly, we did not have the tech-
nology to pull that off right away.

We had put some things in place, standing conference calls, a few
cell phones, but it was very, very difficult because of the needs of
the public health system, but more interestingly, trying to find peo-
ple to deal with anthrax who had actually seen it. Now as we begin
to make our plans to look at smallpox, trying to find people who
have actually seen smallpox has really been a challenge.

One of the things we have done is, we have gone out to the med-
ical society, we have gone out to the various teaching hospitals, and
we have begun to put together a list of people who have actually
seen it and done it. So we know they are out there, but we cer-
tainly think that is something that needs to be done nationally. All
States need to do this. They need to find ways to identify experts
to give them advice real-time. When a disaster happens that is not
the time to be scrambling to try to find experts. We had the same
issue around technology in terms of our cleanup.

Some folks would say, “well, most of this anthrax stuff occurred
across the street in DC and at the Brentwood Station.” But I got
a call one day a few days after Brentwood from the president of a
bank who said, “I have a mailroom that looks just like Brentwood,
big machines, sorting machines. It is downstream from Brentwood.
And we need to have you come and test our facility.” I mean, they
got their mail directly downstream from Brentwood.

The Governor was prepared to do that. Maryland State govern-
ment was able to step up and do that. But we needed to figure out
how to do it, what were the testing protocols, are there some new
technologies out there that we can utilize to do this quicker, more
expediently? How do we bring our staff—and at that point it was
another State agency, the Department of Environment—up to
speed very quickly to be able to do that testing?

Now, we did struggle through that. The good news is, we did not
find any place, at least on our side, that was positive, but these
were the kinds of things that happened to us in a very, very quick
manner.

I think that the most important thing that we saw during these
anthrax outbreaks, at least nationally, was the speed in which in-
formation moved, the fact that we were practicing what I called “a
science of the day” mentality. Today it was real, tomorrow it was
not. We kept changing what we knew, what we did not know, and
that was because information was moving so quickly, and we had
a very, very difficult time validating what was real, what was not
real, and where we needed to go.

So that is your clarion call. For us to pull together the world’s
experts for us to have access to, I believe, is a crucial next logical
step for the public health community.

With that, Mr. Chairman, I will stop and take questions when-
ever you choose to take those questions.

[The prepared statement of Dr. Benjamin follows:]
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PREPARED STATEMENT OF DR. GEORGES C. BENJAMIN, M.D., F.A.C.P. SECRETARY,
MARYLAND DEPARTMENT OF HEALTH AND MENTAL HYGIENE

Good morning Mr. Chairman and Members of the Committee. I want to thank you
for inviting me to speak to you today about the needs of the public health system
and how we can improve our response to a bioterrorism attack. I am here today in
my role as President of the Association of State and Territorial Health Officials
(ASTHO). ASTHO is the national organization that represents public health agen-
cies and the chief health officials in the country, the District of Columbia and the
U.S. Territories. We are dedicated to formulating sound national public health poli-
cies and to assuring excellence in State-based public health practices.

For the past 5 months, the clarion call of health officials has been the need to
improve the public health infrastructure. Today, I want to talk with you about the
role that America’s entrepreneurs, scientists and expert clinicians can play in en-
hancing the public health infrastructure to protect our Nation.

On October 2, a 63-year-old male presented to a Florida emergency department
with fever and confusion. During the evaluation he was found to have a widened
mediastinum and gram positive bacilli in his cerebral spinal fluid. Further testing
revealed he had “inhalation anthrax.” He died 3 days later.

This was the index case of an outbreak of anthrax caused by bioterrorism. At its
conclusion, 18 people became ill and thousands were potentially exposed. Eventu-
ally, 11 cases of inhalation anthrax and seven cases of cutaneous anthrax were diag-
nosed. There were five deaths from inhalation anthrax. Over 33,000 people in sev-
eral areas of the country required prophylactic antibiotics and a small subset elected
to receive the anthrax vaccine as part of an investigational protocol for additional
protection. Epidemiological and criminal legal investigations identified several let-
ters filled with “weaponized” anthrax spores as the vectors of this attack.

Prior to this attack the Nation had experienced several anthrax hoaxes delivered
through the mail. Many of these threats contained powdery substances, which were
not infectious or toxic. Based upon this experience and the limited clinical under-
standing of the pathophysiology of anthrax, bioterrorism planners reached several
conclusions that subsequently proved to be incorrect. Some of these beliefs included:
e Anthrax was easy to grow but hard to weaponize. This placed the emphasis on

State-sponsored terrorism that then became the focus of our training and prepara-

tions. State sponsored was frequently interpreted as large-scale aerosolization.

» A letter had to be opened in order to expose people.

* Weaponized anthrax would stay put and exposure would be a local event. There-
fore re-aerosolization probably would not occur.

* Cross contamination would not be a significant problem.

e Inhalation anthrax is 90 percent fatal.

These beliefs were challenged in our real world scenario and found to be untrue.
In addition, the speed at which new knowledge was produced during this event was
unparalleled and was utilized so quickly that keeping current was a major endeavor.
This created a “science of the day” environment which was often confusing and sus-
pect.

I believe there is an important lesson that we must utilize in order to develop and
enhance our capacity to rapidly access, exchange and disseminate new knowledge
and information. These capacities fall into the following three areas: learning new
information; building linkages to scientific experts; and the ability to identify and
validate new or existing technologies.

During the Anthrax investigations in October, State public health laboratories
throughout the Nation tested thousands of samples of suspicious powder every day.
In Maryland, for example, we tested over 2,000 powders, nasal swabs and clinical
specimens. Our scientists were performing these tests for the first time. We also
learned how to properly perform environmental testing. For example, we learned
that cotton swabs are not as reliable as nylon swabs in detecting Anthrax spores.

Over the course of 3 weeks, the Maryland Department of Health and Mental Hy-
giene investigated eighty-five (85) suspected cases of Anthrax, including two deaths;
tested thirty (30) private mailrooms for spores and opened clinics across the State
to distribute antibiotics to individuals who were potentially exposed. At the conclu-
sion of the event we had supplied Ciprofloxacin or Doxycycline to over three thou-
sand (3,000) individuals as initial prophylaxis for potential anthrax exposure. Fur-
thermore, we re-deployed staff from the tuberculosis program, the AIDS administra-
tion and the immunization clinics to handle more than one hundred (100) telephone
calls a day to help with the surveillance investigation. The knowledge curve was
steep and our resources were stretched to the limit. We shared this knowledge, as
did others, with our public health partners across the country through a series of
daily conference calls, e-mails and faxes.
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While some medical personnel in the Midwest and the Southwest are familiar
with cutaneous anthrax., very few physicians and medical practitioners in the East-
ern United States have ever seen it. The clinical symptoms of the other potential
bioterrorist threat agents such as smallpox, plague and tularemia are also unknown
to many of today’s practicing physicians. If we are to be successful we need access
to the clinicians and scientists who have actually seen these diseases. It is not just
a matter of early recognition but we need their clinical “pearls-of-wisdom” about the
treatment and management of these diseases. Hands-on experience is an essential
key to making truly informed public health decisions. The modern technology at our
disposal today makes it easier to access the knowledge, skills and information ex-
perts possess.

The medical community responded during the Anthrax attacks with a thirst for
new information. The public health system tried to quench that thirst by increasing
our understanding of the diagnostic and therapeutic options and letting practi-
tioners know where to call for administrative or clinical help. The goal was to raise
the clinical index of suspicion across the Nation.

New systems are needed for the rapid dissemination of this knowledge to the
practicing healthcare community. Systems under development include rapid fax, e-
mail and beeper systems. Teleconferencing and videoconferencing were frequently
utilized to share important information on both anthrax and smallpox, but we need
to develop more of these of educational services for the full range of biological threat
agents (36 in all). Computer education through the Internet can be used in the fu-
ture as an additional tool.

On September 11, the Federal Centers for Disease Control and Prevention freely
shared alerts and protocols with the public health community. For a variety of rea-
sons, however, over time the information slowed to a trickle. The Health Alert Net-
work—our nationwide communications information/training system—served as an
essential tool in information sharing and even helped us clarify the appropriate role
of the rapid screens used for environmental testing. This is an important example
because at the height of the anthrax investigations, health department officials were
being inundated with calls, e-mails, faxes and packages from vendors trying to sell
“quick-detection-devices.”

During the investigation, new linkages and relationships between a broad range
of non-medical professionals such as environmentalist, disaster preparedness ex-
perts, fire and law enforcement officials and the medical professionals including
emergency medical services personnel, occupational safety officials and
“bioweaponeers” occurred. It is essential that these linkages are developed before a
bioterrorist event occurs. Access to a core group of specialists in every State can be
achieved by surveying the practicing community. There are a number of practi-
tioners, scientists and researchers who have seen these threat agents in clinical set-
tings. They should be identified now and asked to provide their expertise when an
event occurs. In States like New York, New Jersey, Virginia and Maryland the med-
ical and public health organizations are compiling databases of names, telephone
numbers and e-mail addresses of experts for future reference.

Access to cutting edge research is also important. This past summer, researchers
in Canada performed an experiment to demonstrate the impact of opening an enve-
lope filled with a biological agent in a sealed room. The results of this study served
as an important tool in our understanding of how anthrax spores contaminate an
enclosed space. The knowledge gleamed from this study was also important in the
debate surrounding post-exposure vaccination.

The need for new knowledge is not limited to the realm of bioterrorism. In the
summer of 1997 in Maryland the public health community was challenged when fish
with lesions began showing up in waters on Maryland’s Eastern Shore. The need
for information concerning a new and deadly fish disease became apparent imme-
diately. In August of that year we not only faced the dilemma of fifty-thousand
(50,000) dead and dying fish but we had to address the concerns of the watermen
and fishermen who worked on those rivers. They were complaining about strange
and unusual medical symptoms that defied explanation and were coupled with the
belief that these symptoms were somehow related to the sick fish. We found our-
selves in the midst of something completely new—pfiesteria pisscida.

One of the most significant lessons learned during that time was how little infor-
mation was known or available about the disease that up to that time had only been
seen by a handful of people in North Carolina. The information was so scarce that
the disease did not even have an official name. While we utilized our standard dis-
ease surveillance protocols to investigate and track reports of illness, our pool of in-
formation resources was limited to a small cadre of fish researchers in Florida and
North Carolina who were not experts in human health. We discovered just how little
information was available about pfiesteria.
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As we started our quest to identify if these watermen could have a medical condi-
tion, it became clear we would have to find an expert in dinoflagelates, the family
of organisms that includes pfiesteria. These organisms were poorly understood or
unknown by most public health or medical professionals. Like most public health
agencies, we utilize the U.S. Centers for Disease Control and Prevention for expert
advice. In most cases you simply pick up the telephone to talk to a disease expert.
In this case we called and no expert was on staff who could answer our questions.
They did refer us an expert who had previously worked for the CDC. He is currently
the Chairman of the Department of Epidemiology and Preventive Medicine at the
University of Maryland School of Medicine. He put a team together and was able
to find another expert on the other side of town at the Johns Hopkins School of Pub-
lic Health. In essence, the expertise we needed was in our own backyard and we
did not know it.

Related to the issue of accessibility of resources is assuring that the information,
expert advice or technology is accurate and reliable. Every day I receive packets of
brochures from companies, experts, inventors and vendors who want to demonstrate
their products. They range from environmental testing equipment, gas masks and
biohazard suits to gadgets that allegedly detect bioagents in the air. We must know
if these products are legitimate and we must be able to verify that equipment is
appropriate for use in the healthcare setting.

In closing, I want to emphasize how well the public health system responded to
the events of September 11th and the anthrax bioterrorism attacks. Our current
system was stretched to the limit but we were able to mobilize quickly to address
these public health threats. But these events were an eye-opener. We have discov-
ered how much more we need to do to be effective and successful. We must increase
the pools of resources so that credible information, reliable equipment and knowl-
edgeable experts are available at a moment’s notice.

Thank you again for giving me this opportunity to speak to you today.

Senator WYDEN. Thank you.
Mr. Edwards, welcome.

STATEMENT OF MR. JOHN G. EDWARDS, PRESIDENT AND CEO,
PHOTONIC SENSOR

Mr. EDWARDS. Good morning, Mr. Chairman and Members of
this Subcommittee. Thank you for inviting me to testify. I appre-
ciate the opportunity to provide a perspective on how entre-
preneurs and the government can work together in fighting against
bioterrorism. I am President and Chief Executive Officer of
Photonic Sensor. Photonic Sensor is a small, high tech company
based in Atlanta, Georgia. We develop and manufacture biological
and chemical sensing systems based on this tiny chip that I am
holding in my hand.

What I would like to share with you briefly this morning is the
promise of this extraordinary chip as a part of the bioterrorism de-
fense arsenal and how a combination of university scientists, entre-
preneurial spirit, and government support led to its development.
The creative spark came from Nile Hartman and his coworkers at
the Georgia Institute of Technology almost a decade ago.

The potential of their optical sensor that revolutionized biological
and chemical sensing was immediately evident. Sadly, there is
often a disconnect between what is exciting for science and what
is exciting for business. Revolutionary technologies mean major
changes in the way things are done. Major changes mean big risk,
and big risks scare big companies. They have too much to lose.
That is where entrepreneurs enter the picture.

Photonic Sensor was formed in collaboration with, and eventually
spun out of, Georgia Tech solely for the purpose of commercializing
this optical sensor chip. Startup companies are very different from
big companies. We like big risks. The bigger the risk, the better our
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chances of eventually growing into a risk-averse big company,
which is, after all, what we want to do.

Without early big company interest, small high tech companies
must turn in other directions for support. The Department of En-
ergy, the Department of Defense, and especially the National Insti-
tutes of Health have been major sources of support and guidance
in bringing our optical sensorship from laboratory promise to com-
mercial reality. The development path was long and winding, but
the outcome was the successful emergence of a developed tech-
nology with a risk reduced to a level where big companies are now
willing to get involved.

It turns out that our optical chip has considerable advantages for
detecting biowarfare agents such as anthrax, botulism, and small-
pox. Current biodetection instruments, even the advanced instru-
ments under development for the military, are very complex and
costly. They are simply not practical for widespread domestic de-
ployment. A place we see a particular chance to help is with so-
called first responders—fire departments, police and medical alert
teams in towns from Eugene, Oregon, to Albany, Georgia. Photonic
Sensor can provide a simple, low-cost tool to meet the needs of
these first responders.

Photonic Sensor’s work on bio agent detection began about a
year-and-a-half ago, but the urgency has obviously accelerated
since September 11. We are now responding to calls from the De-
partment of Defense Technical Support Working Group and the
National Institutes of Health for innovative antiterrorism tools.
Our partners in these efforts are the Environmental Technologies
Group of Baltimore, Maryland, a leading supplier of biological and
chemical agent detection systems—and I should add, a very big
company—and the Centers for Disease Control and Prevention, our
neighbor and frequent collaborator. In addition, Photonic Sensor
Environmental Technologies and D.A. Technologies of New York
are exploring the development of a bio agent monitoring system for
the New York City subway.

Thanks to previous government supports, Photonic Sensor is in
a position where it can contribute to the fight against bioterrorism.
However, I know this Subcommittee is interested in how it can
make the process easier for us and others like us.

I would like to offer two observations about our experience. First,
it is difficult for small companies like Photonic Sensor to get visi-
bility within large agencies like the Department of Defense. Good
contacts are just as important as good technology. However, a
small marketing budget and no staff in Washington severely limits
our ability to develop good government contacts. These Small Busi-
ness Innovator Research, or SBIR program, addresses this problem
to some extent, but even the SBIR process is something of a shot
in the dark, and its multiphase solicitation proposal review and
award cycle can easily outstretch the financial staying power of a
small company.

A second challenge is the many compliance and reporting re-
quirements that come with government grants, especially with
multiple agencies. Each imposing their own rules and regulations.
Particularly frustrating for Photonic Sensor has been the seemingly
redundant financial audits by each agency, and even being told in
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the course of these audits that a required financial practice of one
agency is absolutely unallowed for another.

Photonic Sensor’s story is, of course, just one of many. Neverthe-
less, I hope it has been helpful. Thank you for your interest.

[The prepared statement of Mr. Edwards follows:]

PREPARED STATEMENT OF JOHN G. EDWARDS, PRESIDENT & CHIEF EXECUTIVE
OFFICER, PHOTONIC SENSOR

Good morning Mr. Chairman and Members of the Subcommittee. Thank you for
inviting me to testify today. I appreciate the opportunity to provide a perspective
on how entrepreneurs and the government can work together in the fight against
bioterrorism.

My name is John Edwards, and I am President and Chief Executive Officer of
Photonic Sensor. Photonic Sensor is a small, high tech company based in Atlanta,
Georgia. We develop and manufacture biological and chemical sensing systems
based on the tiny optical sensor chip I am holding in my hand. What I would like
to share with you briefly this morning is the promise of this extraordinary optical
chip as a tool in our bioterrorism defense arsenal, and how a combination of univer-
sity scientists, entrepreneurial spirit and government support led to its develop-
ment.

The creative spark came from Nile Hartman and his coworkers at the Georgia In-
stitute of Technology almost a decade ago. The potential of their optical sensor chip
to revolutionize biological and chemical sensing was immediately evident. Sadly,
there is often a disconnect between what is exciting for science and what is exciting
for business. Revolutionary technologies mean major changes in the way things are
done. But major changes mean big risks, and big risks scare big companies: they
have too much to lose. That is where entrepreneurs enter the picture. Photonic Sen-
sor was formed in collaboration with and eventually spun out of Georgia Tech solely
for the purpose of commercializing this optical sensor chip. Startup companies are
very different from big companies. We like big risks. The bigger the risk, the better
our chances of eventually growing into a risk-averse big company, which is what we
really want to be.

Without early big company interest, small, high tech companies must turn in
other directions for support. The Department of Energy, the Department of Defense
and especially the National Institutes of Health have been major sources of support
and guidance in bringing our optical sensor chip from laboratory promise to com-
mercial reality. The development path was long and winding, but the outcome was
the successful emergence of a developed technology, with the risk reduced to a level
where big companies are now willing to get involved.

It turns out that our optical sensor chip has considerable advantages for detecting
biowarfare agents such as anthrax, botulism and smallpox. Current bioagent detec-
tion systems, and even the advanced instruments under development for the mili-
tary are very complex and costly. They are simply not practical for widespread do-
mestic deployment. A place we see a particular chance to help is with so called first
responders—the fire departments, police and medical alert teams in towns from Eu-
gene, Oregon to Albany, Georgia. Photonic Sensor can provide a simple, low cost tool
to meet the needs of these first responders.

Photonic Sensor’s work on bioagent detection began about a year-and-a-half ago,
but the urgency has obviously accelerated since September 11. We are now respond-
ing to calls from the Department of Defense/Technical Support Working Group (BAA
02-Q-4655) and the National Institutes for Health (SB-STRR) for innovative anti-
terrorism tools. Our partners in these efforts are Environmental Technologies Group
of Baltimore, Maryland, a leading supplier of both biological and chemical agent de-
tection systems (and, I should add, part of a very big company), and the Centers
for Disease Control and Prevention, our neighbor and frequent collaborator in At-
lanta, Georgia. In addition, Photonic Sensor, Environmental Technologies Group
and E.A. Technologies of New York, New York, are exploring the development of a
bioagent monitoring system for the New York City subway.

Thanks to previous government support, Photonic Sensor is in a position where
it can contribute to the fight against bioterrorism. However, I know this Sub-
committee is interested in how it can make the process easier for us and others like
us. I would like to offer two observations about our experience.

First, it is difficult for small companies like Photonic Sensor to get visibility with-
in large agencies like the Department of Defense. Good contacts are just as impor-
tant as good technology. However, a small marketing budget and no staff in Wash-
ington, DC severely limits our ability to develop good government contacts. The
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Small Business Innovative Research (or SBIR) program addresses this problem to
some extent. But even the SBIR process is something of a shot in the dark, and
its multi-phase solicitation, proposal, review and award cycle can easily out-stretch
the financial staying power of a small company.

A second challenge is the many compliance and reporting requirements that come
with government grants, especially with multiple agencies each imposing their own
rules and regulations. Particularly frustrating for Photonic Sensor has been the
seemingly redundant financial audits by each agency—and even being told in the
course of these audits that a required financial practice of one agency is absolutely
unallowable for another!

Photonic Sensor’s story is, of course, just one of many. Nevertheless, I hope it has
been helpful. Thank you for your interest.

Senator WYDEN. Dr. Hatchett.

STATEMENT OF DR. RICHARD J. HATCHETT, M.D., COORDI-
NATOR, CIVILIAN MEDICAL RESERVE WORKING GROUP,
CLINICAL ASSISTANT ATTENDING, MEMORIAL HOSPITAL,
MEMORIAL SLOAN-KETTERING CANCER CENTER

Dr. HATCHETT. Good morning, Mr. Chairman. First, I would like
to commend and fully support your efforts to establish a strategic
technology reserve. It feeds very clearly into the sorts of things we
have been working on. I would like to thank you for inviting me
to appear before you to discuss the ways that the coordination of
medical professionals can enhance the ability of our Nation’s com-
munities to respond to acts of bioterrorism.

I served as one of the coordinators of the medical volunteers after
the attacks on the World Trade Center, and I am currently coordi-
nating the Civilian Medical Reserve Working Group, which is a
citizens’ initiative of medical professionals and public health profes-
sionals advocating the creation of a Medical Reserve Corps. Last
week, President Bush endorsed the creation of Medical Reserve
Corps as part of his USA Freedom Corps initiative. The Medical
Reserve Corps is currently a division that will consist of retired or
inactive doctors, nurses, and allied health professionals organized
a‘lc the local level and integrated into local emergency response
plans.

Reservists will be trained as first responders, and capable of set-
ting up field and triage sites to assist uniformed personnel and
thereby decompress existing facilities in the event of mass casual-
ties, but their key function will actually be as reserve personnel ca-
pable of being integrated into hospitals and clinics and public
health systems during events that place stress on such systems.
These events may be natural, such as severe epidemics or natural
disasters, or they might develop after attacks with weapons of
mass destruction.

Local units of the reserve will be flexible and adaptable and the
service will be as capable of manning field triage sites as staffing,
vaccination, and antibiotic distribution points, and as ready to
work in community hospitals as deliver care to patients in their
homes if the need arises.

I would like to say a few words on the subject of emergency pre-
paredness. I think everyone in this room is aware we are not suffi-
ciently prepared to respond to acts of bioterrorism or for attacks of
weapons of mass destruction. Our hospitals are inelastic, our public
health systems are not robust, our first responders need more
training and more equipment. Article 3 of Frist-Kennedy, mobi-
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lizing over $1 billion to improve bioterrorism, is a positive step, as
is the President’s request, announced yesterday, to dedicate $5.9
billion in the next fiscal year to finance improvements in the Na-
tion’s public health system.

The expansion of the national pharmaceutical stockpile, and the
dedication of nearly $2 billion to the National Institutes of Health
basically speak of the Administration’s commitment to this endeav-
or, and we commend these efforts as well. We are definitely moving
in the right direction.

At the same time, one of the things we want to remind the Sub-
committee is that we cannot neglect the resources we already have,
the assets that are already available. Merely having assets do not
make them useful. The value of assets are not fixed. Assets become
useful and they become valuable when they are organized, with
structures to fix them in relation to each other.

Hernando de Soto, the Peruvian political economist, has pointed
out the poor of the world’s developing nations actually possess as-
sets, but these assets, because they have not been included in for-
mal property systems, have not been capitalized and thus cannot
interact with each other. I think much the same can be said for our
medical and public health assets.

The mitigation of acts of bioterrorism can be viewed broadly as
a problem of resource allocation under budget constraints. No com-
munity in America will ever develop the capacity to take care of
20,000 extra patients. I think that it is unrealistic to expect them
to do so. Preparedness will not mean having beds waiting in re-
serve on empty wards, but it will mean being able to quickly reor-
ganize the assets at hand and maximize their utility.

This will mean, in the first place, knowing what assets exist. We
have advocated actually the creation in every community of a med-
ical registry, a census of the total available medical assets, includ-
ing doctors and nurses and pharmacists, but also retired and other-
wise inactive professionals, including hospital beds, but also decom-
missioned wards, potential auxiliary facilities, and including such
things as quarantine facilities, staging areas, evacuation routes,
and supply depots.

Knowing what we have will improve our capacity to use it, and
it will also let us make the hard choices that may need to be made
with as much confidence as we can muster. President Bush’s Free-
dom Corps initiative creates a Medical Reserve Corps, and it also
mobilizes AmeriCorp’s Senior Corps and Serve Study volunteers in
the cause of homeland security. Many of these volunteers will be
devoted to projects related to public health and bioterrorism pre-
paredness. The number of such volunteers called to service will be
substantial, perhaps as many as 100,000. In bringing such a large
force to bear on the problems that now confront us, we should not
let the opportunity to create a cohesive and organized force slip
from our hands.

I see little reason the Medical Reserve Corps and Community
Emergency Response Teams and other volunteers should not be
brought together under one overarching structure as a true Civil-
ian Medical Reserve. Over time and training and drilling together
and participating in team-building activities such a Civilian Med-
ical Reserve would become a truly formidable force ready to serve



16

our country in a crisis and be the backbone of a sustained response
in more prolonged events.
[The prepared statement of Dr. Hatchett follows:]

PREPARED STATEMENT OF RICHARD J. HATCHETT, M.D., COORDINATOR, CIVILIAN
MEDICAL RESERVE WORKING GROUP, CLINICAL ASSISTANT ATTENDING, MEMORIAL
HosPITAL, MEMORIAL SLOAN-KETTERING CANCER CENTER

Mr. Chairman, Distinguished Members of the Committee: Thank you for inviting
me to appear before you to discuss the ways that medical professionals and vol-
untary organizations in the private sector can contribute to the war against bioter-
rorism. My name is Richard Hatchett. I am an Emergency Room physician at Me-
morial Hospital in New York City and coordinated the efforts of medical volunteers
at the Stuyvesant Triage Center in the days after the attacks on the World Trade
Center. In 1997 I served as Clinical Coordinator of the Yale University Ebola
Project in Makokou, Gabon and I recently coauthored a privately circulated white
paper on smallpox with Professor Jacob T. Schwartz of New York University. Over
the last 4 months, I have served as the coordinator of the Civilian Medical Reserve
Working Group, a citizens’ initiative advocating the creation of a Medical Reserve
Corps to enhance the capacity of local communities to respond effectively to
epidemics, acts of terrorism, and natural catastrophes. Last Wednesday, in an Exec-
utive Order, President Bush endorsed our effort by calling for the creation of a Med-
ical Reserve Corps as one component of his USA Freedom Corps initiative.

I called the first meeting of what became the Civilian Medical Reserve Working
Group within a couple of weeks of the attacks. The efforts of volunteers after the
events of September 11 were characterized by intense camaraderie, and the dedica-
tion, endurance, and integrity of the volunteers was awe-inspiring. In terms of
human capital, one could ask for nothing more: the doctors and nurses, medical stu-
dents and residents who converged on Ground Zero were hard-working, intelligent,
independent, and used to taking responsibility for their actions. Where their efforts
were well coordinated they performed almost miraculously. The problem was that
because the response was spontaneous, in most cases the efforts of the volunteers
were not well coordinated.

From an operational point of view, the spontaneous flocking of medical volunteers
to Ground Zero highlighted the problems associated with an uncoordinated re-
sponse. Dr. Antonio Dajer, the Associate Medical Director of the Emergency Depart-
ment at NYU Downtown Hospital, an institution located four blocks from Ground
Zero, has written eloquently of his frustration at finding “trauma triage areas” run
by volunteers set up on the street within a few blocks of his fully equipped emer-
gency room. The triage areas that were set up operated independently, outside the
New York City Office of Emergency Management’s Incident Command Structure
and with no overall system of coordination. The chains of command governing such
sites were thus ambiguous or non-existent. Several operated in areas that had not
been cleared by structural engineers. The lack of coordination also meant that there
was no functional system of communication or supply, even for the “approved” triage
facility at Stuyvesant High School, and no way to assure continuity of staffing. The
credentials of volunteers could not be verified, and security was compromised by the
continual flow of self-declared “volunteers” across the established police perimeter.
Finally, hospitals throughout the city reported significant concerns that their own
staffing would be compromised because their employees were “helping out” at
Ground Zero.

It was to explore ways to address these problems while harnessing the extraor-
dinary talents of civilian medical professionals that we convened what became the
Civilian Medical Reserve Working Group. As mentioned above, we gathered for the
first time before the end of September—which is to say, before anthrax was distrib-
uted through the United States Mail. We had considered abstractly whether an or-
ganization such as we envisioned might prove useful in the event of biological or
chemical attack; the anthrax episodes convinced us that it would. One of my col-
leagues, Eric David, participated as a volunteer in the distribution of antibiotics at
the Morgan postal facility and witnessed firsthand the difficulty of educating and
dispensing antibiotics to large numbers of anxious employees of varying educational
backgrounds and degrees of sophistication. Ed Carubis of the New York City De-
partment of Health notes that the evaluation of a single case of anthrax at Manhat-
tan Eye, Ear, and Throat Hospital required setting up 12 registration stations to
process worried patients and employees (personal communication). In more wide-
spread outbreaks, the need to ramp up and create field stations for epidemiologic
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interviews, sample collection, and distribution of antibiotics or vaccines would rap-
idly overwhelm even the most robust Departments of Health.

While causing only 23 infections and 5 deaths, the anthrax attacks did in fact
place a severe strain on the American government and public health system. Activi-
ties of all branches of the Federal Government were disrupted, approximately 300
postal and other facilities were tested for the presence of anthrax spores, and ap-
proximately 32,000 persons initiated antimicrobial prophylaxis following potential
exposure to B. anthracis at workplaces in Florida, New Jersey, New York, and
Washington, D.C. The November 9 Morbidity and Mortality Weekly Report, reported
that “For the week of October 21-27, Colorado, Connecticut, Louisiana, Maryland,
Montana, North Dakota, Tennessee, Wisconsin, and Wyoming reported 2,817 bioter-
rorism-related calls (mean per State: 313; range: 23-800) and approximately 25 in-
vestigations of bioterrorism threats in each State. From eight to 30 full-time per-
sonnel are engaged in these responses in each State . . . For the same period, pub-
lic health laboratories in 46 States participating in the Laboratory Response Net-
work reported receiving approximately 7,500 specimens and isolates for B. anthracis
testing.” The obvious lesson is that even limited attacks can cause major disruption.

Biological weapons are agents of terror. In this regard, they succeed so well pre-
cisely because they are so insidious. They exert a profound multiplier effect, creating
a vast number of “worried well” patients, many of whom will crowd medical facili-
ties seeking treatment or reassurance. Because infections with anthrax share many
clinical features with those of influenza, and the threat of anthrax emerged just as
the flu season was getting under way, this effect was exacerbated, so that many pa-
tients who ordinarily would have been diagnosed with flu or an unspecified viral
syndrome received Cipro or other antibiotics “just in case.” The anthrax episodes
precipitated a public health crisis; what they did not do was precipitate a crisis in
the Nation’s hospitals. With a different mechanism of distribution and larger quan-
tities of spores, the situation could have been quite different. The release of a few
grams of highly refined spores in a crowded stadium or into a subway station at
rush hour could conceivably produce hundreds or thousands of victims, many of
whom would be critically ill, within a few days. These victims would present to local
emergency rooms and be admitted to local hospitals; and it might be days before
anthrax was identified as the causative agent.! Very large cities, such as New York,
might be able to handle the surge of patients; smaller cities would surely be
swamped.

For a variety of reasons, it is difficult to estimate the true capacity of hospital
systems. For one reason, the systems are seldom if ever tested. September 11 might
be regarded as a full test of the New York City hospital system, which contains
more than 100 hospitals. Most hospitals within the city cleared their emergency
rooms, created extra emergency room capacity by adding beds, electively discharged
or transferred patients to more distant facilities, and canceled elective operative pro-
cedures. Because of the violence of the collapses, however, most people who survived
and were injured qualified as “walking wounded” and did not require admission.
The emergency departments of the four hospitals closest to the World Trade Center
and another hospital serving as a burn referral center reported treating 1103 sur-
vivors in the first 48 hours after the attack, but of this number only 181 (16 percent)
required admission (data from Morbidity and Mortality Weekly Report, January 11,
2002). NYU Downtown Hospital treated in excess of 400 patients between 9 a.m.
and 1 p.m. and cleared its emergency room by early afternoon (Antonio Dajer, per-
sonal communication). No formal assessment of the actual admitting capacity of
New York City hospitals on September 11 has been performed, but based on infor-
mation collected by the Greater New York Hospital Association from a number of
hospitals it is possible to extrapolate that the system possibly could have absorbed
about 3000 patients. How many critically injured patients requiring mechanical ven-
tilation the system could have absorbed is unknown. By comparison, in testimony
before the U.S. Senate Governmental Affairs Subcommittee on International Secu-
rity, Proliferation and Federal Services on July 23 of last year, Dr. Tara O’Toole re-
ported that the State of Maryland, home to more than 60 hospitals and two aca-
demic medical centers, would be unable to handle an emergency that produced 100
patients needing ventilators.

The United States health care system is fiercely competitive and notoriously in-
elastic. Hospitals are under tremendous financial pressure, with thin and falling
margins forcing many to decommission beds and switch to “just-in-time” models of
staffing and supply. An aging population and reduced lengths of stay mean that the
beds that are available are filled by older and sicker patients, who require compara-

1 Although this seems unlikely, given the currently heightened awareness among physicians
about the disease and its manifestations.
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tively more attention. My hospital, for example, has reduced its bedspace by ap-
proximately 20 percent over the last few years and reconfigured several of the floors
thus emptied. This means that only a portion of the decommissioned beds can be
brought back into service in any reasonable timeframe. A slight surge in hospital
admissions 2 weeks ago left 17 sick cancer patients requiring admission sleeping in
the Urgent Care Center, which itself contains only 12 beds, overnight. It took until
about 3 p.m. the following day for beds to be found for all of these patients. One
can imagine, then, the crises that would develop should a real and sustained surge
in patients occur.

The dynamics of an attack with a contagious agent such as plague or smallpox
would be quite different from even large-scale attacks with noncontagious agents
such as anthrax or botulinum toxin. The effect of such an attack would not be an
outbreak, as with the latter agents, but an epidemic. And epidemics, once they pass
a certain critical threshold, are difficult to control, contain, or predict. The scope of
the epidemic might accelerate for weeks and not peak for several months. Depend-
ing on the agent used, patients might require respiratory isolation and need to be
admitted to specially vented rooms, which (it goes almost without saying) are in ex-
tremely short supply. Depending on the size of the epidemic, and to some extent
on the virulence of the causative organism, it might be necessary to convert schools,
gymnasiums, hotels, or armories into auxiliary facilities or quarantine stations. It
might even be necessary, as was the case during the Spanish Influenza epidemic
in the fall and winter of 1918, to switch over to a system of home care.

And the issue of bedspace may, in fact, pale beside the issue of staffing. Tara
O’Toole has argued that “The big problem is not beds as everyone seems to sup-
pose—it is staff. And there is no way to fix that in the short term.” Staffing short-
falls may be exacerbated by the fear and flight of persons inadequately trained in
the management of infectious diseases and other illnesses related to biological or
chemical terrorism. Such staffing shortages would undoubtedly be particularly acute
in the event of an outbreak sufficiently large to require the opening of auxiliary fa-
cilities or switching to a system of home care.

This was the complex bundle of problems we set out to address. The model we
have evolved for a Civilian Medical Reserve incorporates the Medical Reserve Corps
as an essential element but also relies on the dedicated work of AmeriCorps and
other volunteers. It requires the creation of a medical registry, the purpose of which
is to enumerate and incorporate in community-wide planning what we have called
“hidden” human and institutional assets. It also requires tight integration and co-
ordination of the Medical Reserve Corps into local emergency response planning and
anticipates the development of certain information technology assets and capabili-
ties. In the sections that follow I will attempt to lay out a blueprint of what we be-
lieve an adequately structured and sufficiently funded Civilian Medical Reserve can
accomplish.

THE ROLE OF THE MEDICAL RESERVE CORPS 2

The Medical Reserve Corps will consist of physicians, nurses, and supporting per-
sonnel who coordinate and work with the other elements of the Metropolitan Med-
ical Response System. The Medical Reserve Corps will be led by doctors, nurses, and
other medical professionals who receive special training in disaster medical re-
sponse, the theory and practice of triage, biocontainment, and other relevant dis-
ciplines. As part of our proposed Civilian Medical Reserve, they would be assisted
by a substantial group of civilian volunteers drawn from outside the medical profes-
sion and trained within the Medical Reserve itself. Local units of the Medical Re-
serve Corps will be pre-equipped and coordinated with existing municipal disaster
plans, so that in the event of a major structural disaster they can be activated and
establish field triage sites within three to 6 hours. They will also provide back-up
in the event of major public health crises (particularly bioterrorist attacks) placing
unusual demands on the medical system and be trained to detect and manage the
agents of concern in such situations (e.g. anthrax, smallpox, plague, tularemia, viral
hemorrhagic fevers, etc.).3 They will augment the efforts of public health authorities

21n the sections that follow, “Medical Reserve Corps” refers specifically to the voluntary orga-
nization created within the USA Freedom Corps to recruit and train retired or otherwise inac-
tive healthcare professionals as an emergency preparedness initiative. “Civilian Medical Re-
serve” refers to a larger initiative in which the Medical Reserve Corps would work in conjunc-
tion with AmeriCorps, Senior Corps, and Federal Work Study Program volunteers and be
charged with a wide range of tasks relating to biopreparedness.

3 Advance training and drilling considerably reduces the anxiety associated with caring for pa-
tients with frightening infectious agents, and specially trained teams could deploy to hospitals
caring for patients with diseases such as Marburg or Ebola fevers.
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in administering vaccines and performing epidemiologic investigative work during
outbreak situations or bioterrorism events, and they can assist with non-emergent,
large-scale community medical projects during “peacetime”.

Designing the Medical Reserve Corps so that it remains flexible and adaptable is
essential. The Medical Reserve Corps must be capable of responding to both mass
casualty incidents and evolving crises. With mass casualty incidents, local coordina-
tion is crucial. Studies of mortality patterns in earthquakes consistently dem-
onstrate that response time is pivotal, that 25 to 50 percent of those who are injured
and die slowly could have been saved if first aid had been rendered immediately,
and that the greatest demand for patient care occurs during the first 24 to 48 hours
after the disaster. Thus, the most critical needs of an affected population must be
met by local providers. So must the needs of a community grappling with a severe
epidemic or the consequences of a bioterrorist attack. We believe the development
of locally coordinated and potentially mobile medical reserve units can play a role
in enhancing the State’s preparedness to deal with such situations.

In the immediate aftermath of a disaster, the responsibilities of reservists might
include triaging patients, providing essential medical care, and preparing patients
for evacuation to local hospitals. In the twenty-four to seventy-two hours after a dis-
aster, their role will likely shift to providing frontline support to search-and-rescue
workers. In evolving crises triggered by bioterrorist attacks or severe epidemics
their role in supporting overtaxed medical systems would be equally important. The
establishment of mutual aid arrangements with Reserves in nearby cities will create
a mechanism whereby care can be expanded into auxiliary facilities or provided in
patients’ homes as the need arises.

Given recent events, we strongly believe that the general medical community will
find the concept of the Medical Reserve Corps extremely attractive and that such
an organization will have no difficulty attracting volunteers. The Medical Reserve
Corps will provide for the special training and continuing education of its members
and enable the State to identify and coordinate those physicians and other medical
professionals with special experience and expertise. A properly trained and coordi-
nated Medical Reserve Corps will be ready to meet the needs of our communities
in acute crises and to provide the backbone of a sustained response in prolonged
ones.

IDENTIFYING HIDDEN ASSETS

One of the major activities of local units of the Civilian Medical Reserve will be
the creation and maintenance of comprehensive medical registries in the commu-
nities they serve. These registries will include but not be limited to practicing pro-
fessionals and existing institutions. Perhaps the best reason to create such a reg-
istry, in fact, is to identify “hidden” human and institutional assets. By enumerating
these assets, the registry will permit emergency planners to put together a census
of the “total available medical assets” within a given community. The ways in which
such information can then be used to facilitate planning and enhance preparedness
are discussed at greater length below.

The idea of accounting for hidden assets evolved from an event on September 11.
Dr. Mark Robson, a breast oncologist at Memorial Hospital and a man who gives
chemotherapy for a living, called me to see if he could assist in preparing the Ur-
gent Care Center to receive patients. He explained that prior to joining the staff at
Memorial he had served in the military and received training in triage and mass
casualty response. Subsequently we realized that in any community there must be
many physicians with special skills or relevant prior experience not reflected in
their practice designations. Such experiences include but are not limited to military
service, work in refugee camps or other austere environments, involvement with
medical relief efforts in complex humanitarian emergencies, and prior employment
in emergency rooms. This realization made us ponder other ways in which available
but untapped medical expertise might be hidden or buried. Other hidden human as-
sets we have identified include:

* Retired medical professionals.

» Persons with prior medical training and licensure who no longer practice (because
they are administrators, entrepreneurs, scientists or consultants).

* Medical professionals who work outside of traditional hospital settings (in commu-
nity health centers, visiting nurse practices, etc.)

¢ Medical and nursing students.

Registration with the Civilian Medical Reserve will create a mechanism for calling
such persons into the hospital system in the event of a severe crisis, and persons
with special skills or prior experiences can be deployed where and as needed. We
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believe finding and registering such personnel represents a quick and exceedingly
cheap way to enhance local response capacity.

As there are hidden human assets, so also are there hidden institutional assets.
The first step would be to assess a community’s existing resources in terms of beds,
isolation facilities, and critical care capacity. The Reserve would then assess the
extra capacity provided by community health centers, post-anesthesia care units
(which can provide intensive care), decommissioned but restorable clinics and wards,
and potential auxiliary facilities such as schools, gymnasiums, and armories. This
information would be useful in elaborating community-wide plans, assessing gaps
in current levels of preparedness, and identifying thresholds at which mutual aid
arrangements would need to be activated, auxiliary facilities opened, home care pro-
vided, and responsibilities devolved (from physicians to nurses, medical students,
ete.).

The administrative work of establishing and maintaining the medical registries
would be performed by AmeriCorps or Federal Work Study Program volunteers
under the supervision of the Medical Reserve Corps’ full-time medical staff.

THE ROLE OF OTHER USA FREEDOM CORPS PROGRAMS AND VOLUNTEERS

The President, in his Call to Service, has recognized and called upon the industry,
goodwill, and commitment of the American public in this time of national need. By
creating the USA Freedom Corps Council and naming John Bridgeland to head the
affiliated office within the White House, President Bush has signalled his faith in
the capacity of normal citizens to contribute in areas related to national security
and domestic defense and demonstrated his strong personal commitment to this en-
deavor. By calling for the expansion of AmeriCorps, Senior Corps, and Serve Study
programs, he has dedicated his Administration to mobilizing a vast number of citi-
zens in this effort. By establishing Citizen Corps and the Citizen Corps Councils,
he has created a mechanism of coordinating these efforts in the interest of homeland
security. And by asking Congress for more than $500 million in Fiscal Year 2003
to support these initiatives, he has called for the funds needed to transform this vi-
sion into reality.

The Citizen Corps Councils have been tasked with developing community action
plans that include assessments of infrastructure vulnerabilities and possible threats,
available local resources, and the best ways to organize and expand local efforts.
These plans will coordinate the community-based prevention and preparedness ef-
forts of the programs falling under the mantle of the Citizen Corps (Medical Reserve
Corps, Volunteers in Police Service, Neighborhood Watch, Community Emergency
Response Teams, etc.). FEMA will provide $144 million in matching funds in Fiscal
Year 2003 to help create and maintain the efforts of the Councils. I would urge the
local Councils to allocate a portion of this funding to censusing available medical
assets in the manner described above, and to make performing such censuses a very
high priority. The resulting registries could then be maintained by AmeriCorps or
Federal Work Study Program volunteers working in conjunction with local emer-
gency offices and Departments of Health and under the supervision of the Medical
Reserve Corps’ full-time medical staff.

Coordinating the response to and remediation of acts of bioterrorism poses consid-
erable technical and logistical challenges. One of the biggest obstacles is that the
groups whose activities must be coordinated (EMS and other first responder serv-
ices, Departments of Health, hospitals) function autonomously in their day-to-day
activities and historically have not forged strong links with each other. A Civilian
Medical Reserve has the potential to become a nexus connecting these groups and
promoting the formation of enduring institutional alliances. Municipalities imple-
menting the Civilian Medical Reserve model would coordinate the Medical Reserve
Corps and Community Emergency Response Teams with AmeriCorps, Senior Corps,
and Serve Study volunteers engaged in public health and disaster preparedness and
relief programs. Volunteers would interact on a regular basis, to foster team build-
ing and esprit de corps, and participate in drills and exercises together. These ac-
tivities would lay the groundwork for a broad-based but coordinated civilian re-
sponse in times of crisis.

President Bush and Senators McCain and Bayh have called for an expansion of
the AmeriCorps National Civilian Community Corps program to support homeland
security, public health, and disaster preparedness and relief activities. I would urge
that some of these new recruits be specifically assigned to Civilian Medical Reserve
units to provide administrative and other support to members of the full-time med-
ical staff. A large fraction of the AmeriCorps volunteers thus assigned would, when
not otherwise engaged, be detailed to local hospitals to help implement hospital pre-
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paredness plans and foster the development of interhospital communication and co-
ordination.

A Civilian Medical Reserve unit would consist of a small full-time medical staff,
the Medical Reserve Corps, and non-medical staff. The non-medical staff would en-
gage in training and self-organization activities and have the following responsibil-
ities when mobilized during disasters or other public health crises:

» Providing general assistance to physicians and nurses.

» Transporting patients and handling supplies.

» Tracking patients and maintaining medical records.

¢ Maintaining communication and supply networks.

¢ Providing security.

» Performing situational tasks appropriate to their level of training.

Under normal circumstances, the non-medical staff would have the following func-
tions:

Developing communication and database systems.

Developing and distributing training materials.

Contingency planning.

Nurturing alliances with private voluntary organizations.

Exchanging solutions with other Civilian Medical Reserve units.

Creating and maintaining the medical registry.

Assisting local authorities in their efforts to foster communication and coordina-
tion between hospitals and implement hospital preparedness plans.

The problems of designing and implementing Civilian Medical Reserve structures
will vary from community to community, depending on what human and institu-
tional assets are available and how these are organized and configured. A solution
that works in Boston may not be relevant in Buffalo and almost certainly will not
be applicable to Binghamton. Creating a central clearinghouse to which local Citizen
Corps Councils can refer for guidance and inspiration would permit communities the
freedom to develop solutions appropriate to their needs and resources while allowing
them to profit from each other’s experience.

THE ROLE OF OTHER VOLUNTARY ORGANIZATIONS

Volunteers provided many critical services in the days after the attacks on the
World Trade Center, from transporting workers and supplies from staging areas to
Ground Zero to providing food and comfort to uniformed personnel and assisting in
search and rescue efforts. Existing and spontaneously evolving voluntary organiza-
tions usefully channeled the outpouring of public support and provided their mem-
bers with the ancillary, but by no means negligible, benefit of being able to do some-
thing. The emotional devastation of the attacks was compounded for many by the
frustration of having no meaningful way to respond. The desire to respond and dem-
onstrate solidarity with the survivors and rescue workers explains the long queues
at blood donation centers across the country, the tremendous and immediate chari-
table giving, and the formation of numerous new voluntary organizations.

One of the most interesting phenomena of the last few months has been the per-
sistence of these spontanteously evolved organizations. Such organizations have
emerged to meet specific local needs, from the provision of clothes and supplies to
construction workers to the “staffing” of cheering points along the West Side High-
way and advocacy of victims’ rights. Not surprisingly, many of these organizations
are highly adapted to the functions that define their purpose. They were able to re-
spond (and respond rapidly) to events because of their lack of rigid structure. Collec-
tively, they demonstrate the ingenuity and initiative of affected populations and rep-
resent a wonderful, bottom-up mechanism for addressing new and previously unrec-
ognized societal needs.

Several of these new organizations address problems related to homeland secu-
rity, and many of these are organized along disciplinary lines. Our Civilian Medical
Reserve Working Group is but one of many examples. Andrew Rasiej, who has been
involved with the effort to establish NET Guard, was instrumental in organizing Sil-
icon Alley Cares, a consortium of about 150