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(1) 

HEALTH CARE INFORMATION TECHNOLOGY 

WEDNESDAY, JULY 27, 2005 

U.S. HOUSE OF REPRESENTATIVES, 
COMMITTEE ON WAYS AND MEANS, 

SUBCOMMITTEE ON HEALTH, 
Washington, DC. 

The Subcommittee met, pursuant to notice, at 10:26 a.m., in 
room 1100 Longworth House Office Building, Hon. Nancy L. John-
son (Chairman of the Subcommittee) presiding. 

[The advisory announcing the hearing follows:] 
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ADVISORY 
FROM THE COMMITTEE ON WAYS AND MEANS 

SUBCOMMITTEE ON HEALTH 

CONTACT: (202) 225–3943 FOR IMMEDIATE RELEASE 
July 27, 2005 
No. HL–8 

Johnson Announces Hearing on Health Care 
Information Technology 

Congresswoman Nancy L. Johnson (R–CT), Chairman, Subcommittee on Health 
of the Committee on Ways and Means, today announced that the Subcommittee will 
hold a hearing on health information technology (IT). The hearing will take place 
on Wednesday, July 27, 2005, in the main Committee hearing room, 1100 
Longworth House Office Building, beginning at 10:00 a.m. 

In view of the limited time available to hear witnesses, oral testimony at this 
hearing will be from invited witnesses only. Witnesses will include representatives 
from the public and private sectors to discuss the use of IT in the health care sector 
and the targeted actions that government should take to increase the adoption of 
health IT. However, any individual or organization not scheduled for an oral appear-
ance may submit a written statement for consideration by the Committee and for 
inclusion in the printed record of the hearing. 

BACKGROUND: 

Greater use of IT in the health care field has the potential to reduce medical er-
rors, improve patient care, and reduce costs; yet adoption of new technology has 
been slow. Over the past year, beginning with the Executive Order issued by Presi-
dent Bush that established the Office of the National Health Information Tech-
nology Coordinator, increased attention has been paid to the issue of the adoption 
of health care information technology and the need for such technology to be inter-
operable. 

Throughout this dialogue, questions have been raised as to the appropriate and 
ongoing role of government in facilitating the development of standards for the ex-
change of electronic health information, ensuring the interoperability of information 
systems, enabling private sector investments among providers, and harmonizing 
laws regarding the confidentiality of patient information. The ultimate goal is a na-
tionwide health care information infrastructure that recognizes the role that modern 
technology can play in the health care system. 

Most recently, the Secretary of the U.S. Department of Health and Human Serv-
ices (HHS) announced the formation of the American Health Information Commu-
nity, chaired by Secretary Leavitt and comprised of 17 members from the public and 
private sectors, to develop IT standards and achieve health IT interoperability. At 
the same time, the Secretary released four requests for proposals seeking private 
sector input in addressing issues regarding technology standards, certification, con-
fidentiality and security of patient information, and development of a national archi-
tecture. 

The Subcommittee has held a series of hearings on health IT, covering private 
sector initiatives, government programs, and electronic prescribing. This hearing 
will focus on recent developments in this area and ways in which Congress can best 
act to ensure continued progress. 

In announcing the hearing, Chairman Johnson stated, ‘‘Greater use of IT can dra-
matically improve the safety and quality of our health care system while also reduc-
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ing costs. I am encouraged HHS is moving forward to adopt health IT, and Congress 
wants to work with the Administration to shape the final product. I believe that a 
public-private approach appropriately recognizes the key roles that both the govern-
ment and the private sector play in the critical area of health IT.’’ 

FOCUS OF THE HEARING: 

The hearing will focus on the approach currently being taken by the Administra-
tion to speed the adoption of health IT and areas where congressional involvement 
can further these efforts. 

DETAILS FOR SUBMISSION OF WRITTEN COMMENTS: 

Please Note: Any person(s) and/or organization(s) wishing to submit for the hear-
ing record must follow the appropriate link on the hearing page of the Committee 
website and complete the informational forms. From the Committee homepage, 
http://waysandmeans.house.gov, select ‘‘109th Congress’’ from the menu entitled, 
‘‘Hearing Archives’’ (http://waysandmeans.house.gov/Hearings.asp?congress=17). Se-
lect the hearing for which you would like to submit, and click on the link entitled, 
‘‘Click here to provide a submission for the record.’’ Once you have followed the on-
line instructions, completing all informational forms and clicking ‘‘submit’’ on the 
final page, an email will be sent to the address which you supply confirming your 
interest in providing a submission for the record. You MUST REPLY to the email 
and ATTACH your submission as a Word or WordPerfect document, in compliance 
with the formatting requirements listed below, by close of business Wednesday, Au-
gust 10, 2005. Finally, please note that due to the change in House mail policy, 
the U.S. Capitol Police will refuse sealed-package deliveries to all House Office 
Buildings. For questions, or if you encounter technical problems, please call (202) 
225–1721. 

FORMATTING REQUIREMENTS: 

The Committee relies on electronic submissions for printing the official hearing record. As al-
ways, submissions will be included in the record according to the discretion of the Committee. 
The Committee will not alter the content of your submission, but we reserve the right to format 
it according to our guidelines. Any submission provided to the Committee by a witness, any sup-
plementary materials submitted for the printed record, and any written comments in response 
to a request for written comments must conform to the guidelines listed below. Any submission 
or supplementary item not in compliance with these guidelines will not be printed, but will be 
maintained in the Committee files for review and use by the Committee. 

1. All submissions and supplementary materials must be provided in Word or WordPerfect 
format and MUST NOT exceed a total of 10 pages, including attachments. Witnesses and sub-
mitters are advised that the Committee relies on electronic submissions for printing the official 
hearing record. 

2. Copies of whole documents submitted as exhibit material will not be accepted for printing. 
Instead, exhibit material should be referenced and quoted or paraphrased. All exhibit material 
not meeting these specifications will be maintained in the Committee files for review and use 
by the Committee. 

3. All submissions must include a list of all clients, persons, and/or organizations on whose 
behalf the witness appears. A supplemental sheet must accompany each submission listing the 
name, company, address, telephone and fax numbers of each witness. 

Note: All Committee advisories and news releases are available on the World 
Wide Web at http://waysandmeans.house.gov. 

The Committee seeks to make its facilities accessible to persons with disabilities. 
If you are in need of special accommodations, please call 202–225–1721 or 202–226– 
3411 TTD/TTY in advance of the event (four business days notice is requested). 
Questions with regard to special accommodation needs in general (including avail-
ability of Committee materials in alternative formats) may be directed to the Com-
mittee as noted above. 

f 

VerDate Aug 31 2005 07:22 Apr 14, 2006 Jkt 026387 PO 00000 Frm 00007 Fmt 6633 Sfmt 6602 E:\HR\OC\26387.XXX 26387



4 

Chairman JOHNSON. Good morning, everyone, and a special 
welcome to Dr. Brailer and the rest of the panelists. My personal 
apologies to Congressman Stark and Congressman Thompson for 
the delay in the start of this hearing. As some of you may know, 
the President was at the Republican Conference and sometimes he 
is very digressive and covers a lot of territory, and if you are in the 
middle of the room, you can’t get up and walk out, so my apologies, 
but I didn’t anticipate the problem. Today, I am pleased to chair 
this hearing on the use of information technology (IT) in the health 
care sector. In the last Congress, we held two hearings on this 
topic, and today, we have an opportunity to revisit this issue to 
learn what progress has been made over the last year. In addition, 
I hope to focus our discussion on what Congress can do to further 
the efforts of the administration and the private sector in increas-
ing the adoption of health IT. Greater use of IT has the potential 
to dramatically improve the safety and quality of health care for 
Americans, while at the same time lowering costs through reduc-
tions in clinical errors and elimination of redundant procedures. 

Yet despite these benefits, widespread adoption of IT in the 
health field has been disappointingly slow. I have long supported 
efforts to increase the use of IT in the health sector. In the 108th 
Congress, I introduced H.R. 2915, the National Health Information 
Infrastructure Act. I am currently working on a follow-up piece of 
legislation that takes a simple, streamlined approach to addressing 
this issue by focusing exclusively on those areas in which Congress 
needs to intervene in order to promote greater adoption of health 
IT by all providers. I am encouraged by the steps that this admin-
istration has taken recently to engage in a public-private partner-
ship to move the health IT agenda forward with the announcement 
of the American Health Information Community (AHIC), and the 
release of four requests for proposals to address the key areas in 
this field, that is the development of standards, certification of 
products, protection of patient information, and creation of a na-
tionwide platform for electronic health information exchange. 

I believe that we will see real progress in the months ahead and 
I just want to commend Secretary Leavitt and Dr. Brailer for the 
breadth of their vision and the foresight of their work. These dra-
matic proposals are eliciting new thought from the nation at a level 
that portends progress in the future at a rate impossible without 
this kind of leadership. So, I welcome Dr. Brailer and all those who 
will testify and help us understand the progress that has been 
made to date in this area and additional ways in which Congress 
can advance the health IT agenda. Dr. Brailer has been with us be-
fore. He was named the National Health Information Technology 
Coordinator last year. Shortly after his appointment, Dr. Brailer 
produced a framework for strategic action to guide the Federal 
Government’s effort in this area and he has been leading the ad-
ministration’s efforts to increase adoption of health IT in both the 
public and private sectors. I have attended a number of the con-
ferences that he has scheduled, and honestly, the breadth of in-
volvement of people from the private sector, not only technology 
people, but health delivery people and academics, has really been 
impressive and has made a difference in the speed at which we, as 
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a nation, can move forward in this difficult but very important 
area. 

On our second panel, I am pleased to welcome a distinguished 
group who can help us sort through some of the more technical 
challenges we face in this field. Dr. Don Detmer is President and 
chief executive officer (chief executive officer) of the American Med-
ical Informatics Association (AMIA), a current member of the Com-
mission on Systemic Interoperability that was created under the 
Medicare Modernization Act, and a past Chairman of the National 
Committee on Vital Statistics. He will provide us with his insights 
as to the need for Federal leadership in the health IT arena and 
offer specific suggestions of the ways in which Congress can con-
tinue to move this issue forward. Linda Kloss is the Chief Execu-
tive Officer of the American Health Information Management Asso-
ciation. She will discuss particular challenges we face in coding for 
new medical technologies and the need to update our coding system 
to keep pace with the modern medical world. Dr. Allen Weiss, 
President of the Naples Community Hospital Healthcare System in 
Florida, will provide us with some real-world insight into the bene-
fits that can be derived from implementing a health care IT system 
along with a better understanding of the challenges he has faced 
in making a paperless health care system a reality. Joy Pritts, As-
sistant Research Professor at the Health Policy Institute at George-
town University will discuss issues relating to maintaining the con-
fidentiality of patient information so important to all of us. 

Finally, Mary Grealy with the Health Care Leadership Council 
will discuss the challenges that health care providers and others 
face in navigating the myriad State and Federal regulations geared 
toward protecting patient information and how the existence of 
many layers of regulations may impede the adoption of health care 
IT. Incidentally, I would just say these two contrasting views, with 
the depth of knowledge and experience behind them, will be very 
helpful to the Committee. I look forward to hearing from all our 
witnesses and thank you for being with us today. Mr. Stark, I 
would like to invite you to make an opening statement. 

Mr. STARK. Thank you, Madam Chair. I am afraid that while 
the administration can get its act together on soliciting votes for 
the Central America Free Trade Agreement, I wish we could have 
the same kind of direction on bringing the medical delivery system 
into the, at least, 20th century before the 21st century is over. We 
are going to hear this morning from our lead witness about more 
meetings and conferences than one could believe possible and rel-
atively nothing about getting the job done. Now, on the other hand, 
another employee of the U.S. Department of Health and Human 
Services tells us that next week, they are going to get something 
done, and I am beginning to wonder whether the right and the left 
hand speak to each other. We are going to hear that we brought 
a bunch of chief executive officers together from companies with 
such greater experience in delivering health care as Wal-Mart, but 
this leadership panel, which had basically no representation for pa-
tients or beneficiaries on it, did say that the key imperative that 
the Federal Government should act as the leader, catalyst, and 
convener of our IT effort. Yet in the same testimony, we are going 
to hear that there is an idea that this new community of health 
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care information will be turned over to the private sector in 5 
years. It sounds to me like the administration can’t decide what 
they want to do. They do suggest that—the President suggested in 
2004 a deadline. Albeit 10 years, it is something that many of us 
think might have a good effect on getting people moving. 

Now, as I say, we are going to hear an awful lot of discussion 
about consultation and harmonization, which I used to think was 
a mathematical result of a wave study, but harmonization may 
have something to do with doctors and patients gathering informa-
tion. Dr. McClellan, on the other hand, has told us that on August 
1, the Centers for Medicare and Medicaid Services (CMS) staff is 
going to release the Veterans VISTA program and it will be a 
stand-alone and allow an in-office electronic health record (EHR) 
that contains computerized medical records, a medication formula 
with refill and drug interaction notification. It is a reminder system 
for preventative services, which I know the chair is interested in, 
and diagnostic tests, a potential to communicate electronically with 
other systems in the future. It is free. It is in the public domain. 
It is an open system. It is scalable and allows major software devel-
opers to devise add-on enhancements. It is basically the system 
that we could start with tomorrow and is acclaimed as being quite 
good. All it seems to me is it takes is the current administration, 
and I suspect they have the authority to do this without legislation, 
but I also suspect that we would be glad to pass it if they need it, 
why don’t we get started? It is beyond me why we are having all 
these therapy sessions when we could get started and install the 
software. So, I will look forward to hearing not only about that. 
The lead witness earlier suggested to us that Health Insurance 
Portability and Accountability Act 1996 (HIPAA) (P.L. 104–191) 
was an unmitigated disaster, so I would like to hear a little bit 
more about how he intends to protect the privacy of the American 
people, but we will leave that to his testimony. Thank you, Madam 
Chair. 

Chairman JOHNSON. Dr. Brailer, welcome. 

STATEMENT OF DAVID BRAILER, M.D., PH.D., NATIONAL COOR-
DINATOR FOR HEALTH INFORMATION TECHNOLOGY, U.S. 
DEPARTMENT OF HEALTH AND HUMAN SERVICES 

Dr. BRAILER. Thank you, Chairwoman Johnson and Ranking 
Member and fellow Californian Stark and other members of the 
Committee. I have submitted my written testimony, and with your 
consent, I will give only brief remarks and then answer your ques-
tions. Our efforts to advance health IT are now fully underway. 
There are numerous initiatives that are going on today across the 
nation in the administration, which I will talk about principally 
now, but also in numerous States, including many of the States you 
represent, local and regional grassroots projects, and certainly in 
other agencies and in the private sector. We certainly welcome the 
interest in health IT from this Subcommittee and elsewhere in 
Congress. We are focusing on setting a foundation for health IT 
that is long-term, not just to solve an immediate problem today, 
but to create the foundations for a very long-term sustained trans-
formation of health care. We want this to be market-based, to be 
non-regulatory, and with a primary focus on improving our health 
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care system’s safety and quality, cost effectiveness, and consumer 
involvement as well as threat preparedness. 

Briefly, there are three foundations of what we are doing. First 
is clinically, and I am sure you know this quite well. We want to 
make sure that clinicians have access to information that can pre-
vent errors and deaths, that they can make evidence-based treat-
ment decisions and be able to reduce redundant tests and unneces-
sary treatments. We want to bring together different clinicians so 
they can work as a team to deliver care and to care for the whole 
patient. We want to get information to consumers so that they can 
manage their health, make treatment decisions, and choose pro-
viders based on good evidence. There are business foundations of 
our effort, as well. These arrive from strong support in the private 
sector for the use of health IT to enable further competitiveness of 
American industry, to continue to improve the health status of the 
employees who work in our commercial industries, to bring produc-
tivity and employment improvements to health care, as IT has 
brought to other industry sectors, and as an added benefit, to de-
velop high-tech jobs in the health care industry across the United 
States. The Federal Government has been called upon to be a lead-
er, a catalyst, and a convener and to use collaborative methods to 
pull stakeholders together and move this forward and to use our 
purchasing power to drive results. 

We also have a technical foundation that has been set that is 
built around strong support for interoperability as a foundational 
element in the health care system. The key findings from the RFI 
that we sent to industry over the past 6 months have had more 
than 500 respondents from across sectors, had calls for public-pri-
vate collaboration, information that is patient-centric, strong and 
advanced safeguards for privacy, a centralized, regionally governed 
initiative, and a nationwide communication standard and an archi-
tecture. We see two fundamental challenges and, therefore, have 
two core strategies in our initiative. First is to drive interoper-
ability and second is to drive EHR adoption and the adoption of 
other related health information technologies. Interoperability is 
essentially about getting information where it is needed when it is 
needed. Most clinical value is tied up in the ability to share health 
information among different providers, yet today, we have very lit-
tle sharing and health information is often regarded as a propri-
etary asset of the organization. We can’t empower consumers with-
out getting their information together in one place in a usable man-
ner, and this is really the functional test of are we an interoperable 
health care system. For years, we have sought integratedness and 
information is now the key strategy that is being focused on. 

The other component is getting EHRs into the hands of pro-
viders. There is a large gap between the adoption of large and 
small providers regarding their use of these tools. Large organized 
health care systems and physician groups have the know-how and 
resources to put in health IT, to implement it, to use it, to change 
their practices around it, and they are the ones that are driving 
most of the reported adoption. Smaller providers, small physician 
offices, small hospitals, safety net clinics, have substantial eco-
nomic know-how, business operation and market barriers to health 
IT. These are not a result of the software, these are the result of 
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the huge change in their organizations that they stand for. Because 
of perverse incentives in reimbursement, most health IT adoption 
is being driven strategically today. We have taken on an interoper-
ability forward strategy. That means that we have focused prin-
cipally on how to make sure that as IT adoption occurs, it can 
share information. I will briefly summarize the key strategies we 
are doing today. 

First is standards harmonization, which has the goal of making 
sure that the United States has one single usable and unified set 
of information standards. Many other countries already have these 
and we have lagged behind and we want to make sure that we can 
protect our hospitals and clinicians from having to deal with over-
laps, ambiguities, and gaps in standards. Second is compliance cer-
tification. We want to make sure that EHRs and other health IT 
do meet minimal standards for clinical content, for security, and for 
information sharing so we can make sure that patient information 
can be gathered from different sources, we can protect and secure 
information in these tools, and we can prompt physicians with 
needed preventative care and orders and other alerts that are part 
of routine care and treatment. We want to develop an architecture 
for sharing of information that would be Internet-based and built 
around the concept of high security that is used in other applica-
tions. We want to make sure that we have a capacity in industry 
to share health information so that doctors do not have to do this 
without help. Finally, we are focusing on addressing variations in 
privacy and security practices across states and across covered en-
tities. Our goal is to ensure that not only State-to-State variation 
can be reduced, but more importantly, that covered entity-to-cov-
ered entity variation can be reduced, as well, so that we don’t have 
to choose between flexibility of security and privacy and interoper-
ability. Chairman Johnson, I appreciate your leadership. I appre-
ciate the interest of the Subcommittee and I certainly look forward 
to answering your questions. 

[The prepared statement of Dr. Brailer follows:] 

Statement of David Brailer, M.D., Ph.D., National Coordinator for Health 
Information Technology, U.S. Department of Health and Human Services. 

Chairwoman Johnson and Members of the Subcommittee, I am Dr. David Brailer, 
the National Coordinator for Health Information Technology. The Office of the Na-
tional Coordinator for Health Information Technology is a component of the Depart-
ment of Health and Human Services (HHS). Thank you for inviting me to testify 
today on health information technology activities underway in the Department. 
Setting the Context 

On April 27, 2004, the President signed Executive Order 13335 (EO) announcing 
his commitment to the development and nationwide implementation of an interoper-
able health information technology infrastructure to improve efficiency, reduce med-
ical errors, raise the quality of care, and provide better information for patients, 
physicians, and other health care providers. In particular, the President called for 
widespread adoption of electronic health records (EHRs) within 10 years so that 
health information will follow patients throughout their care in a seamless and se-
cure manner. Toward that vision, the EO directed the Secretary of the Department 
Health and Human Services (HHS) to establish within the Office of the Secretary 
the position of National Coordinator for Health Information Technology (National 
Coordinator), with responsibilities for coordinating Federal health information tech-
nology (health IT) programs with those of relevant executive branch agencies, as 
well as coordinating with the private sector on their health IT efforts. On May 6, 
2004, Secretary Tommy G. Thompson appointed me to serve in this position. 
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On July 21, 2004, during the Department’s Health IT Summit, we published the 
‘‘Framework for Strategic Action: The Decade of Health Information Technology: De-
livering Consumer-centric and Information-rich Health Care,’’ (The Framework). 
The Framework outlined an approach toward nationwide implementation of inter-
operable EHRs and in it we identified four major goals. These goals are: 1) inform 
clinical practice by accelerating the use of EHRs, 2) interconnect clinicians so that 
they can exchange health information using advanced and secure electronic commu-
nication, 3) personalize care with consumer-based health records and better infor-
mation for consumers, and 4) improve public health through advanced bio-surveil-
lance methods and streamlined collection of data for quality measurement and re-
search. The Framework has allowed many industry segments, sectors, interest 
groups, and individuals to review how health IT could transform their activity or 
experience, consider how to take advantage of this change, and to participate in on-
going dialogue about forthcoming efforts. My office has obtained significant addi-
tional input concerning how these four goals can best be met. 

• We have consulted with, and actively partnered with, numerous federal agen-
cies in the U.S. Government including the Departments of Veterans Affairs, De-
fense, Commerce, and Homeland Security. 

• We have met with many organizations and individuals representing stake-
holders of the healthcare system to obtain their individual views. 

• We have reached out to states and regions through site visits and town hall 
meetings to understand the health IT challenges experienced at the local level 
as well as best practices for the use of, and collaboration regarding, health IT. 

• We have regularly testified before, and been informed by, the National Com-
mittee on Vital and Health Statistics (NCVHS) on issues critical to the nation’s 
health IT goals. 

• We have monitored, and coordinated with, the efforts of the Commission for 
Systemic Interoperability. (The Medicare Modernization Act called for the Sec-
retary to establish the Commission to develop a comprehensive strategy for the 
adoption and implementation of health care information technology standards 
that includes a timeline and prioritization for such adoption and implementa-
tion.) and 

• We have met with delegations involved with health IT from other countries, in-
cluding Canada, Netherlands, Japan, Australia, Great Britain, and France to 
learn from their individual country experiences. 

The Framework for Strategic Action and the Federal Health Architecture (FHA) 
are irrevocably linked in the effort to address critical health care needs. The FHA 
is now under the leadership of the ONC and will provide the structure or ‘‘architec-
ture’ for collaboration and interoperability among federal health efforts as specified 
in the Framework for Strategic Action. Moreover, the Consolidated Health 
Informatics activities are now moving forward under the FHA. 

Building on the EO, The Framework, and this input, we have developed the clin-
ical, business, and technical foundations for the HHS health IT strategy. Let me 
turn to some of those now. 
The Clinical Foundation: Evidence of the Benefits of Health IT 

We believe that health IT can save lives, improve care, and increase efficiency and 
potentially reduce costs in our health system. Five years ago, the Institute of Medi-
cine (IOM) estimated that as many as 44,000 to 98,000 deaths occur each year as 
the result of medical errors. Health IT, through applications such as computerized 
physician order entry can help reduce medical errors and improve quality. For ex-
ample, studies have shown that adverse drug events have been reduced by as much 
as 70 to 80% by targeted programs, with a significant portion of the improvement 
stemming from the use of health IT. 

Every primary care physician knows what a recent study in the Journal of the 
American Medical Association (JAMA) showed: that clinical information is fre-
quently missing at the point of care, and that this missing information can be harm-
ful to patients. That study also showed that clinical information was less likely to 
be missing in practices that had full electronic records systems. Patients know this 
too and are taking matters into their own hands. A recent survey by the Agency 
for Health Care Research and Quality (AHRQ) with the Kaiser Family Foundation 
and the Harvard School of Public Health found that nearly 1 in 3 people say that 
they or a family member have created their own set of medical records to ensure 
that their health care providers have all of their medical information. 

Some researchers estimate that savings from the implementation of health IT and 
corresponding changes in care processes could range anywhere from 7.5 percent of 
health care costs (Johnston et al., 2003; Pan et al, 2004) to 30 percent (Wennberg 
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et al., 2002; Wennberg et al., 2004; Fisher et al., 2003; Fisher et al., 2003). These 
estimates are based in part on the reduction of obvious errors. For example, a med-
ical error is estimated to cost, in 2003 dollars, about $3,700 (Bates et al, 1997). 
However, these savings are not guaranteed through the simple acquisition of health 
IT. If poorly designed or implemented, health IT will not bring these benefits, and 
in some cases may even result in new medical errors and potential costs. Further, 
these are estimates which we have not yet seen realized in the health care system 
generally. 

Therefore, achieving efficiency and potential cost savings requires a much more 
substantial transformation of care delivery that goes beyond simple error reduction. 
Health IT must be combined with real process change in order to see meaningful 
improvements in our delivery system and systems must be standards compliant and 
interoperable so that patient information can be communicated to all possible points 
of care. It requires the industry to follow the best diagnostic and treatment practices 
everywhere in the nation. For example, cholesterol screenings can lead to early 
treatment, which in turn can reduce the risk for heart disease. Where that has been 
done, there have been substantial savings on cardiac expenditures. 

So, this is the clinical foundation for our work, which demonstrates that health 
IT can save lives, improve care, and improve efficiency in our health system; now 
let me turn to the business foundation. 
The Business Foundation: The Health IT Leadership Panel Report 

Recognizing that the healthcare sector lags behind most other industries in its use 
of IT, an HHS contractor convened a Health IT Leadership Panel for the purposes 
of understanding how IT has transformed other industries and how, based upon ex-
periences of members of the panel, it can transform the health care industry. 

The Leadership Panel was comprised of nine CEOs from leading companies that 
purchase large quantities of healthcare services for their employees and dependents 
and that do not operate in the healthcare business. The Leadership Panel included 
CEOs from FedEx Corporation, General Motors, International Paper, Johnson Con-
trols, Target Corporation, Pepsico, Procter & Gamble, Wells Fargo, and Wal-Mart 
Stores. The business leaders were called upon to evaluate the need for investment 
in health information technology and the major roles for both the government and 
the private sector in achieving widespread adoption and implementation. Based 
upon their own experiences using IT to reengineer their individual business—and 
by extension, their industries—the Leadership Panel concluded that investment in 
interoperable health IT is urgent and vital to the broader U.S. economy due to ris-
ing health care demands and business interests. 

As identified by the Lewin Group, the Leadership Panel concluded: 
• Potential benefits of health IT far outweigh manageable costs. 
• Health IT needs a clear, broadly motivating vision and practical adoption strat-

egy. 
• The federal government should provide leadership, and industry will engage 

and follow. 
• Lessons of adoption and success of IT in other industries should inform and en-

hance adoption of health IT. 
• Among its multiple stakeholders, the consumer—including individual bene-

ficiaries, patients, family members, and the public at large—is key to adoption 
of health IT and realizing its benefits. 

• Stakeholder incentives must be aligned to foster health IT adoption. 
The Leadership Panel identified as a key imperative that the Federal government 

should act as leader, catalyst, and convener of the nation’s health information tech-
nology effort. The Leadership Panel also emphasized that federal leverage as pur-
chaser and provider would be needed—and welcomed by the private sector. Private 
sector purchasers and health care organizations can and should collaborate along-
side the federal government to drive adoption of health IT. In addition, the Leader-
ship Panel members recognized that widespread health IT adoption may not succeed 
without buy-in from the public as health care consumer. Panelists suggested that 
the national health IT vision must be communicated clearly and directly to enlist 
consumer support for the widespread adoption of health IT. 

These findings and recommendations from the Leadership Panel were published 
in a report released in May 2005 and laid the business foundation for the HHS 
health IT strategy. Now, let me turn to the technical foundation. 

The Technical Foundation: Public Input Solicited on Nationwide Network 
HHS published a Request for Information (RFI) in November 2004 that solicited 

public input about whether and how a Nationwide Health Information Network 
(NHIN) could be developed. This RFI asked key questions to guide our under-
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standing around the organization and business framework, legal and regulatory 
issues, management and operational considerations, standards and policies for inter-
operability, and other considerations. 

We received over 500 responses to the RFI, which were reviewed by a govern-
ment-wide RFI Review Task Force. This Task Force was comprised of over 100 Fed-
eral employees from 17 agencies, including the Departments of Homeland Security, 
Defense, Veterans Affairs, Treasury, Commerce, Health and Human Services, as 
well as multiple agencies within the departments. The resulting public summary 
document has begun to inform policy discussions inside and outside the government. 

We know that the RFI stimulated substantial and unprecedented discussions 
within and across organizations about how interoperability can really work, and we 
have continued to build on this. These responses have yielded one of the richest and 
most descriptive collections of thoughts on interoperability and health information 
exchange that has likely ever been assembled in the U.S. As such, it has set the 
foundation for actionable steps designed to meet the President’s goal. 

While the RFI report is an illustrative summary of the RFI responses and does 
not attempt to evaluate or discuss the relative merits of any one individual response 
over another, it does provide some key findings. Among the many opinions ex-
pressed by those supporting the development of a NHIN, the following concepts 
emerged: 

• A NHIN should be a decentralized architecture built using the Internet, linked 
by uniform communications and a software framework of open standards and 
policies. 

• A NHIN should reflect the interests of all stakeholders and be a joint public/ 
private effort. 

• A governance entity composed of public and private stakeholders should oversee 
the determination of standards and policies. 

• A NHIN should provide sufficient safeguards to protect the privacy of personal 
health information. 

• Incentives may be needed to accelerate the deployment and adoption of a 
NHIN. 

• Existing technologies, federal leadership, prototype localized or regional ex-
change efforts, and certification of EHRs will be the critical enablers of a NHIN. 

• Key challenges to developing and adopting a NHIN were listed as: the need for 
additional and better refined standards; addressing privacy concerns; paying for 
the development and operation of, and access to the NHIN; accurately verifying 
patients’ identity; and addressing discordant inter—and intra-state laws regard-
ing health information exchange. 

Key Actions 
Building on these steps, two critical challenges to realizing the President’s vision 

for health IT are being addressed: a) interoperability and the secure portability of 
health information, and b) electronic health record (EHR) adoption. Interoperability 
and portability of health information using information technology are essential to 
achieve the industry transformation goals sought by the President. 

To address these challenges, HHS is focusing on several key actions: harmonizing 
health information standards; certifying health IT products to assure consistency 
with standards; addressing variations in privacy and security policies that might 
pose challenges to interoperability; and, developing an architecture for nationwide 
sharing of electronic health information. HHS has allocated $85 million to achieve 
these and other goals in FY 2005 and has requested $125 million in FY 2006. These 
efforts are inter-related, and they will be coordinated through the formation of a 
new collaborative known as the American Health Information Community. 
American Health Information Community (the Community) 

On July 14, 2005, Secretary Michael Leavitt formally announced the formation of 
a national collaboration, the American Health Information Community (the Commu-
nity), a public-private body formed pursuant to the Federal Advisory Committee Act. 
The Community is being formed for the purposes of helping transition the nation 
to electronic health records in a smooth, market-led way. The Community will pro-
vide input and recommendations to the Secretary on use of common standards and 
how interoperability among EHRs can be achieved while assuring that the privacy 
and security of those records are protected. And, it will be designed as an open, 
transparent and inclusive collaboration. 

HHS is currently soliciting nominations for people to serve on the Community and 
Secretary Leavitt will appoint up to 17 commission members, including himself as 
chairperson. It will consist of nine members from the public sector and eight mem-
bers from the private sector. Public Sector members will be drawn from Department 
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of Health and Human Services (including the Office of the Secretary, the Centers 
for Medicare and Medicaid Services, and the Public Health Service), Department of 
Veterans Affairs, Department of Defense, Department of Commerce, Department of 
the Treasury, Office of Personnel Management, and a State government representa-
tive. The private sector membership will be drawn from purchasers, third-party pay-
ers, hospitals, physicians, nurses, ancillary services (e.g., lab or pharmacy), con-
sumer and privacy interests, and health information technology. Nominations for 
membership are being accepted through August 5, 2005. The Community is ex-
pected to be convened early this fall. 

The Community will start by building on the vast amount of standardization al-
ready achieved inside and outside the healthcare industry. Specifically, the Commu-
nity will: 

• Make recommendations on how to maintain appropriate and effective privacy 
and security protections. 

• Identify and make recommendations for prioritizing health information tech-
nology achievements that will provide immediate benefits to consumers of 
health care (e.g., drug safety, lab results, bio-terrorism surveillance, etc.). 

• Make recommendations regarding the ongoing harmonization of industry-wide 
health IT standards and a separate product certification and inspection process. 

• Make recommendations for a nationwide architecture that uses the Internet to 
share health information in a secure and timely manner. 

• Make recommendations on how the Community can be succeeded by a private- 
sector health information community initiative within five years. (The sunset of 
the Community, after no more than five years, will be written into the charter.) 

The Community will be chartered for two years, with the option to renew and du-
ration of no more than five years. The Department intends for the Community to 
be succeeded within five years by a private-sector health information community ini-
tiative that, among other things, would set additional needed standards, certify new 
health information technology, and provide long-term governance for health care 
transformation. 

In addition to the formation of the Community, the Office of the National Coordi-
nator issued four requests for proposals (RFPs). The outputs of the contracts stem-
ming from these RFPs will, in part, serve as inputs for the Community’s consider-
ation. We expect to award contracts based on these RFPs in September and October 
2005. Specifically, the RFPs will focus on four major areas: 
Standards harmonization 

We have issued a Request For Proposal (RFP) to develop, prototype and evaluate 
a process to harmonize industry-wide standards development, and also unify and 
streamline maintenance of and refinements to existing standards over time. Today, 
the standards-setting process is fragmented and lacks coordination, resulting in 
overlapping standards and gaps in standards that need to be filled. We envision a 
process where standards are identified and developed around real scenarios—i.e., 
around use cases or breakthroughs. A ‘‘use case’’ is a technology term to describe 
how actors interact in specific value-added scenarios—for example, rapidly assem-
bling complete patient information in an emergency room; we also call them ‘‘break-
throughs’’. 
Compliance certification 

We have issued an RFP to develop, prototype and evaluate a process to specify 
criteria for the functional requirements for health IT products—beginning with am-
bulatory EHRs, then inpatient EHRs, and then the infrastructure components 
through which EHRs interoperate (e.g., NHIN architecture). This RFP will also 
evaluate a process for inspection based on conformance with these criteria. 
NHIN Architecture 

We have issued an RFP to develop models and prototypes for a NHIN for wide-
spread health information exchange that can be used to test specialized network 
functions, security protections and monitoring, and demonstrate feasibility of scal-
able models across market settings. The NHIN architecture will be coordinated with 
the work of the Federal Health Architecture and other interrelated RFPs. The goal 
is to develop real solutions for nationwide health information exchange and ulti-
mately develop a market—particularly the supply side—for health information ex-
change, which does not exist today. This RFP will fund 6 architectures and oper-
ational prototypes that will maximize the use of existing resources such as the 
Internet, and will be tested simultaneously in three markets with a diversity of pro-
viders in each market. HHS intends to make these prototype architectures available 
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in the public domain to prevent control of ideas and design. Through the RFP proc-
ess, we encourage the development of a complete open source solution. 
Security and privacy 

We issued an RFP to assess variations in state laws and organization-level busi-
ness policies around privacy and security practices, including variations in imple-
mentations of HIPAA privacy and security requirements that may pose challenges 
to automated health information exchange and interoperability. This RFP, adminis-
tered by AHRQ, will seek to define workable mechanisms and policies to address 
these variations, while maintaining the levels of security and privacy that con-
sumers expect. 
Fraud and Abuse Study 

In addition, HHS has a 6-month project underway to determine how automated 
coding software and a nationwide interoperable health information technology infra-
structure can address healthcare fraud issues. The project is being conducted 
through a contract with the Foundation of Research and Education (FORE) of the 
American Health Information Management Association (AHIMA). 

While only a small percentage of the estimated 4 billion healthcare claims sub-
mitted each year are fraudulent, the total dollars in fraudulent or improper claims 
is substantial. The National Health Care Anti-Fraud Association (NHCAA) esti-
mates that healthcare fraud accounts for 3 percent of U.S. health expenditures each 
year, or an estimated $56.7 billion. They cite other estimates, which may include 
improper but not fraudulent claims, as high as 10 percent of U.S. health expendi-
tures or $170 billion annually. 

At present, the contractor is working to perform two main tasks. One task is a 
descriptive study of the issues and the steps in the development and use of auto-
mated coding software that enhance healthcare anti-fraud activities. The second 
task is identifying best practices to enhance the capabilities of a nationwide inter-
operable health information technology infrastructure to assist in prevention, detec-
tion and prosecution, as appropriate, in cases of healthcare fraud or improper claims 
and billing. An expert cross-industry committee composed of senior level executives 
from both the private and public sectors is guiding this second task. 

The project’s final report is scheduled for completion in September 2005. 
Conclusion 

Thank you for the opportunity to present this summary of the activities of the 
Office of the National Coordinator for Health Information Technology. A year ago, 
the President created this position by Executive Order. In that time, we have estab-
lished the clinical, business and technical foundations for the HHS health IT strat-
egy. Now, we have begun to execute key actions that will give us real, tangible 
progress toward that goal. 

HHS, under Secretary Leavitt’s leadership, is giving the highest priority to ful-
filling the President’s commitment to promote widespread adoption of interoperable 
electronic health records—and, it is a privilege to be a part of this transformation. 

This concludes my prepared statement. I would be delighted to answer any ques-
tions that you or the Members of the Subcommittee may have. 

f 

Chairman JOHNSON. Thanks very much, Dr. Brailer. Dr. 
Brailer, you state in your testimony that the Federal Government 
should act as a leader, catalyst, and convener of the nation’s health 
IT effort. Why is the Federal Government role so critical in this ef-
fort when other industries have managed to incorporate technology 
without significant Federal intervention, and how do you see the 
Federal role evolving in the coming decade? At the same time, 
would you also address, in terms of the Federal Government’s role, 
when you say you want to develop one usable set of standards, at 
some point, will the Federal Government say, this is the standard 
and this is the standard everyone has to meet? 

Dr. BRAILER. Yes. Thank you. We have seen many industries 
have long-term conversions to new ways of doing business by using 
IT and much of the sustained productivity improvements in our 
economy come from the dividends we are reaping from that. Health 
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care has lagged behind, and I think there are a couple of reasons 
that also call for why the Federal Government is involved in this. 
First, we are a very large purchaser of health care services, as you 
all know, and without the Federal Government acting, too little 
purchasing power in the private sector can be focused on the 
changes that are needed to be done. Second, we do have a number 
of regulations and practices, including the way we reimburse for 
care today, that provide disincentives to the kinds of technology 
that we want to put in place and the kinds of quality that we want 
to see produced. This has been widely discussed. So, the Federal 
Government acting as a catalyst and a leader means that we are 
going to move forward and address our policies and our purchasing 
practices in concert with the industry so that there is a unified 
movement toward the kinds of progress that we want to see, both 
in IT and in quality. 

In terms of how our role will evolve over time, we are clearly tak-
ing the initiating role leading this forward and our principal focus, 
as I said, is on interoperability, which means to ensure that as we 
put IT tools in place in our doctors and hospitals and other settings 
that they can share information, that we can collect information for 
bioterrorism threats, that we can make sure that consumers can 
get access to their information. Over time, we want to shift our at-
tention toward driving adoption of systems. This effort for inter-
operability, I think of as a 2-year platform to be able to make sure 
that the next system that is purchased is easier to purchase by a 
physician, is cheaper for them to purchase, and is able to be used 
more effectively in terms of staying up to date. So, our whole role 
will shift as we drive that other component of long-term change. In 
terms of how the standards will play out over time, we do envision 
them having significant Federal support. Starting today, we are 
going to work through a process to let the current voluntary stand-
ards efforts move forward, but we have created a new group called 
the AHIC that you mentioned which will receive the testimony of 
these standards developers and, after vetting them, will make rec-
ommendations to the government about what those final standards 
should be. We will then turn them over to the National Institute 
for Standards and Technology (NIST) that will go through a proc-
ess that will make those standards mandatory for Federal agencies. 

This is a very, very expensive change, tens of billions of dollars 
of change just in Federal systems alone to comply with standards, 
let alone the private sector. So, naturally, it will be a long-term, 
incremental change. As that happens, that will then become a ne-
cessity of doing business with those agencies is to comply with 
those standards, as well. So, we are going to drive voluntary adop-
tion with a follow-up in terms of how agencies adopt those, as well. 

Chairman JOHNSON. Thank you. That is very interesting. I am 
going to turn to Mr. Stark, and then at the end, if there haven’t 
been question about your new RFPs, I would like to come back to 
that. Mr. Stark? 

Mr. STARK. Doctor, you have mentioned several times using 
government purchasing power to drive results, kind of a free mar-
ket approach, right? 

Dr. BRAILER. I think. 
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Mr. STARK. Why does the administration then object to using its 
purchasing power to lower pharmaceutical costs for the taxpayers? 

Dr. BRAILER. Congressman, I appreciate the question, but I 
really am here to talk about health IT and I can’t speak to that. 
I would be happy to take that question back—— 

Mr. STARK. Well, let me ask you, then, as a physician, or as a 
proponent of the free—you tell us you know something about the 
free market. I would like to find out what you know. Why wouldn’t 
it make sense to you, as an expert in the free market, that using 
the purchasing power of $400 to $600 billion would be more effi-
cient in saving money than cutting it up into a couple of $20 billion 
purchasing powers? 

Dr. BRAILER. Congressman, I respect the question, but I am 
here today as a representative of the administration and not as a 
private expert, so—— 

Mr. STARK. It is the administration that isn’t using its pur-
chasing power to save pharmaceuticals, and if we don’t save any 
money in pharmaceuticals, we aren’t going to have any money left 
to pay the doctors. It is all in one box, Doctor. 

Chairman JOHNSON. Will the gentleman yield? 
Mr. STARK. Yes. 
Chairman JOHNSON. The structure of the Medicare Moderniza-

tion Act involved people competing to provide pharmaceuticals—— 
Mr. STARK. That is what he is talking about. 
Chairman JOHNSON. Competition—that is right, and that is the 

structure of the bill that was structured, the Democrat bill, also, 
until the final motion to recommit. Both bills were structured to 
have competing PBMs on the theory that competition drove prices 
down, and then there is a special way of trying to drive prices 
down in part B drugs. So—— 

Mr. STARK. I am with you. 
Chairman JOHNSON. That isn’t a topic of this hearing, so—— 
Mr. STARK. It is a topic, Madam Chair—— 
Chairman JOHNSON. Maybe you would like to go on to your—— 
Mr. STARK. Madam Chair, when it is convenient, when you are 

not getting paid big campaign contributions by the pharmaceutical 
industry, it is convenient not to let the government drive prices 
down. I suspect that that would be the—— 

Chairman JOHNSON. I guess what I am getting at is there is 
a dispute between how you drive them down, whether you drive 
them through competition or through government negotiation, and 
that is a big dispute, but that is not the topic we are here—— 

Mr. STARK. If the Doctor doesn’t think it is good and you don’t 
think it is good for driving pharmaceutical prices down, how—now, 
it may be that you haven’t gotten any campaign contributions yet 
from the IT industry and then you might decide that it, too, is a 
good idea not to let us use the purchasing power to drive their 
prices down. The fact is that the drug bill was written by the phar-
maceutical industry and has it in it a prohibition—— 

Chairman JOHNSON. Mr. Stark, I truly find that demean-
ing—— 

Mr. STARK. You are interrupting—— 
Chairman JOHNSON. If you would please—— 
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Mr. STARK. Regular order. If you would like to ask me to yield, 
I might, but it is my time and I would like to finish and suggest 
that the reason that this good witness wants to talk about using 
purchasing power is because it hasn’t occurred to them yet that the 
IT industry will be in making big contributions. I think that this 
idea of voluntary standards, we are now somewhere around 17th 
in the world in health care and the Doctor mentioned that we have 
standards in other countries and none of them are voluntary in 
those countries that have better medical care than we do. So, it ap-
pears, Doctor, that your idea of having a market-based system as 
a stop to the industry that supports politicians so generously, and 
not having any regulations is a matter of faith with you, is that 
correct? 

Dr. BRAILER. Well, I certainly do have faith in the private mar-
ket, sir. 

Mr. STARK. That is obvious. 
Dr. BRAILER. I believe that in this case, the private market is 

both being inhibited by government policies around how we reim-
burse for care—— 

Mr. STARK. Okay. 
Dr. BRAILER. On the other hand, this is one instance where I 

believe—— 
Mr. STARK. Would you suggest we do that with the Food and 

Drug Administration (FDA), then, Doctor? How about having a 
market-based non-regulatory pharmaceutical approval system? 

Dr. BRAILER. I certainly couldn’t comment on that. But I would 
like to tell you that I believe that—— 

Mr. STARK. Doctor, what do you know about? You went to med-
ical school, didn’t you? 

Dr. BRAILER. I did. 
Mr. STARK. Did you get a Ph.D. someplace? 
Dr. BRAILER. I did. 
Mr. STARK. In what? 
Dr. BRAILER. In economics. 
Mr. STARK. You can’t comment on what the FDA does in 

terms—are you familiar with the FDA? 
Dr. BRAILER. Sure, and I would be happy to report to Secretary 

Leavitt and to the White House your interest in the topic and have 
them come back and speak with you. It is not the topic that I have 
come for—— 

Mr. STARK. I am sorry. Thank you, Madam Chair. 
Dr. BRAILER. Could I speak to the Congressman’s question, 

please, Chairwoman? 
Chairman JOHNSON. Pardon? 
Dr. BRAILER. Could I speak to his question? 
Mr. STARK. My time has expired. 
Chairman JOHNSON. His time has expired. Let me go now to 

Mr. McCrery. 
Mr. MCCRERY. Thank you, Madam Chair. Dr. Brailer, welcome. 
Dr. BRAILER. Thank you. 
Mr. MCCRERY. It is nice to have you with us, particularly one 

of your education and expertise. I don’t want to belabor Mr. Stark’s 
line of questioning, but I think it is worth pointing out, and per-
haps you as an economist understand what the Congressional 
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Budget Office (CBO) understood and wrote in response to a specific 
question about the value of having the government directly nego-
tiate prices with pharmaceutical companies. The CBO and their 
economists concluded that there would be no significant savings to 
the program if the government were to be allowed to directly nego-
tiate prices as compared with the formula that we did include and 
pass in the legislation which calls for very aggressive negotiations 
among plans and providers. So, as an economist, do you under-
stand that the CBO concluded that the market will work just about 
as well as the heavy hand of the government dictating prices, basi-
cally, because of their purchasing power? 

Dr. BRAILER. Yes, sir, I am aware of that. 
Mr. MCCRERY. Okay. Mr. Stark in his opening remarks did 

bring up, I think, a useful point that we ought to discuss and ex-
plore. In his opening remarks, he suggested that we utilize the ex-
isting framework that the VA uses for its IT and get that spread 
out as the template for the private sector. That may be a good idea 
that Mr. Stark has suggested, and I think, actually, CMS an-
nounced last week, or maybe—yes, I think last week—— 

Dr. BRAILER. Right. 
Mr. MCCRERY. That they intended to do something like that. 

When Dr. McClellan was here last week, I asked him, and I am 
going to ask you, in light of your RFPs, which seem to call for pri-
vate sector involvement in developing standards of interoperability, 
are we going too fast with putting out a system that is used by the 
VA and it may not be the best system for our entire health care 
system? How do you plan, how do you envision dovetailing what 
may be a worthwhile effort in getting that system out there, as Mr. 
Stark has suggested, but also developing through the private sector 
what may be an even better system? 

Dr. BRAILER. Sure. Well, I appreciate your interest and Con-
gressman Stark’s interest in VISTA. We have been working very 
closely with CMS and with the Department of Veterans’ Affairs 
since I came to the government to make sure that VISTA can be 
available to the market and the release that is coming next week 
is really an important milestone for us. We intend to make sure 
that that product that is made available is one of many choices 
that physicians have, and I think it will find particular resonance 
in physicians that work in safety net clinics and underserved clin-
ics and clinics in other areas where they have significant tech-
nology barriers. Also, I think it does play a role in promoting com-
petition, particularly in small physician offices. We have seen that 
the price performance of EHRs becomes very difficult for physicians 
to get access to in small practices, and that probably is where the 
VISTA system will have its best resonance. 

We are going through a process now of having a certification 
process for EHRs, meaning they will be subjected to inspections, 
and we expect for the VISTA office product to be going through 
that same process to ensure that it can comply with the standards 
that are out as well as, hopefully, be a leader in that process for 
the rest of the market. So, I am very optimistic about what it 
brings, but it is one of a large portfolio of other choices that we 
think physicians will make as they pick products and software that 
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meet their own clinical specialty needs, their own practice setting 
needs, and their own kind of patient care needs. 

Mr. MCCRERY. So, you don’t see necessarily getting the VISTA 
system out there, the software out there, as necessarily deciding by 
that that that is going to be the platform forevermore. 

Dr. BRAILER. Absolutely not. I think at this point, the market 
is not supply limited. It is demand limited. The principal factor 
isn’t that there aren’t good products available. The principal factor 
is physicians have no incentive to put them in and they have sig-
nificant technical business and human factors, barriers, to doing 
that, and I think the VISTA system suffers from the same chal-
lenge that any other EHR product does. How does the physician ac-
tually implement it and get it up and running? How do they 
change the way they make decisions and communicate? That 
human change, that transformation is really what all of these soft-
ware products are about and none of them have a magic capacity 
to skip past those. So, I think it is a good solution. It will be really 
a good solution for particular product or particular practice set-
tings. I don’t think it is transformative in terms of how we regard 
health IT adoption. 

Mr. MCCRERY. Thank you very much. 
Dr. BRAILER. Thank you. 
Chairman JOHNSON. Mr. Thompson? 
Mr. THOMPSON. Thank you, Madam Chair. Doctor, thanks for 

being here today. To pick up on the last point that you made, you 
had mentioned that incentives to be a good way to bring about 
these changes. Do you see at any time where we would maybe 
leave the carrot and go to the stick and rely on penalties, or maybe 
a combination, to bring this about? 

Dr. BRAILER. I think that is a very good question. I believe that 
before we will come to that debate, the market itself will come to 
the conclusion that physicians must use EHRs in their practice, 
and not just any EHR, but ones that can actually deliver safer, bet-
ter quality care. We have seen reports recently in the literature 
that some products, some systems, particularly older ones, don’t 
have the kinds of prompts and reminders and could actually in-
crease the rate of errors. 

Mr. THOMPSON. What happens to providers who are ahead of 
the curve? I have one in my district in particular that has been 
doing IT for quite some time now and I am concerned, as I am sure 
they are, that if, as we start moving in this direction, they may end 
up being penalized or be caught in the position where they have 
invested in one type of equipment and have to switch and do some-
thing else. Have you given that any consideration? 

Dr. BRAILER. Oh, a great deal of thought. This is a market that 
is 30 years old. The first EHRs were put into place by the most in-
novative health care systems in the mid-1970s and we have now 
seen most of the drivers of this have been really large 
innovators—— 

Mr. THOMPSON. Is there some way to protect these folks 
from—— 

Dr. BRAILER. Well, I think, first of all—— 
Mr. THOMPSON. They are kind of being punished for doing 

what you want them to do. 

VerDate Aug 31 2005 07:22 Apr 14, 2006 Jkt 026387 PO 00000 Frm 00022 Fmt 6633 Sfmt 6602 E:\HR\OC\26387.XXX 26387



19 

Dr. BRAILER. Well, I think there is clearly a risk that they 
could be in the position of having systems that are not compatible 
with the future standard, and the Federal Government is line with 
the systems we have in place for care. I think that is one of the 
reasons that we want to see this be an incremental change that 
happens over time to make sure that there is not a significant risk 
that one day, they are—— 

Mr. THOMPSON. Well, I would hope that we could continue to 
talk about this—— 

Dr. BRAILER. Very much. It is a very important topic. It is a 
principle in our concern. 

Mr. THOMPSON. In your testimony, you mentioned that this 
could bring about some pretty substantial savings. I think you said 
about 8 percent to about 30 percent of health care costs? 

Dr. BRAILER. Yes. There are estimates that frame the range of 
savings between ten and—— 

Mr. THOMPSON. What kind of dollars are you talking about? 
Dr. BRAILER. I am sorry? 
Mr. THOMPSON. What kind of dollars are you talking about? 
Dr. BRAILER. I think the general ranges that have been esti-

mated for those are $150 billion up to $350 billion dollars. 
Mr. THOMPSON. The CBO agrees with that? 
Dr. BRAILER. I don’t think CBO has actually issued their own 

estimates, and we have even cited—these estimates are cited from 
others in the scientific/academic literature—— 

Mr. THOMPSON. Who is the benefactor of the savings, the pro-
vider or the payer? 

Dr. BRAILER. Well, I think the patient is the ultimate bene-
factor because it is their lives that are saved. It is ultimately 
money that comes out of wage offsets that goes into health care—— 

Mr. THOMPSON. There will be some kind of provisions to en-
sure that that savings is, in fact, passed on? 

Dr. BRAILER. Well, I think that is a principal question. Most of 
the research says that the short-term accrual of the benefits go to 
payers, those at financial risk, and so that is a question that has 
really dogged the industry to some degree at this point. 

Mr. THOMPSON. Then you also mention in your testimony 
about the work that you have done looking at how other countries 
have dealt with this issue. I think you specifically mentioned Can-
ada, the Netherlands, Japan, Australia, Great Britain, and France. 
It strikes me that there is a considerable difference between their 
systems of health care and ours, specifically they are either na-
tional health care system or single-pay. Given the difference, were 
you able to learn from your observations there? 

Dr. BRAILER. Yes, I think very much. First, it helps us recog-
nize that this is a global phenomenon and it is not simply some-
thing that is happening in this country. While it is certainly dif-
ficult for us to learn about the kinds of incentives, the mechanisms 
for financing, the care and accountabilities, because they are so pe-
culiar to each country, the architecture, the design of security, the 
way the systems are developed and integrated, we have learned a 
great deal from, and we are watching other countries who are 
ahead of us. So, certainly, a lot about technology, and I think we 
will learn also a lot about how to deal with large-scale data assess-

VerDate Aug 31 2005 07:22 Apr 14, 2006 Jkt 026387 PO 00000 Frm 00023 Fmt 6633 Sfmt 6602 E:\HR\OC\26387.XXX 26387



20 

ment research, monitoring of care status from these countries, as 
well, because they are further ahead than we are today. 

Mr. THOMPSON. Thank you. I will yield back, Madam Chair. 
Chairman JOHNSON. Thank you. Mr. Ramstad? 
Mr. RAMSTAD. Thank you, Madam Chair. Thank you, Dr. 

Brailer. Like you, Dr. Brailer, I believe that health IT can save 
lives and improve health care, increase efficiency, and actually re-
duce costs in our health care system, and I want to focus on that 
in my line of questioning. I think all of us agree that it is totally 
unacceptable, totally outrageous that as many as 98,000 Ameri-
cans, according to your testimony, Dr. Brailer, die each year be-
cause of medical errors. Almost 100,000 people in this country die 
because of medical errors each year. Unlike my good friend from 
California, the ranking member, and he is a good friend, and be-
lieve it or not, he is a good guy, your testimony is very illu-
minating, I believe, and your recommendations for reform are im-
pressive. I read your testimony, also believe it or not. I did read 
your testimony and you state therein that health care fraud ac-
counts for 3 percent of health care expenditures, total expenditures 
each year, which equates to $56 billion, almost $57 billion in fraud-
ulent claims alone. When you include improper claims, again, ac-
cording to your testimony, with fraudulent claims, improper claims 
plus fraudulent claims, that is 10 percent of the money we are 
spending in this country each year on health expenditures, or $170 
billion in fraud and improper claims. So, three is no question that 
we have got to reduce those costs, and my question, my main ques-
tion is this, Dr. Brailer. In your judgment, how significantly can we 
reduce the costs of fraudulent claims and improper claims by using 
automatic, or automated, rather, automated coding software and a 
national Health IT Infrastructure? 

Dr. BRAILER. It is a great question and it is interesting to note 
that different views have been expressed. There is certainly a mi-
nority view that says that, in fact, EHRs will increase the rate of 
fraud. The overwhelming view tends to be that EHRs will allow us 
to save and reduce fraud. In fact, we have a product going on today 
and one of the witnesses from HIMA, Ms. Kloss, will be happy to 
tell you about their role in that. But we are trying to estimate ex-
actly what those savings are. The key shift that we are trying to 
drive is to go from fraud prosecution, which is way out after the 
fact, a very high opportunity cost for the government and the pro-
viders, to move toward real-time fraud prevention, so the provider 
there knows whenever they are making a decision on an EHR what 
the expectations are for documentation, what the expectations are 
by law so they can determine there and sign that they have com-
plied with that. We think that is going to be a fundamental shift 
toward new cyber fraud prevention capabilities over the next few 
years. 

Mr. RAMSTAD. Did I understand you correctly the first part of 
your response? There is empirical data to suggest it will cost in-
stead of save money? 

Dr. BRAILER. I am just indicating that there are those who be-
lieve. There is concern in the law enforcement industry that these 
electronic tools could increase the rate of fraud, but it is a minority 
view. So, we are taking that project on to estimate what the real 
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economics of fraud are as a result of IT adoption, but at the same 
time, developing these new state-of-the-art cyber fraud prevention 
techniques. 

Mr. RAMSTAD. As I understand it, Dr. Brailer, my question will 
be answered by the results of that study, is that correct? 

Dr. BRAILER. That is correct. 
Mr. RAMSTAD. That is ongoing? 
Dr. BRAILER. That is going on today. 
Mr. RAMSTAD. When will that be completed? 
Dr. BRAILER. The first phase of that will be done by early 

spring of 2006 and we will work on a follow-on for various other 
demonstrations. 

Mr. RAMSTAD. Well, I don’t think the American taxpayers or 
the American health consumers can wait much longer, so if you can 
do anything to expedite that—— 

Dr. BRAILER. I agree. That is one of the reasons we made it one 
of our top priorities in the first year, was to define that. 

Mr. RAMSTAD. Again, that is encouraging and I thank you. Let 
me ask, finally, with the few seconds I have, what, in your judg-
ment, are the biggest barriers to implementing IT in health care? 
What are the biggest barriers? We know there are multiple bar-
riers, but what is the largest obstacle we face? 

Dr. BRAILER. The largest two obstacles are perverse incentives. 
There is not a business case for the typical physician, office, or hos-
pital in doing this. The benefits accrue elsewhere and it is a sub-
stantial cost. Second, we don’t have the standards or the infrastruc-
ture for systems to become compliant with the kinds of information 
sharing that we want to do. That stops most people from buying 
these systems and it makes their implementation very risky and 
very difficult, and that is where we are focusing most of our effort 
today. Thank you. 

Mr. RAMSTAD. Thank you very much, Dr. Brailer, for your testi-
mony. I yield back. 

Chairman JOHNSON. Thank you. Mr. Emanuel? 
Mr. EMANUEL. Doctor, thank you for your testimony. One of 

the things—you know, in the United States, some of the report in-
dicate that we spend about 34 cents out of every health care dollar 
in kind of moving paper back and forth—insurance, hospitals, doc-
tors, patients, and so forth. Other major industrialized nations 
range on the high end of 24, on the low end, 18 cents of every 
health care dollar. The one promising area would be this area. I 
think one of the things that we should set as a goal over the next 
10 years to get us into that middle range where Canada, England, 
France, Germany, and Japan have made advances, this is the one 
place that you can get low-lying fruit and find the real savings in 
health care and apply it in other areas, for uninsured, other types 
of coverage that you want to do or cost containment areas. My con-
cern, though, with allowing the private sector to set the rules is— 
and I said this when we met as a Committee on a bipartisan fash-
ion, although I generally believe that this is a great area to pro-
ceed—is, A, if you look at what happened in the wireless space and 
with the telephone without any direction from the government, we 
have so many different competing platforms and models out there 
that, in fact, our telephone space, wireless space, compared to 
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where Europe is and individual countries, is not as strong from an 
infrastructure. 

My fear is that if we allow the private sector to take a lead with-
out setting some of the boundaries and programmatic goals for it, 
even though some would advocate that is the heavy hand of gov-
ernment, I am willing to give them the right to develop, but setting 
the ground rules, a lot of that synergy and a lot of that cost savings 
that you want to see would actually get lost and we would not see 
the full potential. And, in fact, in many ways, whether you want 
to talk about it as my colleague from Minnesota did as preventing 
fraud, or you want to see it purely from a cost saving standing, we 
would literally be leaving money on the table because it would not 
be developed in the most coherent, organized fashion. I don’t think 
the government has to be the one that develops it, but it surely can 
set some of the ground rules to ensure that we are not leaving 
money on the table. I do think that there is a—we did this once. 
We did it in the wireless space and it is not the most efficient. Al-
though we all like to applaud the private sector as a total model, 
I will say one thing in defense of the ranking member. The private 
sector does negotiate for wholesale prices. That is what Sam’s Club 
is about. When you buy bulk, you save. I don’t care what CBO 
says. So, in this case, my worry is that we are going to leave money 
on the table and not do it in the most efficient way. It can be devel-
oped by the private sector. The rules, the goals, and the boundary, 
that is what the government does, because there is so much here 
at national risk, which is a huge amount of money we overspend 
in this country on health care for what we could get for our dollar. 

Dr. BRAILER. Well, I appreciate the concern and I think you 
have really put your frame around this paradox that exists, which 
is we want to, on the one hand, have uniform and widespread 
adoption of standards, and on the other hand, we want them to be 
progressive and stay current and modern over time. The reason 
that we have not taken a regulatory view of this is because we can 
achieve one, but at the cost of the flexibility over time. The ap-
proach we are taking is to develop these by contract with the pri-
vate sector under the supervision of our office and then turn those 
over to a Federal advisory Committee called the AHIC, which 
would then turn them into a Federal process. The hope is, and this 
is where I think it is worth a discussion, is would the buying power 
of the Federal Government allow us to preserve the flexibility or 
the innovation over time yet have the force of mandate? We think 
it will, given our huge clout in the health care market, and we have 
agreed that we are going to use the mandatory internal process to 
make sure that these standards do become required for agencies. 

Mr. EMANUEL. If you—— 
Dr. BRAILER. So, hopefully, we can have both. I am sorry. 
Mr. EMANUEL. No, no, that is okay. There is more of a discus-

sion. In my view, though, if you have competing platforms being 
developed, what will happen is we will find savings, because clear-
ly, when you are paying 34 cents when other countries are paying 
25 cents, you are going to find savings. 

Dr. BRAILER. Right. 
Mr. EMANUEL. The question is, will you accomplish all that you 

can, and I am not saying the government has to develop it. We 
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know this space and given technology moves way too fast for the 
government’s capacity to be the developer. But without setting 
what our objectives are and what the platform should look like, in 
fact, we are going to be leaving a lot of money on the table and 
have actually wasted time and money—— 

Dr. BRAILER. Right. 
Mr. EMANUEL. Rather than really realizing all the potential 

that exists here in the medical IT space. 
Dr. BRAILER. Right. This is why the work of our certification 

commission will be very important, because we are requiring them 
to specify potentially hundreds of parameters and what health IT 
must look like, operate like, store information like, and what stand-
ards it uses, and we will then link Federal purchasing, conditions 
of participation, other things in the future to complying with that. 

Mr. EMANUEL. Madam Chair, may I ask one more question, 
just as an example? 

Chairman JOHNSON. We will have a second round of questions, 
because there are others that—— 

Mr. EMANUEL. I don’t know, given my memory today, whether 
I will remember it. That is okay. 

Chairman JOHNSON. Mr. Hulshof? 
Mr. HULSHOF. Thank you, Madam Chairman. Good morning, 

Dr. Brailer. The word ‘‘harmonization’’ was used earlier this morn-
ing in this hearing, and I guess harmonization can have a variety 
of different contexts. It could be musical performance. It could be 
mathematics and wavelengths, as was cited. Obviously, it is very 
important for this subject of IT. Unfortunately, the word ‘‘harmoni-
zation’’ doesn’t always describe the political discourse around IT. I 
am encouraged, as most are, I think, about—and Mr. Emanuel 
even touched on just the extraordinary opportunities through med-
ical devices, through electronic records, I mean, we are just riding 
on the tip of the iceberg, I think, of some extraordinary positive 
changes in health care. Having said that, let me make a plug. You 
mentioned your home State of California. Let me extend kudos to 
another gentleman from California on this Committee, Mr. Thomp-
son. Mr. Thompson and I have introduced a bill related to tele- 
health, and while I know that is not the particular subject of to-
day’s hearing, let me put in a commercial message on behalf of 
Mike and myself because we really see that if we are serious about 
patient care, the quality of a patient’s care should not be deter-
mined by one’s geographic location. 

An example at the University of Missouri Medical School has 43 
sites scattered throughout the State and what our bill attempts to 
do, H.R. 2807, is to incorporate other disciplines, and we are trying 
to deal with some of the same things as far as cross-boundary regu-
lations and what have you. So, I just put that on your radar screen 
as we talk about this larger issue, as we really hone it down to the 
underserved areas, especially not just in the rural areas, which is 
often used in that context, but even in urban settings, as well, 
where tele-health could really, I think, be on the cutting edge. You 
mentioned with Mr. Emanuel a little bit about transitioning, not 
only the government being a payer and provider, but how you envi-
sion transitioning to the private sector and somewhat of the ongo-
ing role of the Federal Government in this entity. Let me even back 
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up a step, because as you know, the Medicare Modernization Act, 
we did take an important first step, in my view, toward this inter-
operable health information system through our Commission on 
Systemic Interoperability, and we are going to hopefully get that 
report, I think, in October. How will that work if that commission 
then transitions into the work of the AHIC? Can you give us some 
thoughts on that? 

Dr. BRAILER. Sure. We expressly are preparing for the reports 
from the Commission on Systemic Interoperability to be handed to 
the AHIC so they can review them from a perspective of implemen-
tation. How do they accomplish the recommendations that the CSI 
made? Further, Secretary Leavitt has asked the Commission to de-
velop a consumer vision. What does this really mean to America’s 
consumers if we had health IT to ensure that the AHIC is guided 
by that vision? So, there is a very important handshake between 
the two and we are actively involved with both as they sunset or 
start up. 

Mr. HULSHOF. I appreciate that. Madam Chair, I yield back my 
time. 

Chairman JOHNSON. Thank you, Mr. Hulshof. Mr. Camp? 
Mr. CAMP. Thank you, Madam Chairman. I am interested, as 

well, in this interplay between the AHIC, this community, and the 
Commission in the Medicare Modernization Act. I appreciate your 
service and certainly your credentials and training. In your testi-
mony, you mentioned that the government would act as a leader 
and a catalyst and convener of ideas and information regarding the 
Nation’s health IT, and then also that the private sector is key as 
the public will be the purchasers of this. I think it has been impor-
tant to know that when we have seen government grapple with 
technology, particularly in the fuel-efficient car area, command and 
control choice of electric cars has ended up not being the direction 
that the technology went, primarily because consumers didn’t pur-
chase them. So, I think it is very important to have this private 
sector role, but again, having sort of begun this process in the 
Medicare Modernization Act, I would like to hear your thoughts on 
proceeding forward and sort of the time line that you see this tak-
ing in the months ahead. 

Dr. BRAILER. Sure. I appreciate that very much. We intend to 
have the AHIC seated in September. This group will meet several 
times per year, and the first thing they are going to do is prioritize 
certain breakthroughs where we think health IT can have a short- 
term impact. One of the ones that we will certainly do is e-pre-
scribing. Because of the Medicare Modernization Act (MMA) (P.L. 
108–173), it is already underway. Second, I am sure that we will 
deal with adverse drug event reporting. This is a necessary compo-
nent of information collection to make Americans safer as a result 
of drugs that are on the market. Others will be prioritized by the 
AHIC Commissioners so we know where to focus our energy, on 
real things that people can see soon. We will then form work 
groups that are supported by our contractors to develop rec-
ommendations, and one of the real constraints in this process is 
even if today we wanted to mandate or require something, we don’t 
know what to do. We don’t have the standards agreed to or the cer-
tification criteria. So, we are going to work through that and make 
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determinations of what should be done. Then the AHIC will then 
focus on how do we get it done, how to use purchasing power, how 
to align our interests with Federal agencies and private sector or-
ganizations. So, the prioritization will occur by early 2006. The 
breakthroughs will be managed on a yearly basis and we expect to 
see them happen over the course of a two-year period. Two-thou-
sand-seven is where we have set the outside date for the first five 
breakthroughs to be seen visibly by the American public, and the 
rest will follow from there. We really focus on this two-year time 
horizon to have very urgent things done. 

Mr. CAMP. Thank you. Thank you, Madam Chairman. 
Chairman JOHNSON. Thank you very much. Mr. Stark, is Mr. 

Doggett—— 
Mr. STARK. No, he is not returning. 
Chairman JOHNSON. He is not returning? Mr. McCrery had a 

follow-on question. 
Mr. MCCRERY. Thank you, Madam Chair. Dr. Brailer, you have 

said a couple of times today that there are just too many impedi-
ments to doctors, for example, purchasing this kind of technology 
for their offices. I just want to share with you an experience I had 
recently in my hometown of Shreveport, Louisiana. I had the op-
portunity to go visit a small group practice in Shreveport of family 
physicians, I think there are 11 physicians in the group, and they 
have, in fact, on their own purchased IT and it is in use currently 
throughout their office, throughout their practice. The doctors have 
laptops that they can take with them when they are off. They have 
found it to be extremely useful in terms of providing safer, higher 
quality care to their patients, and that is why they invested in the 
technology. It makes them much more efficient. It makes them 
much more productive during the day. And because of the many 
elements of the technology that provide them information instanta-
neously, they feel much better when they prescribe a medication, 
for example, for one of their patients, because it immediately comes 
up on the screen, the other medications that that patient is taking, 
any dangers inherent in the different medications being prescribed. 
It is all right there. So, how do you reconcile that experience of 
mine with a relatively small group practice in Shreveport, Lou-
isiana, having made that investment on their own—they are pay-
ing for it out of their pocket—with your conclusion that there are 
too many impediments, not the least of which is cost, to the general 
health care community? 

Dr. BRAILER. Well, I think there are two observations that that 
example brings through. First is the overwhelming power of why 
this is inevitable, why physicians using EHRs that can do the 
things to not only make their patients safer, but to liberate their 
own professional lives is inevitable. I remember that interns in 
practice today, interns that started residency, were born the same 
year the IBM personal computer came out. We should see more of 
that. That is one of the reasons that in answer to the question 
about how do we make sure that this is ultimately done, I think 
professional standards and the discipline of physicians will make 
this done because of the power of that. Now, on the flip side, those 
experiences are not that old. Most of the recent adoption that we 
see really is quite recent, in a couple or 3 years. So, it is really just 
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now that the industry is digesting that and saying, wow, this really 
works. This is something that can really be a huge benefit, and 
that is one of the reasons that we see substantial increases. I 
would come back to this caveat. Eleven physicians is a large prac-
tice in the spectrum of physicians. It seems small as we view it, 
but that is well above the 50th percentile of size of practice. The 
real critical challenge are physicians between one and five physi-
cians in practice that make up about 38 percent of our care deliv-
ery, and those are the ones that don’t have the resources. They look 
at an 11-physician group as a big group with lots of resources and 
a lot of help. So, everything is relative in this sense. I think the 
100-physician groups will do fine. The 50-physician groups will do 
fine. The 10 to 50, some will do it, as you have observed, and some 
may not, and it is going to require some help. But below that, it 
is a real challenge, and that is where we have focused most of our 
effort, is how to bring along small physician practices that are 
ultra-small, up to ten physicians, and there, it is quite hard even 
though they could themselves see that same vision. 

Mr. MCCRERY. Thank you. I just want you to consider that as 
you go forward in recommending or potentially recommending in-
centives that the government should pay for as we go forward in 
this. By the way, the one complaint that this physician group ex-
pressed was that their system was not able to communicate with 
the hospitals they dealt with and so forth, so it was somewhat lim-
ited in its application. 

Dr. BRAILER. Right. That is the other challenge that we talked 
about, and that really is the opener of clinical value to doctors. 

Mr. MCCRERY. Thank you. 
Chairman JOHNSON. Mr. Stark has a follow-on question. 
Mr. STARK. Dr. Brailer, earlier, you mentioned to me that you 

thought HIPAA was an unmitigated disaster, but I have to find out 
if that is the administration position or not. The administration 
has repeatedly said that HIPAA is a floor. Most notably two or 3 
years ago, you chose not to adopt strong standards for protecting 
HIV/AIDS information and also eliminated the requirement for pa-
tient consent to use or disclose identifiable information. The admin-
istration used this argument again, that HIPAA was a floor, to re-
assure consumers that States would be able to address these per-
sonal and sensitive issues by providing a higher standard. Others 
today, other witnesses today will testify that the HIPAA standards 
are more than adequate to address the concerns of consumers and 
that HIPAA should be a ceiling, or put another way, the only pro-
tection we have for the privacy of our records. So, my question to 
you is, what is it? Is HIPAA a floor or is it a ceiling? 

Dr. BRAILER. I think that is a critical question and I appreciate 
it. First, I want to comment that HIPAA really, as you know, is two 
pieces. It is the privacy and security components, but it is also the 
transactional standards component. The discussion about stand-
ards, I think is one that we have watched very closely, that the 
standards that are now ensconced in HIPAA for those transactions 
are quite old. They were old when they began the debate and they 
are locked. It is very difficult to change those and even to fix errors 
in those standards, let alone to bring them up to date with current, 
modern thinking, modern as of 1980s thinking. So, this is one of 
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the lessons that we have watched, about how do we allow for or-
ganic evolution of standards as determined by professional and sci-
entific bodies, yet have the rule of law, and this is a challenge that 
I think we all grapple with. Now, turning to the privacy questions, 
I think there is a part of HIPAA that we have focused on a great 
deal which is not actually the State variation, the State, if you 
would, rules that could go beyond HIPAA, suggesting that it is a 
floor, but it is that HIPAA allowed enterprise-level, doctor-level, 
hospital-level flexibility with respect to privacy and security rules. 
That means that that flexibility, which meant that Kaiser in your 
district, for example, would want to have a higher level of privacy 
and security because it is a cyber target and it is much larger of 
a risk than a one- or two-physician practice who couldn’t afford 
that, perhaps. That was the determination. 

What we see is that that variability, that flexibility is a direct 
barrier to interoperability because each organization sets their own 
security and privacy regime, and even if we had standards, even 
if we had architecture and systems that could connect, if you use 
a biometric for your password and I just use just a regular old 
password, I couldn’t get your data if you told me that I could, and 
that is a piece that we are focusing on with one of our projects, 
which is to illuminate recommendations, policy guidance about how 
do we close that enterprise-level variation and at the same time ad-
vance the security and privacy protections. I will just give one 
other comment on HIPAA to the spirit of your question. I think 
HIPAA addressed a different paradigm than the one that we are 
heading toward and I think there is a very interesting debate about 
HIPAA. I think, though, there is a separate debate that is begin-
ning around portability of information. The HIPAA was designed in 
a world that was manually controlled and paper-based for clinical 
information, and as we move toward data that is electronic and 
flows around health care, disclosure controls are just one part of 
that dialog and there are many other pieces. We are trying to map 
out, what are the right questions to ask about the privacy regime 
that we would use in a highly portable, highly electronic, auto-
mated world of health information exchange? I don’t have the an-
swers. I am trying to get the questions assembled, because we want 
to make sure that health IT is not one example of where science 
and innovation goes far ahead of social discourse, and that is where 
we are focused today and that is one of my principal, principal pri-
orities as I come to work every day. Thank you. 

Mr. STARK. Is your understanding that the administration’s po-
sition is that HIPAA is a floor or a ceiling? 

Dr. BRAILER. Well, I think, definitionally, HIPAA is a floor be-
cause of the state of variability and the enterprise variability. The 
HIPAA sets a minimum that is set. In terms of where it should be, 
that is a separate question and I—— 

Mr. STARK. Is it your opinion that it should remain that, allow-
ing this enterprise flexibility and State flexibility? 

Dr. BRAILER. I—— 
Mr. STARK. I think that is what you just testified. You—— 
Dr. BRAILER. Yes. 
Mr. STARK. As to the enterprise flexibility—— 
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Dr. BRAILER. I will speak to your question, because it is one 
that I am very worried about. The challenge here is how do we 
adapt security and privacy regimes that could fit in a 3,000-physi-
cian organization and one in a two-physician organization. I am not 
talking about what we should do, but I am talking, practically, 
what could be done with the resources and people and systems they 
have. I think flexibility, therefore, has inherently got to be part of 
this, because we can’t impose multi-million-dollar costs on a small 
practice in the name of a security regime that results largely from 
an entity being at higher risk than a small practice. On the flip 
side, I think we can create interoperability in the kinds of security 
protections by creating some new kinds of modern protections, like 
trust brokers or a chain of trust managers who can actually navi-
gate these transactions between different security regimes, at the 
same time, protecting them. It has been used in other industries. 
Banking, credit cards, and so forth, use this routinely. We are just 
exploring it in health care today, and I mean ‘‘we’’ meaning the in-
dustry. In the administration, we are watching it. In the private 
sector, there is some experimentation. Some policy groups, like 
Connecting for Health and others that I know you have heard from 
here, have looked at this. It is the question of the day about how 
far we can go into really modern technology innovations to protect 
innovation in health care and what that means in terms of the 
huge variability of types of organizations and practice settings. 

Mr. STARK. Thank you. 
Chairman JOHNSON. Thank you, Dr. Brailer. That is a very im-

portant question and will receive a lot of attention throughout the 
rest of the panel and I appreciate your thoughts on it. Thank you 
for being with us. 

Dr. BRAILER. Thank you both very much. 
Chairman JOHNSON. Thank you. The next panel will come for-

ward. As is customary, we will hear each of the five panelists. You 
have 5 minutes, but your entire statement will be submitted for the 
record, and then we will proceed with questions. Good afternoon. 
Dr. Detmer, would you proceed? 

STATEMENT OF DON E. DETMER, M.D., PRESIDENT AND CHIEF 
EXECUTIVE OFFICER, AMERICAN MEDICAL INFORMATICS 
ASSOCIATION 

Dr. DETMER. Good morning, Chairman Johnson, Ranking Mem-
ber Stark, members of the Subcommittee. I am Dr. Don Detmer, 
President and Chief Executive Officer of the AMIA, whose 3,200 
members include physicians, nurses, computer and information sci-
entists and managers, biomedical engineers, academic researchers, 
and educators. Over the years, AMIA has provided many of the 
thought leaders who have pioneered the innovative use of informa-
tion technologies in health care. As you mentioned in the introduc-
tion, I am a member of the Commission on Systemic Interoper-
ability and a former Chair of the NCVHS. It is good to be back in 
front of the Health Subcommittee. My written testimony covers five 
major points, and I will summarize three of them now. First, the 
Office of the National Coordinator for Health Information. Dr. 
Brailer and his office have done an excellent job with very limited 
resources. Examples are the strategic framework and the recent 
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RFPs, including State privacy and business approaches, but others 
come to mind, as well. His office needs to be established in statute 
and also given adequate funding. I also believe that the NCVHS as 
a senior health information advisory Committee will be a very val-
uable resource and sounding board and partner for him and Sec-
retary Leavitt as the AHIC moves forward. 

The HIPAA—we have survived the formulation and early imple-
mentation of HIPAA. An evaluation of this experience is prudent, 
but the evaluation should not take too long and we need to move 
forward following this review. From my perspective, the privacy 
rule has been a success in clarifying the individual rights of all pa-
tients in relation to their own health information on a national 
basis and in establishing the responsibilities and legal obligations 
of all providers with whom patients interact. Undoubtedly, it has 
put privacy in the face of all patients, including some who may be 
personally more concerned about the inefficiency that it means and 
want less hassle. Nonetheless, HIPAA has allowed NHII to move 
forward, and I think this is a very big plus. As an unfunded man-
date, it hasn’t yet simplified administration, but it has allowed us 
to move forward with the NHII in terms of handling secure person- 
specific information and setting important standards. However, a 
few big issues remain. Much better funding for clinical standards 
development and maintenance is needed, with the NLM playing a 
big role in this. Without this investment, Federal health informa-
tion standards will not be sufficiently vetted and developed and 
real problems for the entire system will result. I support this in-
vestment, since ultimately, I think we will only get a functional 
interoperable NHII with real Federal health information standards 
in key areas. I mean by that essentially establishing meaningful 
floor-to-ceiling standards that preempt idiosyncratic State and 
business approaches. 

States, in my view, cannot effectively regulate the Internet, and 
I don’t feel they can realistically regulate the information highway 
for health information. Only Federal leadership can develop this. 
This is a clear message from international evidence to date and we 
would do well to seek global collaboration on many of these stand-
ards. The NLM can help with this, too, and so, too, can ARC and 
others. Financing—financing health IT software, hardware, train-
ing, and the backbone for the networking dimension is a com-
plicated matter. The Federal Government must play its role in this, 
as well. So, too, must all the entities affected, and we need innova-
tive financing to support IT in such a way that we will improve ac-
cess, safety, quality, greater patient involvement, data security, 
and efficiency. At the networking level, Stark and other fraud and 
abuse prohibitions have made some key players, such as hospitals 
and physicians, so totally risk averse that the development and im-
plementation of a functional NHII is being impeded. Those are the 
big points, but I might add that I had the experience of living four- 
and-a-half of the past 6 years in England at Cambridge where I 
consulted to the National Health Service on its own national pro-
gram for health IT. If you are interested, I might be able to reflect 
for you on any international dimensions of this important global 
development. You will note that I didn’t stay long enough in East 
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England to develop a local accent, and it is awfully nice to be back 
home with all the activity going on now. 

The AMIA wishes to publicly thank you, Chairman Johnson, for 
your outstanding and continuing leadership. Your perseverance has 
really mattered in this crucial arena of health information and 
transformation and national security. Mentioning national security, 
I personally consider the NHII to be as central to national security 
as the Interstate Highway System was considered during the Ei-
senhower administration. I thank you again for the invitation to 
testify. I look forward to responding to any questions you may 
have. 

Chairman JOHNSON. Thank you very much, Dr. Detmer. Ms. 
Kloss? 

[The prepared statement of Dr. Detmer follows:] 

Statement of Don E. Detmer, M.D., President and Chief Executive Officer, 
American Medical Informatics Association 

Good morning. Chairman Johnson, Ranking Member Stark, members of the 
Health subcommittee: thank you for the opportunity to appear before you today. My 
name is Don Detmer. I am President and CEO of the American Medical Informatics 
Association, whose 3200 members include physicians, nurses, computer and infor-
mation scientists and managers, biomedical engineers, academic researchers and 
educators. Over the years AMIA has provided many of the thought leaders who 
have pioneered the innovative use of information technologies in healthcare. In ad-
dition to my role with AMIA, I am a Professor of Medical Education in the Depart-
ment of Public Health Sciences at the University of Virginia. 

Having been selected by Speaker Hastert, I currently serve on the Commission 
on Systemic Interoperability, which was created by the Medicare Modernization Act 
and which will make recommendations concerning the adoption and implementation 
of health information technology standards in a report to Congress later this year. 
From 1996 to 1998 I served as Chairman of the National Committee on Vital and 
Health Statistics, whose mission, broadly, is to advise the Department of Health and 
Human Services on shaping a national information strategy to improve the nation’s 
health. My tenure at NCVHS coincided with the expansion of the Committee’s 
charge enacted in the Health Insurance Portability and Accountability Act of 1996, 
which gave the Committee significant responsibilities in regard to administrative 
simplification and privacy. In my role as NCVHS Chairman, I had the pleasure of 
appearing before the Health subcommittee on occasion, and today I would like to 
thank and congratulate the subcommittee for your abiding interest in, and commit-
ment to, the development of health information policies to improve the quality, safe-
ty and efficiency of healthcare, while at the same time protecting the security and 
confidentiality of personal health information. 

As you consider the introduction of new legislation relating to health information 
technology and the development of a national health information infrastructure or 
NHII, let me comment today on three important issues: 

• first, there is a critical need for ongoing Federal leadership in encouraging and 
shaping an NHII that benefits all stakeholders, especially patients; 

• second, we should review ‘‘lessons learned’’ from the rollout of HIPAA standards 
to date and identify issues to be considered as additional health information 
standards are developed and disseminated; 

• and, third, we should begin to address current disincentives—both real and per-
ceived—that slow the implementation of health information technologies in our 
healthcare system, the most information-intensive enterprise in our economy. 

The Need for Federal Leadership 
While it is the undoubted world leader in high technology clinical care and bio-

medical research, the U.S. healthcare system is an incredibly fragmented mix of 
very large and very small players, 21st century medical science mixed with uneven 
access, delivery and outcomes, and cottage-industry business practices. Market 
forces alone have not driven integration of the interests and needs of disparate par-
ticipants: hospitals—physicians and other providers—payers—employers—research-
ers—and, most important, patients. And, it is unlikely that they will. As a result, 
too few individuals have access to electronic health record systems and there is little 
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interconnectedness of the systems that exist. Further, despite some progress, initia-
tives to measure and pay for quality have proven difficult to implement. 

Over the last 14 months, the Office of the National Coordinator for Health Infor-
mation Technology, which is headed by Dr. David Brailer, a Fellow of AMIA’s Col-
lege of Medical Informatics, has done an excellent job in communicating a vision to 
support widespread adoption of interoperable electronic health records within the 
next 10 years, particularly in consideration of the resources available to it. AMIA 
is particularly pleased that among the four requests for proposals (RFPs) issued re-
cently by the Office (ONCHIT) are contracts for an Internet-based national health 
information network and for the development of processes for the harmonization of 
the various health information standards that are emerging. In regard to interoper-
ability standards and the development of processes to certify health information 
technologies that can actually ‘talk’ to each other and will allow the seamless inte-
gration of information systems to facilitate quality care, AMIA is also very sup-
portive of the public-private American Health Information Community (AHIC) an-
nounced by Secretary Leavitt just last month. 

We strongly believe that HHS should be given explicit responsibility for ensuring 
the ongoing maintenance and dissemination of health information standards, with 
authorization for licensing and/or other types of support. To give you a successful 
example of Federal leadership, I would point to Secretary Tommy Thompson’s drive 
to complete the licensure and distribution of SNOMED–CT, a very useful ‘dic-
tionary’ of medical terminology, by the National Library of Medicine in 2004. AMIA 
firmly believes that the Department should draw heavily on the resources and ex-
pertise of the NLM, and we hope that the AHIC will use the Library’s expertise in 
the maintenance and dissemination of further content standards. 

I understand that the legislation to be introduced soon by Chairman Johnson es-
tablishes the Office of the National Coordinator for Health Information Technology 
in statute, and I believe this step is a crucial one in clarifying Federal leadership. 
As part of our support for the Office of the National Coordinator, AMIA urges the 
appropriators on both sides of the Hill to provide for adequate funding of ONCHIT. 
Examining HIPAA Lessons Learned So Far 

As we move—and we will continue to move—to develop an interconnected, inter-
operable health information system that will facilitate quality, access and patient- 
centeredness on a national and international basis, it is prudent to identify lessons 
we have learned so far from the administrative simplification provisions of HIPAA. 
Though the road was often difficult, if not actually painful, we have made a great 
deal of progress in establishing the rights of individuals to expect that their health 
information will be used appropriately and their privacy and confidentiality pro-
tected, and in imposing meaningful and reasonable obligations on health care pro-
viders, plans and payers, and others to comply with consistent Federal standards 
for the use, disclosure and transmission of health information. 

Where once some people in the healthcare system may have treated individual 
health information too cavalierly on at least some occasions, from my perspective 
it is manifestly clear that since the Privacy Rule took effect in 2003, doctors, hos-
pitals, pharmacies, health plans and others have made really extraordinary efforts 
to inform individuals of their rights and to establish policies and procedures that 
protect sensitive health information. Today every individual has a Federal right to 
access his or her medical record and to expect that the healthcare system will keep 
that record secure and confidential. And these norms are national—no longer are 
your rights, or the legal responsibilities of those healthcare providers you deal with, 
defined by the unique features of the State in which you live. Even if HIPAA may 
have ‘backed’ the nation into reasonable privacy and confidentiality protections, the 
roll-out has proved, on the whole, quite successful. 

Notwithstanding what I think have been extremely good faith efforts to ensure 
that personal data is adequately protected, I do not discount that some people—for 
instance, those with concerns about the security of especially sensitive information, 
such as HIV status or relating to mental health treatment—have continued con-
cerns about health privacy. To my knowledge there have not been reports of any 
large-scale violations of the framework set in place by the HIPAA Privacy Rule. 
That is, individually identifiable health information is used and disclosed only for 
‘‘treatment, payment and health care operations’’ or as otherwise specifically author-
ized by the individual. Does the Privacy Rule protect against patently unethical or 
extraordinarily careless acts—like the leaking of a celebrity’s medical record to a 
tabloid magazine or the disposal of old medical records in a dumpster or a straight-
forward instance of identity theft? Of course not—but we cannot expect even the 
most carefully crafted information standards to prevent all illegal behavior. In such 
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instances, active pursuit and strong penalties are needed when intrusions and mis-
uses are identified, as a lesson to dissuade other from similar illegal behavior. 

Some will argue that the States must have the capacity to enact ‘more stringent’ 
standards for health information—as is true under the Privacy Rule—for all health 
information standards, including those that are absolutely necessary for the devel-
opment of an interconnected, interoperable national health information system. In 
the name of better healthcare, I must respectfully disagree. About half of all Ameri-
cans live near State lines and multiple State approaches will most likely preclude 
efficient and seamless transmission of crucial health information. For example, it is 
not unusual at all for an individual to work in the District, live in Maryland, and 
receive health care in Virginia, with payments made by an insurer in any or all of 
these locations. If we are to ensure real-time availability of accurate and complete 
clinical information at the point of care, we simply cannot have the standards for 
the use, disclosure and transmission of the patient’s health information subject to 
idiosyncratic requirements of individual States. Certainly, States do not intervene 
in similar situations, such as in the regulation of ATM use. States may impose vary-
ing requirements, like placing limits on allowable service fees, but they do not in-
trude into the information standards that facilitate the transmission of financial 
data, for example by requiring me to use a 4-digit pin at an ATM in Maryland but 
a 9-element alphanumeric pin at my home ATM in Virginia. In other words, the in-
formation exchange standards have been developed and agreed to by the banking 
industry and are national and international in their application. 

I doubt that we can get to the common standards and interoperability that must 
underlie the widespread adoption of electronic health records without Federal pre-
emption of conflicting State laws. But rather than simply assert that proposition, 
let me note that, in relation to the Privacy Rule, since 1999 AMIA has called for 
a study of the impact of the lack of Federal preemption and the impact of varying 
State statutes on the rights and protections afforded to individuals and upon the 
quality, cost and effectiveness of health care. Thus, I am very pleased that the bill 
to be introduced soon by Chairman Johnson calls upon the Secretary to undertake 
such a study in relation to standards that have been adopted subsequent to HIPAA. 
Should the study show that varying State laws and requirements have a negative 
impact on health care delivery, quality and access, and that HIPAA has established 
meaningful privacy and security protections, it makes sense to move forward with-
out delay on Federal preemption for all adopted HIPAA standards. 
Disincentives That Have Slowed Implementation of Information Technologies 

From 1999 through 2003 I had the privilege to serve as the Gillings Professor of 
Health Management at Cambridge University and to consult to the National IT pro-
gramme of the National Health Service. As you may know, the British government 
is investing billions of pounds to implement a fully functional, patient-friendly, elec-
tronic health record and system. While this task might appear to be easier in some 
aspects because of Britain’s single-payer system, of particular note to me was the 
observation that, even before the government’s new investment, well over 80 percent 
of England’s primary care physicians were facilitating patient care electronically, 
from booking appointments and writing prescriptions to making referrals, recording 
clinical notes and tracking treatment compliance. By contrast, it is estimated that 
fewer than 20 percent of U.S. primary care physicians utilize electronic health 
records. 

Interestingly, England’s primary care practices are ‘wired’ not because of govern-
ment investment, but because the British pharmaceutical industry years ago offered 
to supply the necessary hardware and software to primary care doctors in return 
for access to anonymized prescribing information. In the United States I think such 
an arrangement would be seen as unseemly at best, and illegal at worst. While the 
British are neither less ethical nor more permissive of the misuse of identifiable 
health information than are Americans, in this country hospitals, physicians and 
other providers are incredibly reluctant to pursue any innovative financing for 
health IT, including networks that can securely link together a region’s providers, 
because of their concerns about the Stark self-referral prohibitions and other fraud 
and abuse standards. 

Whether these concerns are reasonable—and perhaps, Mr. Stark, you would say 
they are not—we have hospital lawyers who absolutely insist that it is simply not 
acceptable for any third party to furnish any information technologies—whether 
hardware, software, training or other services—to any provider at less than a full, 
fair market price. While some healthcare systems and providers are moving forward 
under the current standards, the general consensus in the healthcare community is 
that the Stark provisions, while quite important in many respects, are constraining 
progress toward the roll-out of an interoperable NHII. 
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It is in the interest of all stakeholders, including patients, that functional elec-
tronic health records and an interoperable health information system be deployed 
as promptly as possible. But the entities that are perhaps key to that deployment, 
the small and rural physician practices that still provide a majority of health care 
services in this country, are those that are least able to afford the capital invest-
ment for the purchase and hassle of implementing state-of-the art IT systems. Espe-
cially because many of the ‘savings’ of health IT accrue to other system participants, 
including employers, health plans and patients, financial outlays necessary for the 
purchase of the very building blocks of an NHII should reasonably come from a wide 
variety of sources, including government outlays and pay-for-performance programs. 
Actually, pay-for-performance programs represent a clear argument for payers to 
provide some of the financing for health IT—because in order to pay for performance 
you have to be able to track performance and quality in the delivery of care, and 
to do that efficiently you need sophisticated information capabilities embedded in 
the healthcare system. Reasonable safe harbors for dissemination of health informa-
tion technologies and services intended to improve healthcare quality, efficiency and 
access would encourage deployment of essential health information systems, and I 
am very pleased to understand that provisions to that effect will be included in 
Chairman Johnson’s bill. 
Educating the Healthcare Workforce 

There is no question that momentum for bringing healthcare into the information 
century is building, and this is a very good thing. But hardware and software and 
standards and certifications will not be enough—we must ensure that we have 
enough doctors, nurses and information specialists to take real advantage of the op-
portunities for improved care and efficiency and access that health information tech-
nologies and an interconnected national health information infrastructure can pro-
vide. Recently, AMIA announced its 10 by 10 program, which aims to realize a goal 
of training 10,000 health care professionals in applied health and medical 
informatics by the year 2010; it is off to a great start with an initial partnership 
with the Oregon Health and Science University, and many other universities are 
seeking to participate. Our program uses classes, tutorials, web-based and in-person 
sessions to equip health care professionals to use health information and health in-
formation technologies to benefit patient care and to advance medical knowledge. In 
fact, we know from research that well-trained health providers combined with ro-
bust IT systems produce safer, higher quality care delivery. 

With the supply of physicians essentially constant and the nursing workforce 
aging along with the baby boomers, we will only be able to address the increasing 
demands for care of a growing and aging population by developing a better trained 
workforce, especially more nurses skilled in the use of information and information 
systems. Increased Federal support for education and training will be needed to ad-
dress this workforce reality—and AMIA, along with the American Health Informa-
tion Management Association (AHIMA), will develop specific recommendations for 
that support. 
A Few Conclusions 

In terms of the development and implementation of integrated health information 
systems with sophisticated capabilities, we have seen a great deal of progress in the 
last few years. Within the Veteran’s Administration, for instance, the case for im-
proved safety and higher quality through the proper use of IT systems—including 
electronic records, decision-support programs, and process tracking and change 
analyses—has been largely made. We have seen the creation of the Office of the Na-
tional Coordinator for Information Technology and a Commission to Certify Health 
Information Technology. The Commission on Systemic Interoperability mandated by 
the MMA has been convened, and Secretary Leavitt has announced a plan to create 
an American Health Information Community that will spearhead a range of public- 
private initiatives to develop information standards, certify new technologies, and 
provide long-term planning and governance for the electronic health environment. 
Someday we may look back at this moment and say, ‘‘The rest is history’’—but not 
just yet. Additional legislation and Federal support, and the development of accept-
ed, enterprise-wide standards will be required if true interoperability and connected-
ness are to occur. 

From the start, Chairman Johnson has recognized the potential for improving the 
nation’s healthcare system through the proper use of information technologies. Fur-
ther, she has been willing to face the complicated and difficult issues involved. All 
of us in healthcare are grateful and most appreciative for her wisdom, energy and 
persistence over the years. As I understand the Chairman’s current bill, it does not 
try to address all of the issues involved in creating an NHII to improve healthcare 
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quality, access and patient-centeredness. But it does forthrightly address some key 
‘sticking points’ that are keeping the nation from moving forward as quickly as we 
should and among them are first, establishment of the Office of the National Coordi-
nator in statute; second, addressing the impact on patient’s rights and on healthcare 
quality and safety of varying and conflicting State and Federal information stand-
ards; and, third, reducing some current disincentives to the adoption of available 
health information technologies. AMIA looks forward to prompt consideration of the 
legislation and to supporting its implementation. 

It is my strong belief that the development of an interoperable, inter-connected 
national information system is not only a healthcare issue; it is really a matter of 
national security. Whether that point will be brought home by an outbreak of avian 
flu in a U.S. population center or an episode of bioterrorism or the occurrence of 
transmissible disease in our food supply chain, I do not know—but I do believe that 
any of those events could occur, and that we will be greatly hampered in our re-
sponse if we cannot make information that is crucial for the public health and eco-
nomic interests of our country available to the appropriate authorities in the most 
timely fashion possible. While a functional NHII will facilitate broad improvements 
in health care quality, access and affordability, it will also assist in protecting our 
security and I would urge your leadership in facilitating its development with all 
due speed. 

Thank you for the opportunity to appear before you today. I will be happy to an-
swer any questions. 

f 

STATEMENT OF LINDA KLOSS, CHIEF EXECUTIVE OFFICER, 
AMERICAN HEALTH MANAGEMENT ASSOCIATION, CHICAGO, 
ILLINOIS 

Ms. KLOSS. Chairman Johnson, Mr. Stark, and members of the 
committee, my topic this morning is the quality of health data in 
the United States, and I have been asked to speak specifically to 
the status of the Code sets in place and other on the opportunities 
to support and enhance improved data for use of health IT. The 
American Health Information Management Association and its 
50,000 professional members are deeply committed to and actively 
participating in the adoption of standards based and the interoper-
able health IT. We are on the frontlines in implementing EHRs 
and other technologies, but technology alone is not enough. We 
need a concerted effort to ensure the quality of the data is as good 
as it can be, and we must start by improving the classification sys-
tem for coding medical diagnoses and procedures. The current sys-
tem, called ICD–9–CM, was developed and implemented in the 
1970s, and we believe it must be replaced by ICD–10–CM to clas-
sify diagnosis data, and ICD–10–PCS to classify data about medical 
procedures. Both of these ICD–10 replacement systems have been 
developed by Federal agencies, the Centers for Disease Control and 
the CMS, and both agencies have testified on several occasions re-
garding the need for better classification systems to improve infor-
mation used in their programs. 

According to HIPAA, the Department of Health and Human 
Services must approve adoption of new code sets, and I would sug-
gest that Congress can certainly aid in this process by supporting 
and requiring the Secretary to publish a proposed and then a final 
rule for adoption as soon as possible, and briefly, here is why. Each 
time we receive medical care, doctors, nurses, and other profes-
sionals collect important information about our health. They record 
our medical conditions and illnesses and types of treatment we re-
ceived, any procedures performed, and then each piece of informa-
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tion gets assigned a code. This coded data is the foundation for bill-
ing, claims processing, payment and pricing. It is used for public 
health and quality reporting, bio-surveillance, research, pay-for- 
performance systems, provider credentialing, fraud detection, and 
many other important uses. In other words, it underlies all of the 
major programs that this committee oversees and is looking to ad-
vance. The problem is that the current ICD–9 classification system 
is obsolete and it is beyond repair. Nearly every other developed 
country in the world has already replaced it with a version of ICD– 
10. 

Consider how medical practice has changed over the past 30 
years—new diseases, new treatments for those diseases, new med-
ical procedures, threats of bioterrorism. The coding system we are 
using today was developed in the early 1970s, before MRIs, before 
laser surgery, before any of us had heard of AIDS or any of the 
medications used to treat it today, and this is a real problem. The 
value of a good classification system is its ability to accurately rep-
resent procedures that are performed or the illness that is diag-
nosed, and that is precisely what is missing from our current sys-
tem. In addition, we are finding that the current system for 
classifying procedures is actually running out of codes. There are 
about 70 remaining unassigned codes, and the implications of this 
for quality reporting, research, and the appropriate payment for 
advanced medical technology are pretty obvious. We also believe 
that adoption of ICD–10 and ICD–10–PCS is an essential compo-
nent of the health IT strategy being advanced by Congress and the 
administration, not a diversion from it. There are opportunities 
through ICD–10 to link to SNOMED–CT, which, as you know, has 
been licensed by the Federal Government. We can create robust 
mappings from SNOMED to ICD and leverage the opportunities of 
technology for automated coding going forward, offering a new par-
adigm for health data capture, aggregation, and reporting. In the 
future, it will be possible to use a variety of classification systems 
to meet specific information needs without laborious manual cod-
ing, and this is precisely what AHIMA and others are working to-
ward. 

According to a 2003 Rand study, the benefits of implementing 
ICD–10 and PCS will outweigh the costs within a few years of im-
plementation, and Rand noted that the cost of doing nothing may 
be greater than the cost of going forward with adoption. In sum-
mary, we urge Congress to move forward with ICD–10 in the 
United States and also to leverage through our health IT initiatives 
to redouble our efforts to ensure uniform coding practice and ad-
herence to coding guidelines. I thank you so much, commend you 
for your leadership, and I will be very happy to answer questions 
on this important topic. 

[The prepared statement of Ms. Kloss follows:] 

Statement of Linda Kloss, MA, RHIA, CAE, Chief Executive Officer, 
American Health Information Management Association, Chicago, Illinois 

Chairman Johnson, Mr. Stark, and members of the committee, thank you for this 
opportunity to address the quality of health data and actions that are needed to im-
prove it as part of the overall U.S. health IT initiative. 

The American Health Information Management Association and its 50,000 health 
information management professional members are deeply committed to and ac-
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i ICD stands for the International Classification of Diseases. 9 stands for the 9th revision and 
10 for the 10th revision. CM stands for Clinical Modification (a U.S. version of ICD–9 or ICD– 
10) ICD–9 and ICD–10 were developed and copyrighted by the World Health Organization 
(WHO). The WHO no longer supports ICD–9. ICD–10–PCS is a procedural coding system de-
signed by the Centers for Medicare and Medicaid to replace the current inpatient procedural 
coding system currently included as part of ICD–9–CM. 

ii See AHIMA’s Position Statement on Implementation of SNOMED–CT—www.ahima.org/dc/ 
positions AHIMA has also authored a white paper Coordination of SNOMED–CT and ICD– 
10: Getting the Most Out of Electronic Health Record Systems, which provides a complete de-
scription of the roles of terminologies and classifications in EHR systems and the importance 
of mapping to effectively use clinical information for multiple purposes. 

tively participating in the adoption of standards-based and interoperable health IT. 
We are on the front lines in implementing electronic health records and other tech-
nologies as well as the implementation of local and national health information ex-
change and continue to be on the forefront of professional activities including pri-
vacy, confidentiality, security, data integrity, consumer and professional education. 

My comments this morning relate to the urgent need for the Department of 
Health and Human Services to immediately initiate the regulatory process for adop-
tion and implementation of ICD–10–CM and ICD–10–PCS code sets (referred to as 
ICD–10), rules, and guidelines as a replacement for the 30-year-old ICD–9–CM. 
ICD–9–CM is not meeting current healthcare data needs and cannot support the 
transition to an interoperable health data exchange in the U.S.i HHS must issue 
a final rule for adoption of ICD–10 as soon as possible to reverse the trend of dete-
riorating health data and to allow the healthcare industry to prepare for a smooth 
transition to modern classification systems by 2008. 

Specifically we are calling for the following action by HHS and the healthcare in-
dustry, and urge your support for these actions: 

• HHS must immediately initiate the regulatory processes to permit final imple-
mentation and use of upgrades to the deficient ICD–9–CM classification system 
by October 1, 2008. This upgrade will affect all diagnoses coding currently Vol-
umes 1 and 2 of ICD–9–CM, as well as inpatient procedural coding, currently 
Volume 3 of ICD–9–CM. 

• Adoption of final rules as early a possible in 2006 will give the healthcare in-
dustry ample notice to commence systems conversion and other steps necessary 
to ensure a smooth and efficient implementation. 

• A coordinated, collaborative implementation strategy should be developed by in-
dustry stakeholder representatives to ensure broad input and a consensus-driv-
en transition process. 

• System conversions and upgrades to implement ICD–10–CM and ICD–10–PCS 
should be accomplished by healthcare entities in conjunction with the UB–04 
and CMS 1500 (diagnosis codes only) system changes. 

• Robust, rules-based, maps among SNOMED–CT, ICD–10–CM and ICD–10– 
PCS, and ICD–9–CM should be developed promptly and distributed via the Uni-
fied Medical Language System (UMLS).ii 

[I have placed a simple ‘‘understanding ICD–10’’ at the end of this testimony and 
this includes how ICD–10 would impact electronic health records.] 

ICD–9–CM should have been replaced nearly 10 years ago. Each year that passes 
results in further deterioration of the classification system and the data that it pro-
duces: 

• The ICD–9–CM coding structure and capabilities are in crisis. There are very 
few unassigned codes remaining to accommodate new diagnoses and procedures. 

• In addition to no further capacity for expansion, many of the codes now in use 
do not accurately describe the diagnosis or procedure concepts they are assigned 
to represent. 

• While the U.S. has used ICD–10 coding to report mortality data since 1999, we 
are now virtually the only industrial nation that has not upgraded its morbidity 
classification system. This failure threatens our ability to track and respond to 
international threats to public health and bioterrorism. Rather than being a 
world leader in the collection of high-quality health data, the U.S. lags far be-
hind. 

At a time when Congress and the Administration are making significant progress 
toward improving our health information infrastructure, the critically needed up-
grade of ICD–9–CM has been delayed with little acknowledgement of the serious 
consequences and no clear plan for fixing the problem. Further delays in adoption 
of ICD–10–CM and ICD–10–PCS increase the cost of an eventual implementation 
once ICD–9–CM completely breaks down. While the U.S. is working hard to adopt 
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iii See AHIMA’s Position Statement on Consistency of Healthcare Diagnostic and Procedure 
Coding—www.ahima.org/dc/positions 

iv See Medicare Payment Advisory Commission March 2005 Report to Congress Chapter 4: 
Strategies to improve care: Pay for performance and information technology—www.medpac.gov 

health information technology, it must also accommodate a robust 21st-century clas-
sification system. 

According to the 2003 Rand study commissioned by the CDC, the benefits of im-
plementing ICD–10–CM and PCS outweigh the costs within a few years of imple-
mentation. Rand further noted that the cost of doing nothing may be greater than 
actual implementation and further delay in adoption is likely to increase future im-
plementation costs. This research did not examine the upgrade to ICD–10 as a com-
ponent of the overall health IT improvements and thus it did not factor in the po-
tential to change the paradigm of coding through accelerating the development of 
computer assisted coding tools. Thus, the potential benefits may be accelerated. 

Adoption of national electronic health records (EHRs) and interoperable informa-
tion networks require improved classification systems for summarizing and report-
ing data. Government and industry leaders cite healthcare initiatives that rely on 
data but are in fact compromised by the continued use of ICD–9–CM. These include 
quality measurement, pay-for-performance, medical error reduction, public health 
reporting, actuarial premium setting, cost analysis, and service reimbursement.iii iv 
Classifications systems are key elements of the health information improvement 
strategy. Failure to upgrade ICD–9–CM diminishes the value of the U.S. investment 
in SNOMED–CT. The anticipated benefits of an EHR cannot be achieved if 
SNOMED–CT must be aggregated into an antiquated classification system like 
ICD–9–CM. Conversion to ICD–10–CM and ICD–10–PCS will not only produce bet-
ter information and support development of computer-assisted coding, they will 
serve as the necessary foundation for continued improvements and expansion of 
21st-century classification systems, nationally and internationally 

Healthcare providers, payers, and vendors are waiting for a notice from HHS sig-
nifying the intent to implement ICD–10 in order to begin planning and preparing 
for an anticipated use date. Vendors also need this notice to ensure new products 
will be available to accommodate these more advanced classification systems. U.S. 
healthcare entities will soon be converting databases and applications systems to ac-
commodate the upgrades to UB–92 and the CMS 1500 claims forms and data sets. 
It would be effective and efficient to make ICD–9–CM upgrades at the same time. 
Without some indication that implementation is on the horizon, healthcare pro-
viders, payers, and vendors will be reluctant to make these necessary changes con-
currently. 

As I have noted, the ICD–9–CM coding standard is in serious crisis. 
Terminologies and classifications from the 1970’s no longer fit with the 21st century 
healthcare system as numerous conditions and procedures are outdated and incon-
sistent with current medical knowledge and application. New advances in medicine 
and medical technology and the growing need for quality data cannot be accommo-
dated. Data incomparability continues to increase globally and within the U.S. due 
to the use of these antiquated code sets. As of the spring 2005 ICD–9–CM coordina-
tion and maintenance cycle, the U.S. now has less than 70 remaining codes to rep-
resent health technology in the future. Two simple examples of the gross inadequacy 
of this classification system: 

• ICD–9–CM offers two codes for asthma, extrinsic and intrinsic. Current medical 
knowledge no longer considers this a clinically relevant distinction. In ICD–10– 
CM asthma codes are differentiated by mild persistent, moderate persistent; 
and severe persistent, which are the terms used in evidence-based practice 
guidelines. 

• In the area of procedures, ICD–9–CM simply lacks important specificity. There 
is a single non-specific code for ‘‘other revision of vascular procedure’’ encom-
passing a wide variety of surgeries on blood vessels. ICD–10–PCS in contrast 
will allow capture of the type of surgery, the specific artery or vein involved, 
and use of a device such as a graft or prosthesis. This kind of detail is essential 
for evaluating outcomes and efficacy and may decrease the supplemental infor-
mation that is required to adjudicate a claim, in the form of a paper attachment 
or actual review of the medical record. 

Data coded under the ICD–9–CM system are the foundation for billing, claims 
processing, payment and pricing. It is used for public health and quality reporting, 
biosurveillance, research, pay for performance, provider credentialing and fraud de-
tection. In other words, it underlies all the major programs that this Committee 
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v Background on SNOMED–CT and Mapping 

oversees and is looking to advance. However, ICD–9–CM does not meet any of the 
following criteria: 

• Code set standards outlined by the Health Insurance Portability and Account-
ability Act of 1996 (HIPAA); 

• New services and technology that must be acknowledged in CMS payment sys-
tems according to the Benefits Improvement and Protection Act of 2000 (BIPA); 
or 

• Characteristics of a procedural coding system outlined by the NCVHS in 1993. 

Significant costs are incurred by continued use of severely outdated and limited 
coding systems. For example, failure of our coding systems to keep pace with med-
ical advances results in the use of vague or incorrect codes often taken from the 
claims form and thereby requiring excessive reliance on supporting paper docu-
mentation (attachments or copies of the health record). 

When the need to replace ICD–9–CM was identified in 1993, steps were taken by 
the National Committee on Vital and Health Statistics (NCVHS), the National Cen-
ter for Health Statistics—CDC (NCHS) and the Centers for Medicare and Medicaid 
Services (CMS—then HCFA) to develop a migration plan to ICD–10 for morbidity 
and mortality coding. ICD–10 use for mortality coding in the U.S. was initiated in 
1999, however, while the rest of the industrial countries are now using their vari-
ations of ICD–10 for all reporting, the U.S. continues with the unsupported ICD– 
9–CM (the World Health Organization (WHO) now exclusively supports ICD–10) 
leading to data incomparability with the rest of its global community. 

Extensive work and dedication has gone into developing and evaluating these sys-
tems as replacements for ICD–9–CM. While there is significant support for this 
ICD–9–CM upgrade, there is also a segment of the healthcare industry, clinging to 
antiquated legacy systems, who continues to argue for further delay choosing to 
forgo the benefits of improved data and information available through 21st-century 
terminology and impeding progress toward achieving critical U.S. healthcare goals. 

In November 2003, the NCVHS recommended that HHS initiate the regulatory 
process for the adoption of ICD–10–CM and ICD–10–PCS as replacements for the 
30-year-old ICD–9–CM. At that same time, Congress—in language included in the 
Medicare Prescription Drug, Improvement and Modernization Act (MMA)—urged 
the HHS Secretary to move forward with promulgation of rules for adopting and im-
plementing ICD–10–CM and ICD–10–PCS. It is now 2005—a year and a half after 
these distinguished recommendations—and HHS has taken no action. 

We believe that adoption of ICD–10–CM and ICD–10–PCS is a component of the 
health IT strategy being advanced by Congress and the Administration, not a diver-
sion from it. You are aware that the federal government has licensed SNOMED– 
CT to make it available at no charge as a reference terminology in electronic 
health records. Mappings must be built from SNOMED–CT to ICD–10 so robust 
computer assisted coding applications will be available for adoption.v Today, the Na-
tional Library of Medicine is preparing mappings to ICD–9–CM because there is not 
yet a final rule for ICD–10. I liken this to putting a model T engine in a Porsche. 

Electronic health records based on a reference terminology, such as SNOMED– 
CT, offer a new paradigm for health data capture, aggregation and reporting. In the 
future, it will be possible to use a variety of classification systems to meet specific 
information needs without laborious manual coding. This is what AHIMA and oth-
ers are working toward. But it will take years for these technologies to be built and 
fully deployed in all provider and payer organizations throughout the U.S. A date 
certain for implementation of ICD–10 will drive application development and accel-
erate adoption of reference terminologies, mappings and artificial intelligence-aided 
coding engines. It will permit IT vendors, providers and payers to prepare for the 
change and develop software ‘‘crosswalks’’ between ICD–10 and ICD–9–CM to ac-
commodate organizations that cannot overcome legacy system limitations before the 
effective date. 

In addition to adopting ICD–10, the U.S. must redouble its efforts to ensure uni-
form coding practice and adherence to coding guidelines. The 1996 HIPAA legisla-
tion called for uniformity of transactions and code sets, but states and payers, in-
cluding CMS, persist in adopting local rules and guidelines that further undermine 
data integrity and add to administrative costs. If we are to have reliable interoper-
able data and cost effective fraud-deterring systems, we must promote uniformity 
no matter where the data originates and no matter who the payer is. This is a first, 
but important step in improving the quality of health data through standards. 
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I commend your leadership in supporting health IT improvements and urge you 
to codify the important work of the Office of the National Coordinator in the Depart-
ment of Health and Human Services. I also commend your action to safeguard the 
privacy and security of personal health information. Health information manage-
ment is fundamentally a field that safeguards patient data—its integrity, its effec-
tive use, and its privacy and security. 

In closing, we urge Congress to expedite adoption of ICD–10–CM and ICD–10– 
PCS and standards that will improve the accuracy and consistency of health care 
data. I stand ready to answer questions and to provide any additional information 
that is not covered in my written testimony. Thank you. 
Understanding ICD–10 

ICD–10–CM is a U.S. clinical modification of the World Health Organization’s 
(WHO’s) International Classification of Diseases, 10th edition (ICD–10) is main-
tained by the National Center for Health Statistics (NCHS). ICD–10 is now imple-
mented or being implemented in all highly developed nations except the U.S. ICD– 
10–PCS was designed under contract by the Center for Medicare and Medicaid Serv-
ices (CMS), specifically to replace the ICD–9–CM procedural coding system. 

The U.S. is the only developed country that has not adopted ICD–10 for mortality 
and morbidity. A total of 99 countries are currently using ICD–10 for both mortality 
and morbidity. The U.S. has used ICD–10 since 1999 for mortality reporting only. 
We need to implement ICD–10–CM in order to maintain comparability between 
mortality and morbidity data. 
Improved Data 

ICD–10 provides better data needed to meet the demands of an increasingly glob-
al and electronic healthcare environment. The ways in which coded data are being 
used today go well beyond the purposes for which ICD–9–CM was designed for back 
in the 1970s. Significant advances in the understanding of disease and treatment 
have been made over the last 30 years. 

ICD–10 provides a significant opportunity to improve the capture of information 
about the increasingly complex delivery of healthcare. ICD–10 will provide: 

• Better data to support quality and patient safety improvement activities 
• Better data for improved public health and bio-terrorism monitoring 
• Better data for more accurate reimbursement rates. 

ICD–10 and the EHR 
ICD–10–CM and ICD–10–PCS are better suited for use in electronic health record 

systems (EHR) than ICD–9–CM. The expanded availability of SNOMED–CT made 
possible by recent government licensing agreement increases the urgency of replac-
ing ICD–9–CM with ICD–10–CM/PCS so the development of mapping tools to the 
ICD–10–CM and ICD–10PCS can be initiated. Valid maps are urgently needed to 
link from a highly specific terminology to a classification system so that information 
captured in the reference terminology can utilize the power of summary required 
for healthcare reporting and indexing offered by the classification systems. ICD–10 
medical coding system facilitates more robust mapping from SNOMED–CT clinical 
reference terminology in the EHR due to its greater size and granularity. 

Continued use of the outdated version of ICD (ICD–9–CM) diminishes the value 
of the U.S. investment in SNOMED–CT. The anticipated benefits of an EHR can-
not be achieved if the reference terminology employed in the EHR, such as 
SNOMED–CT, is aggregated into a 30-year-old classification system such as ICD– 
9–CM for administrative use and indexing. Mapping from SNOMED–CT to ICD–10 
will improve the value of clinical data as it will: 

• Facilitate retrieval of coded data at the desired level of detail depending on the 
purposes for which the data are being used 

• Allow for administrative reporting functions such as reimbursement and statis-
tical analysis not possible with SNOMED–CT alone. 

As part of their recommendations for patient medical record information termi-
nology standards, NCVHS urged the federal government to promote the creation 
and maintenance of mappings between the recommended core set of terminologies, 
which includes SNOMED–CT, and medical code set standards designated under 
the Health Insurance Portability and Accountability Act (HIPAA). 

Replacing ICD–9–CM with ICD–10–CM is necessary in order to maintain clinical 
data comparability with the rest of the world concerning the conditions prompting 
healthcare services. The longer the healthcare industry continues to use ICD–9, the 
more difficult it becomes to share disease and mortality data at the time when such 
global data sharing is critical for public health. For example: 
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• ICD–10–CM would have better documented the West Nile Virus and SARS com-
plexes for earlier detection and better tracking 

• ICD–10–CM also provides the ability to track bio-terrorism events and other 
public health outbreaks. 

SNOMED–CT: 
• Is a comprehensive, precise clinical reference terminology that contains concepts 

linked to clinical knowledge to enable accurate recording of data without ambi-
guity; 

• Is specifically designed for use in an EHR: 
• It is incompatible with a paper-based health record system. 
• Integrated into software applications, it represents clinically relevant infor-

mation in a reliable, reproducible manner; 
• Supports clinical decision support systems, computerized physician order entry 

systems, and critical care monitoring; 
• Facilitates communication among clinicians and improves the quality of data 

available for research and measurement of clinical outcomes; 
• Ensures interoperability of patient information across software applications for 

disease management, treatments, etiologies, clinical findings, therapies, proce-
dures, and outcomes; 

• Provides a common language that enables a consistent way of capturing, index-
ing, storing, retrieving, and aggregating clinical data across clinical specialties 
and sites of care; 

• Contains concepts linked to clinical knowledge to enable accurate recording of 
data without ambiguity; 

• Works through implementation in software applications, representing clinically 
relevant information in a reliable, reproducible manner; 

• Contains over 364,400 concepts with unique meanings and formal logic-based 
definitions; more than 984,000 English language descriptions or synonyms; and 
approximately 1.47 million semantic relationships. 

Mapping 
The purpose of mapping is to provide a link between one terminology and another 

in order to: v 

• Use data collected for one purpose for another purpose, 
• Retain the value of data when migrating to newer database formats and 

schemas, and 
• Avoid entering data multiple times and the associated risk of increased cost and 

errors. 
See the AHIMA white paper, Coordination of SNOMED–CT and ICD–10: Getting 

the Most Out of Electronic Health Record Systems, for a complete description of the 
roles of terminologies and classifications in EHR systems and the importance of 
mapping to effectively use clinical information for multiple purposes. 

f 

Chairman JOHNSON. Thank you. Dr. Weiss? 

STATEMENT OF ALLEN WEISS, M.D., PRESIDENT, NAPLES COM-
MUNITY HOSPITAL HEALTHCARE SYSTEM, NAPLES, FLOR-
IDA 

Dr. WEISS. Chairwoman Johnson, Representative Stark, distin-
guished members of the committee, thank you for the opportunity 
to advocate for patients, communities, care givers, and payers, 
whom we all agree have benefited by the use of IT in health care. 
My comments are based primarily on my own experiences that I 
believe may be typical for many care givers and leaders in health 
care today. More than half of the care in the United States today, 
as we have already heard, is from solo and small group practices 
of ten or fewer physicians. Naples, Florida, mirrors these demo-
graphics. By brief way of background, I was in solo private practice 
of rheumatology, internal medicine, and geriatrics for 23 years in 
Naples, Florida, before becoming President of the Naples Commu-
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nity Hospital System in the year 2000. When I was asked to join 
the leadership team at Naples Community Hospital, we had many 
independent, stand-alone, best-of-breed computer systems within 
the building. The interfaces among these systems were always in-
tricate to build, expensive to maintain, and difficult to use. 

Learning best practices from other industries, such as manufac-
turing and banking, showed the wisdom of integration of systems. 
Having a common data repository accessible in different ways de-
pending on the various needs of patients, providers, and payers, is 
key to both safety and efficiency. The push for an internal, seam-
less integration started seriously at Naples Community Hospital 
about 5 years ago. A dramatic improvement in functionality re-
sulted from integration. This internal integration needs to be dupli-
cated outside the hospital in the community, where the majority of 
patient care is rendered today. Any action facilitating integration 
at the time of installation is much more effective than late integra-
tion or none at all. Once computer systems are purchased, in-
stalled, and functional, they are difficult to change. Birth is easier 
than resurrection. Clearly, IT in health care will be the ten ex-
change that Andrew Grove, former chairman of the board of Intel 
Corporation, referred to in the past. Medical errors have been 
shown to decrease up to 95 percent at Vanderbilt Children’s Hos-
pital in a study published in the January 2004 issue of Pediatrics. 
Naples Community Hospital’s experience shows over a 50 percent 
decrement in reported medication errors since medicine adminis-
tration was automated using bar code technology and an electronic 
medical record. IT’s remarkable effect on efficiency will be docu-
mented in a study to be published this September by Dr. Richard 
Homestead, Co-Director of Rand Enterprise Analysis. 

Naples Community Hospital’s experience with the prevention of 
pressure ulcers similarly reflects cost savings by decreasing the 
length of the patient’s hospital stay. Pressure ulcers typically form 
on an area of the body under pressure in frail elderly patients. 
While the 2005 national prevalence was 7.3 percent, Naples Com-
munity Hospital’s recent prevalence was 1.7 percent. The use of IT 
to assess risk and initiate prevention in a timely manner yielded 
a huge savings in terms of misery and money. The most important 
problem to be solved today is the propagation of IT with integra-
tion. At least four options or combination of options are possible. 
Number one, allow the current stand-alone best of breed systems 
to evolve, hoping the purchasers of these systems will only demand 
integration. Number two, ask State or Federal government to mod-
ify rules and regulations that would facilitate propagation of inte-
grated IT. Number three, ask the health care IT industry to work 
together with payers, providers, and consumers to develop common 
standards. Number four, ask payers, namely the insurers, both 
governmental and commercial, to financially support IT, whether 
by direct funding or implementation or by increased reimburse-
ment for providers who do use IT in their practices, thinking that 
the cost of care would decrease as care is rendered in a more effi-
cient and safe manner. Thank you for the opportunity to assist in 
this important endeavor. 

[The prepared statement of Dr. Weiss follows:] 
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Statement of Allen Weiss, M.D., President, Naples Community Hospital 
Healthcare System, Naples, Florida 

Chairwoman Johnson, Representative Stark, distinguished members of the Com-
mittee: 

Good Morning. Thank you for the opportunity to advocate for patients, commu-
nities, care givers, and payers who must benefit by the use of information tech-
nology (IT) in healthcare. My comments are based on my own experiences that, I 
believe, may be typical for many care givers and leaders in healthcare today. 

By brief way of background, I was in solo private practice of Rheumatology, Inter-
nal Medicine and Geriatrics for twenty-three years in Naples, Florida before becom-
ing President of the Naples Community Hospital Healthcare System (NCH) in 2000. 
During my last decade of private practice I used a computer system for billing pur-
poses. During my last two years of practice I additionally used an inexpensive, com-
mercially available voice recognition system for recording clinical information. Mine 
was not a ‘‘high tech’’ office, and I was not a ‘‘high tech’’ person; my situation was 
rather typical of many offices across the United States at that time and even today 
where the majority of physicians are in either solo or small group practice. 

When I was asked to join the leadership team at NCH, we had many independent 
‘‘stand alone—best of breed’’ computer systems. The interfaces among those systems 
were always intricate to build, expensive to maintain, and difficult to use. Learning 
best practices from other industries such as manufacturing and banking showed the 
wisdom of integration of systems. Having a common data repository that can be 
accessed in different ways depending on the various needs of patients, providers, 
and payers is the key both to safety and efficiency. The push for internal, seamless 
integration started seriously at NCH about five years ago. Now, this internal inte-
gration needs to be duplicated outside the hospital, in the community where the ma-
jority of patient care is rendered. 

NCH is typical of many hospitals in terms of size and demographics—two loca-
tions with 539 beds, almost 4000 employees, over 35,000 admissions, 4000 births, 
600 open hearts surgeries, and 130,000 emergency room visits per year. We care for 
all who come to our hospital, with approximately 24% of our patients uninsured, un-
able to pay, or on Medicaid. 

We are a not-for-profit community-based system with three core competencies— 
demonstrative quality, operational efficiency and fiscal responsibility. Operational 
efficiency, with the extensive use of IT, nurtures demonstrative quality, in turn 
leading to fiscal responsibility. 

In striving to demonstrate quality, we earned a Healthgrades top 5% overall rat-
ing and a top 5% rating in cardiac, stroke, and pulmonary along with a top 3% in 
patient safety. We volunteered to participate in the Center for Medicare and Med-
icaid Services (CMS) project to demonstrate quality. This project compares us to 277 
other hospitals that have also volunteered regarding measures for congestive heart 
failure, acute myocardial infarct (heart attack), coronary bypass (open heart sur-
gery), community acquired pneumonia, and joint replacement (hip and knee). We 
also use a balanced scorecard as popularized by Norton and Kaplan. This scorecard 
stresses both quality metrics and operational efficiencies in addition to the tradi-
tional financial metrics. The leadership team at NCH believes that these quality 
awards were facilitated by the use of IT. 

NCH’s most fundamental core competency is operational efficiency. Information 
technology is the tool that allows caregivers to provide better care more efficiently. 
A common metaphor concerning IT compares a hand and power drill. Both tools can 
produce the same end product, namely a hole, but the power drill accomplishes the 
task with a fraction of the energy in a fraction of the time. IT correctly used can 
not only drill the hole, but also guarantee that the hole was made in the right place 
without doing any neighboring damage. Moreover, IT’s improved ease, speed, accu-
racy, and reliability in a process can, more fundamentally, encourage other proc-
esses to change. 

Hospitals are set-ups for tremendous inefficiency. For example, a common sce-
nario is a duplicate laboratory test: the attending physician, after assessing the pa-
tient, orders an appropriate test, followed by the consulting physician, not able to 
read or find the order in the chart, ordering the same test later in the day while 
the original test was already in progress. 

Physicians using computers to enter orders will have instant, clear knowledge. In 
the example above, the second physician would receive a ‘‘pop up’’ cautionary note 
stating that the same test is already in progress or that the results were now avail-
able. ‘‘Do you want to order it again?’’ would be the question displayed. The physi-
cian could exit the order-entry routine, avoiding another needle stick for the patient, 
another charge for the payer, and another inefficiency for the caregiver. Having the 
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right information at the right time will make for a safer, more efficient environment 
for patients and caregivers. 

Ordering and administering medicines have become more complex over time. Only 
60 drugs were commonly prescribed in 1960. In 2000 almost 6000 medicines were 
commonly prescribed. Who can keep 6000 drug interactions in mind? No human 
can, but a well functioning IT system can give instant feedback for incorrect doses, 
inappropriate interactions, potential allergies, as well as make suggestions based on 
medical evidence. At NCH’s smaller hospital, greater than a 50% decrease in medi-
cine errors has been reported over the last four months since instituting a bar code 
system: portable bar code readers correctly identify patients wearing wrist bands 
with bar codes. Medicines are delivered to the bedside in bar coded containers, and 
nurses wear badges with bar code identification. Once the scanning is complete and 
the bar code reader states all is proper to proceed with the medicine administration, 
documentation is done automatically. A pharmacist who can intervene at any time 
electronically supervises the entire process. NCH’s larger hospital has had the same 
system in place for only two months with similar positive results. IT in this situa-
tion makes caregivers more efficient and patients safer. 

As previously stated, NCH has strived towards an integrated IT system since 
2000. On Saturday, September 8, 2001 our almost 1000 nurses started documenting 
all of their notes using digital technology. This event was a sea change and retro-
spectively may have been the tipping point for our institution in the use of IT. 

One remarkable result in saving patients from the misery of pressure ulcers has 
been directly related to the process change facilitated by the use of IT. Pressure ul-
cers are sores which form on skin areas under pressure in people who are typically 
debilitated, malnourished, and lying or sitting in one position. These sores, for the 
most part preventable, usually develop on the sacral area (backside) or the back of 
the heels. Each pressure sore adds suffering to the patient as well as cost to the 
healthcare system in terms of length of hospital stay and thousands of dollars in 
patient care. The national average for prevalence of pressure ulcers was 7.3% in 
2005. Patients can be assessed for risk of developing pressure ulcers by using the 
Braden Scale Scoring System that asks six questions and produces a score from six 
to twenty-three, inclusive. Starting intervention after doing these scores manually 
is burdensome to the caregivers, and often is not done. Using IT to facilitate the 
scoring and alerting the appropriate caregivers has been remarkable in effective-
ness. 

Every patient at NCH is assessed for pressure ulcers once on admission and if 
at risk, daily thereafter. An elderly, malnourished, incontinent person with a frac-
tured hip due to a fall in a skilled care facility is an example of a high-risk patient. 
Having a low score indicating risk for developing pressure ulcers, the patient is im-
mediately seen by a nurse trained in prevention and given specific skin treatment. 
NCH’s pressure ulcer rate was above 12.8% at the start of using IT to measure risk 
and start intervention. NCH’s most recent assessment had a rate of 1.7% with no 
heel ulcers—a remarkable achievement. 

Drexel University has a competition for the best new use of technology in 
healthcare; our care givers won this year for using IT to decrease pressure ulcers. 
IT is the ‘‘power drill’’ in this remarkable example that allows for a process change 
resulting in decreased misery, improved safety, and lower cost. Patients, commu-
nities, care givers, and payers all benefit. 

Having strong integrated IT within the hospital is only the first step towards safe-
ty and efficiency. The goal of sharing health information is to have the patient, care-
giver, and payer all have access to the portions of the health record that are appro-
priate for their respective needs. Granting practicing physicians access to the hos-
pital system has been the most successful portion thus far. Sharing patient informa-
tion from the physicians’ office to the hospital has not. Thus far, information has 
flowed in one direction only—hospital to physician. Physician to hospital, physician- 
to-physician, and patient to care giver still depend on patients’ and physicians’ 
memories, copied papers, and faxes. Patients and payers continue to depend on care 
givers sharing clinical information in much the same way as decades ago. We prac-
tice and treat using 21st century technology, but we record and archive the same 
way we did in the 18th century. Demographic information is being shared by hos-
pitals and physicians offices with payers primarily for reimbursement purposes. 
Having a patient both involved and informed in his or her care are two goals that 
have been shown to improve health and decrease anxiety. Who isn’t anxious waiting 
for the results of a mammogram or PSA (prostate specific antigen)? Yet, we still 
can’t report these results quickly and safely using the IT currently available. This 
challenge can be helped by creating a common set of standards and policies to ex-
change information among patients, communities, caregivers, and payers. Moreover, 
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neutered data shared within and among communities may be helpful for public 
health purposes. 

Currently, NCH has about 525 physicians on staff. Over 350 of these physicians 
have secure access to the in-patient IT system from their offices and homes using 
high speed internet access. This access is in ‘‘read only’’ mode to borrow a term from 
the computer industry. Each physician purchases a key fob at cost from NCH—sev-
enty-five dollars. Security is maintained by a series of numbers that change each 
minute by satellite on the fob’s screen. To access the system, a person must enter 
the numeric code for that minute in addition to a password. Early in our process 
of trying to integrate our physicians with the in-patient IT system, NCH charged 
five hundred dollars for installation of the system in an office. Physicians in larger 
groups needed the billing information available on their in-patients and did buy the 
system primarily for that reason. These physicians needed to have high speed inter-
net access in their offices and gradually came to the realization that it was easier 
to obtain lab results, vital signs, and other clinical information on their in-patients 
by going on-line rather than playing ‘‘telephone tag’’ with the nurse on the floor who 
might be occupied caring for another patient. NCH, realizing that the in-patient 
nurse became more efficient when relieved of the ‘‘telephone tag’’ process, decided 
to waive the five hundred dollar charge if the physician would also keep all of his/ 
her hospital chart documentation up to date. NCH made this offer in conjunction 
with Florida’s Doctors’ Day in 2003. 

Now, physicians may obtain lab results, vital signs, nursing notes, and consult-
ative notes on-line in a ‘‘read only’’ mode at any time and in any place with com-
puter access. Obstetricians can view ‘‘read only’’ fetal monitor strips that are con-
temporaneous measures of an unborn child’s health during the labor process. Soon, 
physicians will be able to order medicines, lab tests, and other modalities on-line 
for their patients. This off-site entry capability should facilitate communication and 
decrease the inherent risk of phone orders which even if read back, could be mis-
understood or transcribed incorrectly. 

Local nursing homes, visiting home nurse companies, and more recently a mental 
health facility and the Medical Examiner’s office also have secure access to the in- 
patient record. This capability has replaced the physical need for a person to travel 
to review a record or to fax dozens or even hundreds of pages per day to another 
provider. In the case of nursing home transfers, multiple nursing homes can review 
charts simultaneously to determine which patients are best suited for the home’s 
particular environment. This off-site, pre-discharge review decreases a patient’s hos-
pital stay, previously devoted to in-person reviews by successive nursing facilities. 
In turn, costs are lowered and safety is improved. 

When NCH initiated this review process at the suggestion of the Director of Pa-
tient Advocacy, concerns about security and privacy arose. The electronic environ-
ment, although not perfect, is in fact better—safer—than the paper environment. 
With paper, anyone in the hospital can casually pick up a chart at the nursing sta-
tion and browse anonymously. Patient charts have been minimally secured for dec-
ades without patients’ realization. However, to ‘‘open’’ a patient chart electronically, 
one must first have a password. Then the record is updated showing the date and 
time of access, what specifically was examined, and the claimed relationship of the 
viewer to the patient. To search for unauthorized access, the log of viewers is re-
viewed both randomly and also using specific algorithms. Not only are searches 
done on high profile patients and high profile diseases, but also records are exam-
ined for viewers with same last names and those designated as ‘‘who to notify in 
case of an emergency.’’ Hospital employees are warned that invasion of privacy will 
result in immediate termination, and NCH has enforced this regulation already. 
This termination policy has proven to be an effective deterrent. Long term using IT, 
health care will have comfort in security now perceived in the banking and finance 
industry. In the paper age, people had a false sense of security and privacy. 

An Electronic Health Record (EHR), for hospitals or physician offices of any size, 
requires support people with a variety of skills used episodically. Having full time 
employees to maintain hardware and software and train other employees does not 
take advantage of economies of scale or scope. Service personnel, as well as replace-
ment parts, are needed for rapid repair to avoid unplanned downtime when com-
puters are on-site. Even as a 539-bed two-hospital system, NCH could not support 
full time hardware service personnel on-site when needed only occasionally. NCH 
advantageously outsourced its main hardware, the computer server, to a specialist 
in remote hosting of computers. Similarly, NCH could not stock replacement parts 
economically. While remote hosting, web support and internet training do not obvi-
ate the need for face-to-face, hands-on employees, the need and cost are greatly re-
duced. 
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The cost of purchase, installation, maintenance, and training is a challenge for 
small or moderate sized groups as well. Smaller groups have the same problems in 
an exaggerated form. Ideally, by combining five hundred physicians and a 539-bed 
two-hospital system, the costs of installation, maintenance and training would come 
down and be manageable for everyone. 

However, the major disappointment in our local health care community has been 
not having seamless EHR shared by the treating physicians and NCH. About eight-
een months ago two local groups of physicians (one with approximately fifty-five 
physicians and the other forty) shopped independently for an electronic health 
record for their respective practices. Both ultimately purchased excellent IT prod-
ucts which do not interface with the equally powerful hospital system. Moreover, 
solo and small groups have installed ‘‘stand alone’’ systems that will be hard to inte-
grate in the future. The goal of having one common community system was very 
attractive for many reasons including patient safety, patient and provider conven-
ience, support personnel training, system maintenance, and overall efficiency. A uni-
fied EHR helps make an area attractive for retirees who rank health care as a 
major concern. 

Compounding this problem, Collier County has a summer and winter population 
variation between a nadir of approximately three hundred thousand and peak of 
over four hundred thousand people. Moreover, while NCH was previously the sole 
hospital in Naples, now Cleveland Clinic Foundation of Collier County has an 
eighty-bed hospital and HMA, a for-profit hospital system, is in the permitting proc-
ess to build a hundred-bed hospital. Most physician groups want to be able to inter-
act with more than one hospital system. Most hospitals want to be able to service 
as many physicians and patients as possible in an efficient manner. Ideally, all EHR 
systems would have seamless interaction without the need for interfaces, but that 
is currently not the case. Complete integration would solve the problem of informa-
tion transfer for patients, providers, and payers. 

NCH, in spite of relatively good relations with physician groups, could not build 
a mutual bridge of trust to share IT resources so that patients, communities, care 
givers, and payers would all benefit. What went wrong or why does Collier County, 
Florida have three major independent systems along with several additional ‘‘stand 
alone’’ systems? First, physicians questioned whether a successful outcome was pos-
sible given that installing IT in private offices was new territory for hospital serv-
ices. Second, physicians wanted to be able to practice at all three hospitals in the 
county and not be locked into NCH if the other two systems chose a different IT 
system. Third, NCH was prohibited by self-referral laws from giving support serv-
ices to physicians or groups of physicians. 

Any encouragement that could integrate healthcare IT within Collier County 
would be welcome and of benefit to all involved. Each system has advantages but 
having multiple different systems more than neutralizes any of the individual ad-
vantages as far as patient safety, provider convenience and payer efficiency are con-
cerned. Hopefully, both IT companies and purchasers will understand that the next 
generation of software must be interoperable. 

Having common standards is quintessential for seamlessness, safety, efficiency, 
privacy, confidentiality, economic feasibility, and the development of evidence based 
medicine (EBM). Currently, a wealth of clinical information is not shared because 
it is either in paper form or in isolated digital form. Once a common language exists, 
large populations may be easily and quickly studied. EBM would advance at a much 
faster pace than can be done currently with controlled experiments. 

Common standards and digitalization of the EHR would also permit patients to 
have access to appropriate portions of their own medical records such as cholesterol 
results and blood pressure readings regardless of where they move to in the future. 
Patients who are involved with their own care are more compliant, are easier to 
care for, cost less, and have a better prognosis. 

IT also allows fungible work to be performed in remote locations. Currently, radi-
ology reading and medical transcription are done abroad. Moreover, while calcula-
tions of total parental nutrition (a therapy to assist patients who cannot take in nu-
trition) are complex, requiring both a pharmacist and dietician’s time and attention, 
the math can be done anywhere in the world. Healthcare workers will always be 
needed in the workforce because face-to-face contact with patients is not fungible. 
However, healthcare workers will need to adapt by learning new skills throughout 
their careers and realizing that their value lies in the human interface. 

Is payment for IT implementation holding back its adoption nationally? Thus far, 
the caregivers have paid for their IT systems, and the care givers have benefited 
somewhat but not as much as the patients and payers have benefited. Patients 
cared for in a functioning IT environment have a safer, higher quality experience 
while not having any additional out-of-pocket expense. Payers benefit by having 
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fewer duplicate tests in addition to better quality, both of which always lower cost. 
Similar to the patients, the payers have not had any additional expense for their 
cost savings. The caregivers who have paid for the installation and maintenance of 
IT have benefited by avoiding medical errors. However, these care givers ultimately 
may lose revenue due to decreased patient volume as the power of IT shifts care 
to the outpatient arena. 

Ultimately, the right thing to do in caring for patients is to provide quality using 
the best tools (IT) available for operational efficiency. During evolutionary times, 
market share will shift as will profit margins for hospitals, caregivers, and payers. 
Those with the most to lose will resist the most; but in the free market with the 
exchange of information, change is inevitable. 

The pressing issue to be solved today is seamless propagation of integrated infor-
mation technology and who pays the cost. 

At least four options or combinations these options are possible: 
#1 Allow the current ‘‘stand alone—best of breed systems’’ to evolve, hoping that 

the purchasers of these systems will ultimately demand integration. With this op-
tion, the providers—both hospitals and physicians—continue to pay rather than pay-
ers (insurance companies) or government. This ‘‘do nothing’’ approach could take too 
long and ultimately not develop a unified system. Reminiscent of this approach is 
the Beta versus VHS conflict in video technology, taking time but ultimately pro-
ducing a sole system. 

#2 Ask state or federal government to modify rules and regulations that would 
facilitate propagation of integrated IT. With this approach, providers could continue 
to pay or government could financially support its mandate, speeding accomplish-
ment. This government model has the advantage of universal applicability but the 
disadvantage of possible initial tax payer cost along with additional rules for pro-
viders. 

#3 Ask the healthcare information technology industry to work together with pay-
ers, providers and consumers to develop common standards for seamless information 
transfer among the in-patient and out-patient environments as well as among pa-
tients and payers. Thus far, the IT industry has not produced interoperability. With 
this option, the providers continue to pay but will be receiving better value. 

#4 Ask payers, namely the insurers—both governmental and commercial—to fi-
nancially support information technology, whether by direct funding of implementa-
tion or by increased reimbursements for providers using information technology, 
thinking that the cost of care would decrease as care is rendered in a more efficient 
and safe manner. This approach would create more EHR care givers, perhaps allow-
ing Option #1 to evolve faster or pressuring Option #3 to mature sooner. 

Thank you for the opportunity to assist in this important endeavor. 

f 

Chairman JOHNSON. Thank you very much, Dr. Weiss. Ms. 
Pritts? 

STATEMENT OF JOY L. PRITTS, ASSISTANT RESEARCH 
PROFESSOR, HEALTH POLICY INSTITUTE, GEORGETOWN 
UNIVERSITY 

Ms. PRITTS. Good morning. Madam Chairman, Congressman 
Stark, members of the Subcommittee on Health, I would like to 
thank you for inviting me today to testify on the confidentiality of 
health information as the National Health Information Infrastruc-
ture continues to develop. As I was introduced, my name is Joy 
Pritts and I am Assistant Research Professor at Georgetown’s 
Health Policy Institute. I have studied medical privacy issues, in 
particular medical privacy laws, for a number of years now, and I 
have spent a lot of time looking at State health privacy laws and 
the Federal privacy laws and how they interact with each other. 
Everyone seems to agree that as we develop a national Health In-
formation Infrastructure and continue to push for this electronic 
exchange of health information, that protecting the privacy of the 
health information is an admirable goal and this is something that 
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we should be doing. The question remains, even after all that has 
gone on up to this point, how to accomplish that goal. A com-
prehensive minimal Federal standard supplemented by Federal pri-
vacy laws is what we are working with today. I would say that, at 
a minimum, that is where we should end up. 

Where we should not end up is relying on the HIPAA privacy 
rule as it is written now as a national Federal standard. The 
HIPAA privacy rule standing on its own in the absence of higher 
State privacy protections is simply inadequate. It does not cover 
many of the people and organizations who will have access to 
health information on the National Health Information Infrastruc-
ture as it is envisioned, and it was designed as a minimal set of 
standards from the outset. I would first like to briefly address the 
scope of HIPAA as it is currently written. It is our only generally 
applicable Federal privacy standard for health information. It is 
not enough. It is not broad enough. The way HIPAA was written, 
it covers only a core group of people and organizations that hold 
health care information: Health plans, health care clearinghouses, 
and health care providers who transmit health information elec-
tronically for certain administrative and financial purposes, usually 
in connection with processing health insurance and claims and 
things of that nature. 

Because of the way it is written, HIPAA is very limited in who 
it covers. It doesn’t even cover everybody in the core group of those 
who hold and use health information on a regular basis. For exam-
ple, it does not cover health care providers who don’t engage in 
health care insurance transactions. That means that health care 
providers who provide health care services over the Internet and 
accept credit cards are not covered by HIPAA. This is an increasing 
area of medical practice. People turn to the Internet for medical 
care, for one thing, in order to keep their medical information pri-
vate and out of their other medical records, but also because they 
don’t have health insurance and they have found this to be one 
mechanism that they can pay for their own health care at a reason-
able level, is turning to the Internet. They are not covered by the 
Federal privacy protections. Beyond this core group that HIPAA 
does cover, it doesn’t cover all of the other entities that receive 
health care information from the core group. It doesn’t cover them 
directly. It doesn’t cover Workers’ Comp. It doesn’t cover life insur-
ance. In particular, it doesn’t cover some of the people who are es-
sential to the use of health care information. 

It also does not cover, according to the Department of Justice, 
employees of covered entities, and that is something that really 
needs to be remedied as we move forward. I would also like to em-
phasize that HIPAA sets minimal standards. It was conceived that 
way. It was written that way. When HHS received comments on 
the privacy rule and people requested them to set high standards 
for certain medical conditions, such as HIV, mental health treat-
ment, consumers were reportedly told, this is the floor. We are not 
set out to set maximum or even best business practices. You can 
always turn to your State laws, and States have filled that gap 
where HIPAA has not reached a very high standard. Eliminating 
State law, as some have proposed to do, to set a uniform standard 
in order to ease the exchange of health care information would 
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drastically lower consumer privacy rights and protections. We 
should not use the development of the National Health Information 
Infrastructure as an excuse to reduce privacy protections of health 
information to the least common denominator. Thank you. 

[The prepared statement of Ms. Pritts follows:] 

Statement of Joy L. Pritts, Assistant Research Professor, 
Health Policy Institute, Georgetown University 

I. Introduction 
Madam Chairman and Members of the Subcommittee on Health of the House 

Committee on Ways and Means: Thank you for the opportunity to testify before you 
today on protecting the confidentiality of health information and health information 
technology (IT). 

My name is Joy Pritts. I am a lawyer and an Assistant Research Professor at 
GeorgetownUniversity’s Health Policy Institute. In my position at Georgetown, I 
conduct research and analysis on a range of health privacy issues. Much of my work 
has focused on the Privacy Rule issued under the Health Insurance Portability and 
Accountability Act of 1996 (HIPAA), its scope and its interaction with state health 
privacy laws. I have written extensively on this topic including: The State of Health 
Privacy (2002); Implementing the Federal Health Privacy Rule in California (2002); 
‘‘Altered States: State Health Privacy Laws and the Impact of the Federal Health 
Privacy Rule,’’ Yale Journal of Health Policy, Law, and Ethics (Spring 2002); and 
‘‘Preemption Analysis Under HIPAA—Proceed with Caution,’’ In Confidence (April 
2003); and state-specific consumer guides on how to obtain and correct or amend 
medical records under a combination of the HIPAA Privacy Rule and state law, 
available at http://hpi.georgetown.edu/privacy/records.html. 

My testimony today will focus on what, if any, actions the federal government 
should take with respect to protecting the confidentiality of health information in 
order to facilitate the electronic exchange of health information, including the devel-
opment of a national health information infrastructure (NHII). In particular, my 
testimony will address why, at a minimum, the HIPAA Privacy Rule must be ex-
panded to directly cover all who have access to individually identifiable health infor-
mation. I will also discuss the importance of protecting the ability of states to build 
on the floor of federal privacy protections, as is currently permitted by HIPAA. 
II. Background 

The electronic exchange of health information has the potential to improve the 
quality of health care. Electronic records will be more complete, legible, and more 
accessible to providers. These features should lead to improved quality of care, the 
elimination of repetitive tests and a streamlining of the administrative process. 
Under the right circumstances, electronic medical records should also be more se-
cure than paper records. 

The risks of a computer-based health information system, however, remain real. 
Computerization of medical records will make large amounts of detailed personal 
data more readily accessible and transferable not only to health care providers but 
to others. When a breach in confidentiality occurs, it is often with respect to hun-
dreds if not thousands of records at a time. For example, several thousand patient 
records at the University of Michigan Medical Center containing names, job status, 
treatment information and other data were inadvertently posted on public Internet 
sites for two months.1 

Unintentional disclosure is not the only threat to heath information in electronic 
format. Some people improperly access and disclose medical records because they 
want to make money. A hospital employee sold country singer Tammy Wynette’s 
medical records to the National Enquirer and Star tabloids.2 Hospital employees in 
New York sold emergency room patients’ information to attorneys and others to use 
in insurance scams.3 Recently, an employee of cancer clinic accessed the medical 
records of a patient with terminal cancer, obtained credit cards in the patient’s 
name, and ran up over $9000 in charges.4 
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7 P. Slevin, ‘‘Man Wins Suit Over Disclosure of HIV Status,’’ The Washington Post, December 
30, 1999, p. B4. 

8 J. Lite, D.Epstein and C. Katz, Clinton File Snoopers Rapped,’’ New York Daily News, Sep-
tember 11, 2004, available at http://www.nydailynews.com/news/local/story/230961p– 
198366c.html 

9 U.S. Department of Health and Human Services, Preamble, Standards for Privacy of Individ-
ually Identifiable Health Information; Proposed Rule, 64 Fed. Reg. 59918, November 3, 1999, 
p. 59923. 

10 See 64 Fed. Reg. 59923. 

Others improperly access medical information to use against or embarrass a per-
son. As New York Congresswoman Nydia Velasquez testified before the Senate Judi-
ciary Committee, her medical records—including details of a bout with depression— 
were faxed from a New York hospital to a local newspaper and television station 
on the eve of her 1992 primary.5 On a more local level, the medical records of a 
Maryland school board member, who had been treated for depression, were sent to 
school officials as part of a campaign criticizing his performance.6 

Still others improperly access and disclose medical information out of curiosity. 
An employee at a major hospital in Washington DC learned that one of her co-work-
ers had HIV when she improperly accessed his medical record to find out why he 
was hospitalized. The employee revealed the patient’s HIV status to other co-work-
ers who ostracized him.7 When former President Clinton was in the hospital for 
heart surgery 17 hospital workers who had nothing to do with his health care im-
properly tried to access his medical records. Perhaps most disturbing was the reac-
tion of the hospital employees, one of whom commented, ‘‘I’m not surprised. People 
are nosy. It happens all the time.’’ 8 

The risks of having medical information improperly accessed and disclosed are 
shared by nearly everyone: people going through a divorce or custody dispute; people 
who work in the health care system and who also happen to be patients of that sys-
tem; people who live in small communities; and people with medical conditions that 
may subject them to stigma or discrimination. The consequences can be severe. Peo-
ple fear that they will be ostracized, that they may lose their custody battle, a polit-
ical race, their job, or their insurance. 

As we continue to move toward the computerization of medical information, it is 
imperative to ask whether there are adequate privacy laws in place to reduce, if not 
eliminate, these risks. The HIPAA Privacy Rule is not sufficient. It is not broad 
enough to cover all of those who have access to health information, especially the 
growing number who will have electronic access. Furthermore, because HIPAA is 
designed to provide a minimal floor of privacy protections it is important that states 
retain their ability to offer higher levels of privacy protection. 
III. Federal Privacy Protections Should Apply To Everyone Who Receives 

Or Creates Identifiable HEalth Information 
HIPAA and the Privacy Rule issued under the Act only directly cover a core group 

of those who hold and maintain health care information (known collectively as ‘‘cov-
ered entities’’): health care providers who transmit health information electronically 
in connection with certain financial and administrative purposes, health plans and 
health care clearinghouses. As the Department of Health and Human Services 
(HHS) noted, ‘‘Unfortunately, this leaves many of the people and organizations that 
receive, use and disclose protected health information outside of the system of [fed-
eral] protection.’’ 9 First, HIPAA does not cover all health care providers. Only pro-
viders who transmit health information electronically for certain administrative and 
financial transactions (largely related to insurance) are covered by HIPAA. For ex-
ample, an increasing number of health care providers offer health services directly 
to consumers over the Internet, accepting only credit card payments. These pro-
viders are beyond the scope of HIPAA. 

Other examples of persons who receive and use information and who are not cov-
ered by HIPAA include workers compensation carriers, researchers, life insurance 
issuers, employers and marketing firms. HHS also lacks the authority to directly 
regulate many of the persons that covered entities hire to perform administrative, 
legal, accounting, and similar services on their behalf, and who would obtain health 
information in order to perform their duties (called ‘‘business associates’’).10 

Although HHS attempted to fill some of these gaps by requiring covered health 
care providers and health plans to enter into contracts that require those who per-
form services on their behalf (known as ‘‘business associates’’) to protect the con-
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fidentiality of the health information that they receive, HHS has no enforcement au-
thority over these recipients. If business associates violate their contracts, HHS can-
not impose civil or criminal penalties against them. 

Similarly, it appears that HHS may not have the authority to impose criminal 
penalties against individuals who improperly obtain or disclose individually identifi-
able health information even if they act for profit. HIPAA provides for criminal pen-
alties for persons who knowingly in violation of the Act obtain or disclose individ-
ually identifiable health information relating to an individual.11 The Act provides 
the most substantial criminal penalties for those who commit these acts under false 
pretenses or with intent to sell or use the information for commercial purposes, per-
sonal gain or malicious harm.12 The United States Department of Justice has re-
cently taken the position that these criminal penalties generally apply only to cov-
ered entities. Employees and others who improperly obtain and use health informa-
tion (even if it is for profit or to cause serious harm to another) may not be pros-
ecuted under this section.13 Under this interpretation, the hospital employees de-
scribed above who sold emergency room patient information to lawyers could not be 
prosecuted under HIPAA. 

These gaps in federal privacy protection coverage leave large volumes of identifi-
able health information vulnerable to improper access and disclosure without any 
real remedies. The promotion of the electronic exchange of health information 
heightens the urgency of filling these gaps through federal legislation. Forming a 
national health information infrastructure without adequate federal privacy protec-
tions threatens not only the privacy of patients but also the very viability of such 
a system. 

III. Higher State Health Privacy Protections Should Remain In Place 
It is important to preserve the ability of states to impose more protective privacy 

standards on the use and disclosure of health information as we encourage the elec-
tronic exchange of health information. As currently written, HIPAA sets a federal 
floor for the protection of health information. The HIPAA Privacy Rule overrides 
(preempts) state laws that are less protective of privacy. However, state laws that 
provide health information privacy protections that are equal to or greater than 
those contained in the HIPAA Privacy Rule remain in place. These state laws offer 
additional privacy protection to people with medical conditions that often subject 
them to stigma or discrimination, such as HIV or mental health conditions. They 
give patients greater access rights to their own health information. 

Many in the health care industry would like to preempt all state health privacy 
protections so that the HIPAA Privacy Rule would serve as the uniform, national 
standard for protecting the privacy of health information. However, doing so would 
directly contradict a key, underlying premise of the HIPAA Privacy Rule. The Rule 
was explicitly conceived, written and issued as the minimally acceptable standard 
upon which states could build. Indeed, the ramifications of nullifying stronger state 
privacy laws are enormous and could be quite negative for patients on a number 
of fronts. 

In considering these issues, it is imperative to remember how we got to where we 
are today. States have traditionally exercised power over the health and welfare of 
their citizens. Over the years, states have developed an extensive range of statutes 
and regulations that protect the privacy of health information. Every state has some 
statute or regulation governing the use of health information. These laws can be 
found in health provider licensing laws, insurance laws, public health laws, the 
rules of evidence and civil procedures. Many states developed statutes and regula-
tions that specifically address the use and disclosure of health information in a de-
tailed and comprehensive fashion. In response to the needs of their citizens, most 
states have laws that provide privacy protections specifically for information related 
to medical conditions that are often associated with stigma or discrimination, such 
as HIV or mental health conditions. 

Additionally, in the 40 years preceding the issuance of the Privacy Rule, most 
states developed common law through court cases where people sued for the im-
proper disclosure of their health information, often based on invasion of the right 
to privacy. The level of privacy protection afforded by the states, however, varied 
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widely. Some states had broad, detailed privacy protections for health information 
while others had few protections.14 

As efforts to encourage the health care industry to adopt computer technology in-
tensified it became apparent that there was a need for at least minimum federal 
standards to protect the privacy of health information. Beginning as early as 1980, 
Congress attempted to pass health privacy legislation. In 1996, Congress once again 
took up the issue of health privacy, this time within the context of HIPAA. The Ad-
ministrative Simplification provisions of HIPAA were designed to encourage the de-
velopment of an electronically based health care system. Recognizing that protecting 
the privacy of health information was an important component of this system, Con-
gress set itself a 3-year deadline for enacting comprehensive health privacy legisla-
tion. If Congress failed to act in that time, HHS was directed to write and issue 
health privacy regulations. HIPAA expressly provides that these federal regulations 
will not supercede a contrary provision of state law if the state standard is more 
stringent than the standards imposed by the federal regulations. 

Congress was unable to pass comprehensive health privacy legislation within the 
3-year period. No national consensus could be reached on some of the more difficult 
policy issues surrounding the protection of health information (such as the appro-
priate level of protection for HIV information or for genetic information and the 
right of an individual to sue for improper disclosures of information). Accordingly, 
the duty to craft federal health privacy protections passed to HHS. 

Throughout the rule-making process, HHS consistently maintained that it was es-
tablishing minimum federal standards, which would not disturb more protective 
state laws. In explaining its approach to the Privacy Rule, HHS stated: 

It is important to understand this regulation as a new federal floor of privacy pro-
tections that does not disturb more protective rules or practices. Nor do we intend 
this regulation to describe a set of a ‘‘best practices.’’ Rather, this regulation de-
scribes a set of basic consumer protections and a series of regulatory permissions 
for use and disclosure of health information. The protections are a mandatory floor, 
which other governments and any covered entity may exceed.15 

In response to public comments requesting additional privacy protection 
for HIV/AIDS information, HHS again explained that it was taking a 
minimalist approach: 

Where, as in this case, most states have acted and there is no predominant rule 
that emerges from the state experience with this issue, we have decided to let state 
law predominate. The final rule only provides a floor of protection for health infor-
mation and does not preempt state laws that provide greater protection than the 
rule. Where states have decided to treat certain information as more sensitive than 
other information, we do not preempt those laws.16 

One and half years later, HHS responded to consumer concerns about the elimi-
nation of the requirement that covered entities obtain patient’s consent to use or 
disclose identifiable health information for treatment, payment, and health care op-
erations, by reassuring them that state privacy protections would remain in place. 
HHS stated: 

The Privacy Rule provides a floor of privacy protection. State laws that are more 
stringent remain in force. In order to not interfere with such laws and ethical stand-
ards, this Rule permits covered entities to obtain consent. Nor is the Privacy Rule 
intended to serve as a ‘‘best practice’’ standard.17 

In short, from beginning to end the Privacy Rule has been built on the under-
standing that it would serve as a minimal floor of protection and that state laws 
affording higher protections would be preserved. 

As a result, many state laws remain in effect. Some of these state laws afford a 
higher degree of protection to sensitive medical information, such as information re-
lated to genetic testing, HIV or mental health. States continue to afford their citi-
zens the right to sue for improper disclosures of their privacy or to obtain their med-
ical records. 

Many in the health care industry would eliminate these higher state health pri-
vacy protections in the interest of having more uniformity. The Privacy Rule has 
set minimal standards in every state. It has effectively created privacy standards 
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in states where few existed and raised standards in those with few protections. By 
establishing a federal floor of health privacy protections, HIPAA has already sub-
stantially evened the playing field. (See App. Fig. 2). Moreover, in response to the 
HIPAA Privacy Rule, many states have taken the initiative to re-examine their own 
health privacy laws. As a result, some states have amended their privacy laws, 
where appropriate, so that they are more closely aligned with the HIPAA standards. 
In practice, this voluntary action has also produced more uniformity.Preempting all 
state health privacy protections in the interest of producing yet more uniformity 
would have serious and wide spread ramifications. As discussed above, the HPAA 
standards are meant to be minimum standards. They were never intended to serve 
as the sole standard for protecting identifiable health information. Eliminating state 
law and relying on the HIPAA Privacy Rule would effectively lower the privacy pro-
tections in place for some of the most vulnerable health care consumers (such as 
mental health patients and those with HIV). (See App. Fig. 3) In many states, it 
would overturn hard-fought compromises over some of the very issues on which 
Congress has not been able to reach consensus. Such an approach would eradicate 
over 40 years of state common law giving consumers the right to sue for the im-
proper disclosure of medical records. Given the variety of state laws that are de-
signed to protect the privacy of health information it is difficult to predict the full 
range of consequences of such an approach. It is clear, however, that preempting 
state health privacy protections would seriously undermine states’ traditional ability 
to protect the health and welfare of their citizens. 

IV. Conclusion 
As we continue to move toward the electronic exchange of health information and 

the creation of a national health information infrastructure it is crucial that the pri-
vacy of health information not be compromised in the interest of expediency. Federal 
privacy protections for health information should be expanded to ensure that stand-
ards for using and disclosing health information are in place for everyone who re-
ceives or creates identifiable health information. Federal law also should ensure 
that those who improperly obtain use and disclose health information are subject 
to civil and criminal penalties. 

State laws that set higher standards for protecting the privacy of health informa-
tion should remain in place. The HIPAA Privacy Rule is simply not adequate. 

Uniformity—At What Cost? 

Health Privacy Protections Before HIPAA (Fig. 1) 
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Healh Privacy Protections After HIPAA (Fig. 2) 

Health Privacy Protections—State Law Preempted by HIPAA (Fig. 3) 

f 

Chairman JOHNSON. Thank you, Ms. Pritts. Ms. Grealy? 

STATEMENT OF MARY R. GREALY, PRESIDENT, 
HEALTHCARE LEADERSHIP COUNCIL 

Ms. GREALY. Thank you, Chairman Johnson, Congressman, 
Stark, and distinguished members of the Subcommittee. On behalf 
of the members of the Healthcare Leadership Council, I would like 
to thank you for this opportunity to testify today. We are pleased 
to share with you some specific recommendations regarding ways 
in which Congressional action can clear the way for greater 
progress in the adoption of health IT. Madam Chairman, there are 
at least two things that we know with certainty on this issue, one 
good and one is a matter of concern. We know that the promise of 
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health IT is enormous. With widespread use of new technology, we 
can deliver health care with greater efficiency, bring about tremen-
dous advances in patient safety, and literally transform our health 
care system to better utilize the wealth of knowledge and ideas 
that are possessed by health professionals throughout the country. 
We also know that there are obstacles that must be overcome be-
fore we can move forward. On that subject, I would like to turn 
specifically to the issue of privacy. Now, there is a misconception 
that the HIPAA privacy rules may not adequately protect the con-
fidentiality and security of electronic medical information trans-
mitted across a national health care network. We think that these 
concerns are not well founded. 

The HIPAA privacy and security rules were created specifically 
to protect electronic transfers of financial and administrative infor-
mation. Significant civil and criminal penalties exist for improper 
disclosure. These strong safeguards also exist for clinical records. 
What is troubling, though, is the fact that the HIPAA privacy rule 
as it exists today does not always supercede State laws and regula-
tions, and, in fact, it permits significant variations in the ways in 
which States can regulate medical privacy matters. As a result, 
providers, clearinghouses, and health plans are required not only 
to comply with the Federal law, but they also must comply with 
State privacy restrictions that are more stringent than the HIPAA 
rule. This will make the creation of an effective health information 
network, one that crosses that State boundaries, virtually impos-
sible, and I think we heard that from Dr. Brailer this morning. Let 
us paint a very realistic scenario. A health care provider wants to 
acquire and implement a new health IT system that will allow 
them to be part of an interstate information network. This health 
provider knows that privacy protections vary widely State to State 
and are found in literally thousands of statutes, regulations, com-
mon law principles, and advisories. 

So, our hypothetical health care provider must, number one, find 
and identify every possible privacy-related rule, statute, law, and 
ordinance. Number two, they must obtain legal opinions as to 
whether the State laws are contrary to HIPAA and whether the 
contrary rules are more stringent. Number three, they must figure 
out how to comply with either the Federal rule, the State rule, or 
in some cases, both simultaneously. Then they must build their 
computer systems in a manner that ensures compliance, realizing 
that these laws can change even before the system is finalized. I 
have provided the Committee with a much more detailed nine-step 
process for determining this compliance for just one State. It will 
be much more complex when dealing with all 50 States. At the 
HLC, we understand the challenge that HIPAA-covered entities 
face because we took the initiative to commission a multi-jurisdic-
tional study of State privacy laws and regulations to help with 
compliance. It is a study that initially cost more than $1 million 
and must continuously be updated, at considerable cost, to reflect 
any newly-enacted State privacy rules and regulations. Now, once 
the National Health Information Network is in place, systems will 
have to be constantly retooled, staffs continually retrained for these 
variations among the States. A network that is constrained by myr-
iad State requirements on, for example, prior consent to use health 
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care records for treatment, will operate at only a fraction of the 
speed and efficiency necessary to improve patient outcomes. Much 
of the promise of this new technology will be lost as a result. 

So, what is the answer? Madam Chairman, the current patch-
work of applicable State and Federal privacy laws will be a severe 
disincentive for stakeholders who would otherwise be enthusiastic 
about participating in a national Health Information Network. Our 
solution is both clear cut and essential. Congress must enact Fed-
eral preemption provisions that will establish a unified national 
privacy standard. A uniform patient privacy framework is critical 
to the viability and interoperability of National Health Information 
Network. We stand on the verge of doing something extraordinary 
for patients, for health care consumers, and for our entire health 
care system. We urge Congress to take the final steps necessary to 
make the promise of health IT a reality. The members of the 
Healthcare Leadership Council, many of whom were the earliest 
adopters of electronic medical records and pioneers of this tech-
nology, look forward to working with you and the Committee on 
this shared vision. Thank you. 

[The prepared statement of Ms. Grealy follows:] 

Statement of Mary R. Grealy, President, Healthcare Leadership Council 

Chairman Johnson and Members of the Subcommittee, I want to thank you on 
behalf of the members of the Healthcare Leadership Council (HLC) for the oppor-
tunity to testify on the adoption of health information technology (HIT) and areas 
where Congressional involvement can further these efforts. 

The Healthcare Leadership Council supports the efforts of the President, the Of-
fice of the National Coordinator for Health Information Technology (ONCHIT), and 
the Congress, to create a national health information infrastructure. We believe that 
legislation should especially focus on areas where Congress and the President must 
act to facilitate successful implementation of HIT. We believe that one such area 
is harmonization of state laws regarding the confidentiality of individually identifi-
able patient information. 

Any regional or national system designed to facilitate the sharing of electronic 
health information must adequately protect the confidentiality of patient informa-
tion. Efforts to establish a National Health Information Network or NHIN must 
take into account the privacy and security challenges associated with exchanging 
patient information among health care providers, consumers, payers and other au-
thorized entities. Addressing these issues appropriately will be essential to achiev-
ing the interoperability necessary to improve the quality and cost effectiveness of 
the health care system—while still assuring patients’ confidence that their informa-
tion will be kept private. 

Confidentiality of patient medical information is governed by the Health Insur-
ance Portability and Accountability Act of 1996 (HIPAA) statute and the privacy 
regulation promulgated thereunder (the Privacy Rule). Although HIPAA establishes 
a federal privacy standard, it permits significant state variations that will create se-
rious impediments to ‘‘interoperability’’ of clinical information, particularly when in-
formation is sent across state lines. The patchwork of applicable state and federal 
laws will likely be a significant disincentive to participation in a national health in-
formation network for virtually all stakeholders. We believe Congressional action to 
establish a uniform federal privacy standard will help to ensure the viability of a 
national health information network. This is an important step that Congress can 
take to facilitate progress toward interoperability. 

Before I discuss the importance of these actions, let me first explain the perspec-
tive that HLC brings to the issue. HLC is a not-for-profit membership organization 
comprised of chief executives of the nation’s leading health care companies and or-
ganizations. Fostering innovation and constantly improving the affordability and 
quality of American health care are the goals uniting HLC members. Members of 
HLC—hospitals, health plans, pharmaceutical companies, medical device manufac-
turers, biotech firms, health product distributors, pharmacies and academic medical 
centers—envision a quality driven system built upon the strengths of the private 
sector. Several HLC member organizations have been among the earliest adopters 
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and pioneers of health information technology. We believe HIT has the power to 
transform our health care system and provide increased efficiencies in delivering 
health care; contribute to greater patient safety and better patient care; and achieve 
clinical and business process improvements. 

Since 1996, HLC has led the Confidentiality Coalition, a broad-based group of or-
ganizations who support workable national uniform privacy standards. The Con-
fidentiality Coalition includes over 100 physician specialty and subspecialty groups, 
nurses, pharmacists, employers, hospitals, nursing homes, biotechnology research-
ers, health plans, pharmaceutical benefit management and pharmaceutical compa-
nies. 

During Congressional consideration and subsequent regulatory development of the 
HIPAA Privacy Rule, the Confidentiality Coalition played a leadership role, working 
with members of Congress and the administration to advocate for a workable pri-
vacy rule. We sought a rule that would strike the appropriate balance between pro-
tecting the sanctity of a patient’s medical information privacy while, at the same 
time, ensuring that necessary information is available for providing quality health 
care and conducting vital medical research. We believe that the Privacy Rule largely 
achieved this balance and has increased consumers’ confidence about the privacy of 
their medical records while allowing providers and payers to establish the proce-
dures necessary to accomplish the dual goals of privacy protection and the delivery 
of quality health care. 

Under the Privacy Rule, disclosing individually identifiable health information for 
purposes other than carefully defined appropriate health care activities is prohibited 
unless the patient grants specific, prior written authorization. For example, among 
others, information cannot be disclosed to employers, the media, or neighbors. It is 
important to note that HIPAA has strong penalties for non-compliance. The Depart-
ment of Health and Human Services (HHS) may impose civil monetary penalties on 
health plans, providers or clearinghouses of up to $250,000 for failure to comply 
with a Privacy Rule requirement. HIPAA also has criminal penalties. Persons who 
knowingly obtain or disclose individually identifiable health information in violation 
of HIPAA face a fine of $50,000 and up to one year of imprisonment. Criminal pen-
alties increase to $100,000 and up to five years imprisonment if the wrongful con-
duct involves false pretenses. Penalties for wrongful conduct that involve the intent 
to sell, transfer, or use individually identifiable health information for commercial 
advantage, personal gain or malicious harm increase to $250,000 and up to ten 
years imprisonment. Criminal sanctions are enforceable by the Department of Jus-
tice—and there has already been one criminal conviction under the rule. Thus if you 
use a patient’s record, without permission, for reasons other than legitimate health 
care operations, you could be sanctioned with severe federal civil and criminal pen-
alties. 

As Congress and the Administration have considered the issues relating to the fa-
cilitation of a national health information network, questions about the privacy and 
security of electronic medical information have arisen. A common misperception is 
that the HIPAA rules may not adequately protect the confidentiality and security 
of electronic medical information in the context of an NHIN. It is important to re-
member that the HIPAA privacy and security rules were adopted to provide appro-
priate safeguards for the electronic exchange of financial and administrative infor-
mation, and the regulation expanded this to also include paper records. The elec-
tronic exchange of clinical information is no different. 

Thus, HLC and the Confidentiality Coalition believe that the existing HIPAA Pri-
vacy Rule provides strong privacy protections—effective to address the privacy and 
security challenges associated with exchanging patient information among health 
care providers, consumers, payers and other authorized entities in the context of a 
NHIN. 

However, we are troubled by the fact that the HIPAA Privacy Rule’s preemption 
standard permits significant state variation. In general, HIPAA supersedes contrary 
provisions of state law. For example, the HIPAA standards for the electronic ex-
change of financial and administrative information, such as health insurance claims, 
preempt state laws that require billing records to be maintained or transmitted in 
written rather than electronic form. Congress, however, set a different preemption 
standard for privacy protections under HIPAA. The Privacy Rule does not supersede 
contrary state laws that are more stringent than the federal standard. As a result, 
providers, clearinghouses and health plans are required to comply with the federal 
law as well as any state privacy restrictions that are more stringent. In the context 
of HIPAA implementation this has been extremely difficult. In the context of a 
NHIN it is potentially impossible. 

State health privacy protections vary widely and are found in thousands of stat-
utes, regulations, common law principles and advisories. Health information privacy 
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tunity to agree or object; 4) for uses and disclosures that occur incident to an otherwise per-

Continued 

protections can be found in a state’s health code as well as its laws and regulations 
governing criminal procedure, social welfare, domestic relations, evidence, public 
health, revenue and taxation, human resources, consumer affairs, probate and many 
others. The rules typically apply either to specific entities—such as hospitals or 
county health departments—or to specific health conditions, and no two states are 
the same in this regard. Virtually no state requirement is identical to the federal 
rule. 

Thus HIPAA covered entities, such as hospitals, physicians and health plans, 
must find every possible state rule, statute, law, ordinance, etc. concerning every as-
pect of privacy, obtain a legal opinion as to whether or not the law, regulation or 
ordinance is contrary to the HIPAA privacy rule, and then determine if the contrary 
state rule is more stringent than the federal rule. Once this analysis is complete, 
covered entities must then determine how to comply. Within one state, there may 
be cases where the federal law applies and in others where both federal and state 
law applies. At that point, covered entities must build their information technology 
systems to implement the legal interpretation and hope that there isn’t a change 
in law before the systems are up and running. But since nothing prevents additional 
state privacy rules and regulations from being enacted, it would take constant moni-
toring of state action, retooling of systems and retraining of staff. 

HLC attempted to assist covered entities in this process by commissioning a 
multi-jurisdiction study of state privacy laws, case law and regulations that ana-
lyzes the relationship between the federal Privacy Rule and state laws. The study 
is formatted as a website where authorized users can search state laws on a par-
ticular subject and determine whether or not they must comply with the state law, 
the HIPAA Privacy Rule, or both. The study initially cost more than $1 million and 
costs $100,000 to update annually. The Department of Health and Human Services 
made it clear when issuing the Privacy Rule that it would not provide this analysis 
and that covered entities must determine whether federal or federal and state law 
applies. 

The issues associated with privacy compliance are greatly magnified in the con-
text of a NHIN. The creation of a successful NHIN will require a national system 
of interoperable systems that can exchange health information. Making information 
available through or to a NHIN conceivably could require entities to comply with 
a range of different state laws each time they disclose information in the context 
of a federated system. 

Some proposals attempt to address the patchwork of state privacy laws and regu-
lations by suggesting that states should work together regionally to develop privacy 
agreements or harmonize state requirements. This would require states to review 
their own laws, regulations and ordinances, reach consensus with the other states 
on uniform rules, get the agreement enacted within each state without modification 
and ensure that existing rules are preempted. However, unless all 50 states agree 
to the same rules, this will not be adequate to address the problem of conflicting 
state regulation relative to interoperability of HIT nationwide. 

My testimony includes, as an attachment, a map developed by the Indiana Net-
work for Patient Care. Each dot represents a patient seen at an Indianapolis hos-
pital during a six month period. While the dots are stacked very deep around Indi-
anapolis as you would expect, patients served by the Indiana health providers dur-
ing this period were also located in 48 of the 50 states. Looking at this map it is 
easy to see why regional agreements will not be adequate to address the myriad reg-
ulations with which providers and others will need to comply to achieve ‘‘interoper-
ability.’’ 

One of the most common areas for states to legislate regarding privacy is that of 
patient consent and authorization for uses of their medical information. There are 
prolific and varying state requirements regarding who may access patient informa-
tion, for what reason, and with what type of notice and consent to patients. During 
promulgation of the HIPAA Privacy Rule, the issue of requiring providers and pay-
ers to obtain the prior written consent of patients before using their information was 
examined and debated at great length. The final rule as modified allows covered en-
tities to use patients’ medical information without prior authorization for medical 
treatment, claims payment or health care operations, or as otherwise permitted or 
required by the Privacy Rule 1 For any other uses, providers must obtain a written 
authorization from each patient. 
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mitted use or disclosure; 5) for public interest and benefit activities; and 6) of a limited data 
set for purposes of research, public health or health care operations. 

Requiring providers and payers to obtain prior consent for treatment, payment 
and health care operations was rejected because of concerns that a prior authoriza-
tion requirement would seriously delay and disrupt the care of patients, particularly 
the most vulnerable elderly and sick patients. For example, elderly patients would 
not be able to send a family designee to a pharmacy to pick up a prescription with-
out first going to the pharmacy to sign consent forms; pharmacies would not be able 
to fill prescriptions for patients phoned in by physicians; and emergency medical 
personnel would be forced to get consent forms signed before treating patients—even 
when contrary to best medical practice. These concerns were not simply theoretical. 
Maine passed a law requiring prior consent for health care purposes, the law was 
suspended just 12 days after taking effect because of the chaos that ensued in hos-
pitals and pharmacies. 

One of the primary goals of a national health information network is to improve 
the quality of health care by giving providers the information they need quickly. A 
NHIN that is constrained by various state authorization or consent requirements 
will provide only a fraction of the speed and efficiency necessary to improve patient 
outcomes. These unnecessary requirements are extremely burdensome for providers, 
impeding their ability to provide timely and efficient medical services. Even worse, 
they offer little value to patients. Varying notice provisions which force covered enti-
ties to provide notice to patients in triplicate are simply not helpful to patients who 
are more likely to be overwhelmed by the paperwork these requirements neces-
sitate. It would be much better for patients if they, providers and payers could rely 
on a uniform standard based on the principles of the HIPAA Privacy Rule—that in-
formation can be used and disclosed only by authorized persons in order to provide 
and pay for medical care—and that information will be kept confidential. 

As a NHIN becomes a reality, we fear that states may also begin to legislate the 
degree to which patients can control their own electronic health record—deciding 
who can access what information for which reasons. Especially in emergency situa-
tions, where treatment is a matter of life and death, electronic health records can 
be a life-saving tool for clinicians. However, if electronic records are to be utilized 
as a part of care delivery, patients simply must not be able to selectively provide 
information that may be relevant for treatment purposes. Should this occur, pro-
viders would be unable to rely on the NHIN as a tool for diagnosis and treatment 
as it may or may not include the facts necessary for the delivery of quality medical 
care. In addition, providers are very concerned about the liability that might result 
from their reliance on incomplete information. 

In conclusion, I reiterate the belief that the current patchwork of applicable state 
and federal laws is a significant disincentive to participation in a national health 
information network for virtually all stakeholders. Indeed, already HLC members 
working with emerging state consortia are reporting difficulty in navigating the 
variations in state privacy laws among bordering states. 

We believe that it will be extremely difficult to achieve interoperability without 
a more uniform framework for the protection of patient privacy. Absent such a 
framework, the barriers to using health information technology to improve the qual-
ity and efficiency of health care will be substantial and covered entities will be dis-
couraged from participating. Federal preemption provisions that establish a unified 
national standard are essential to the viability of a NHIN. We believe the HIPAA 
Privacy Rules should be the national standard and should supersede state laws. 
Covered entities already have established HIPAA compliance programs, appointed 
privacy officers and implemented extensive staff training. But more importantly, we 
believe that HIPAA provides the privacy and confidentiality protections demanded 
by consumers and can set a high, uniform standard for health information practices 
across all states. 

The Healthcare Leadership Council appreciates the opportunity to testify on the 
protection of patient privacy and the development of health care information tech-
nology. We look forward to working with the Subcommittee in pursuit of these goals. 
Any questions about my testimony or these issues can be addressed to me or to Ms. 
Theresa Doyle, Senior Vice President for Policy, Healthcare Leadership Council 
(telephone 202–452–8700, e-mail tdoyle@hlc.org). 

f 

Chairman JOHNSON. Thank you very much. I would like to 
throw out a question to the whole panel. We have had two very dif-
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ferent opinions about the adequacy of HIPAA even as a national 
minimum and the role of the State laws. It is hard for me to see 
how you have a nationally operable system with the extent of vari-
ation caused by not just State laws, but all these regulations and 
subsections of State action. So, this is a very big issue. I hope that 
some of the studies that both HHS is commissioning now and that 
I am interested in seeing will begin to focus on what are the little 
differences that could be easily adjusted and what are the big dif-
ferences. I would like those of you who face this in everyday life 
to give us examples of the problems and maybe comment on Ms. 
Pritts’s testimony that too many are left out, that the standards 
are too minimum, versus Ms. Grealy’s testimony that the laws are 
really quite adequate, but we can’t tolerate the degree of variation 
if we are going to have an interoperable national information sys-
tem. We will just start down the line. 

Dr. DETMER. Thank you. An excellent question, obviously. I 
agree with you. I think that studies underway are quite important, 
and I do think there are some place where we will find corrections 
and some things that need to be done. I think at the end of the 
day, I think part of what the study has to look at are the real ten-
sions between some of these transformational gains and safety, 
quality, and so forth against some of the tensions that come where 
you need access to information, but at the same time, you also 
want to have privacy, and I think those are real tensions and at 
some point, I think we are going to have to have real basement- 
to-ceiling standards for an NIHH to work. A patient who works in 
the District, lives in Virginia, gets their care in Maryland or some-
thing like that may have a provider, excuse me, an insurer in any 
one of those three locations. You just can’t have interoperability, I 
think, at the end of the day, without it. I think it is going to take, 
frankly, some will and leadership at that point and I think we will 
have to face this. As I say, I think the studies are important. I 
think there are some things that will need to be done. But ulti-
mately, I think we are going to have to deal with this. 

Chairman JOHNSON. Thank you. Ms. Kloss? 
Ms. KLOSS. I would agree that we will learn from the studies, 

perhaps, that some of the States have found additional protections 
that should be added to the current floor we have. I would also sug-
gest that it is incumbent on us in the design of the National Health 
Information Network to do all we can to use best practices, new 
best practices and new technologies that, again, weren’t necessarily 
conceived of or available at the time that the HIPAA regulations 
were crafted. 

Chairman JOHNSON. You may in your comments want to dif-
ferentiate as to Dr. Brailer, between this issue of transaction 
standards and privacy standards as the public thinks about them. 
Dr. Weiss? 

Dr. WEISS. Thank you. I will answer it in two ways. First, as 
a solo private practitioner, it is hard for an individual in an office 
to understand everything that is going on around them. They want 
to have an interaction with the patient and take care of that pa-
tient and move on. They are less concerned about national stand-
ards, just because of the practicality of the thing. As a hospital sys-
tem, we obviously obey all the regulations, but it becomes confusing 
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and expensive to have multiple regulations, and even more impor-
tantly, as we think about globalization—we are worrying now 
about State versus Federal—we send our night radiology reading 
to Australia right now. We send some of our dictation—some of our 
practitioners in our town send our dictation abroad, so that the 
real standards are not—we are quibbling over something in our 
country and not realizing that we are a global network, so that 
really, we need international common standards so that we can 
share the—and any of the work that is fungible around the world, 
which will make things more economical for everyone. There aren’t 
ten best ways of doing anything, so to have 50 different ways, be 
it 50 different States, of doing something is just inane and expen-
sive. So, we really need to do this. We do need this interoperability. 
Trying to get that perfect to interfere with good will always slow 
us down. No legislation, with all due respect to all legislation, can 
be absolutely perfect, so that there will always be exceptions. It is 
just a question of doing what is best for the common good and sac-
rificing a little bit of individual freedom, although it is not com-
fortable, just to make this a viable system. 

Ms. PRITTS. Do you want me to wait until last? 
Chairman JOHNSON. Ms. Pritts? 
Ms. PRITTS. Should I wait until last? 
Chairman JOHNSON. All right, fine. Ms. Grealy? 
Ms. GREALY. I think the point here is that HIPAA provides us 

a framework. I think the comments about the studies that will be 
underway to really look at all 50 States, the key here is that we 
need to find a single national uniform standard that is a workable 
privacy rule. So, I think the studies underway are something that 
will be very valuable, but at the end of the day, we think HIPAA 
provides a framework. A lot of work has gone into compliance with 
the current HIPAA standards. Entities have installed privacy offi-
cers. They have done staff training. So, we think it does provide us 
a reasonable framework, but the studies will provide valuable in-
formation, as well. The key at the end of the day, as Dr. Brailer 
said, is reducing the variability, reducing the complexity, and al-
lowing us to use our resources for direct patient care as opposed 
to trying to comply with this myriad of regulations and making 
these health IT systems much more expensive than they need to 
be. 

Chairman JOHNSON. Ms. Pritts? 
Ms. PRITTS. Well, there are a number of issues that were raised 

here that I would like to address. First, I would like to say that 
there are a lot of providers out there who are dealing with this 
multi-State issue right now and who are doing it successfully, and 
I would hope that as these studies are being taken place, that they 
are consulted and their best practices are taken into account, be-
cause obviously, there are some ways that people who have em-
braced this, the privacy rule, and have looked forward with it have 
been able to function quite well underneath it. I also think that it 
is really important while we are looking at this issue to understand 
how we got to where we are today, which is that we have been un-
able for the last 25 years to reach significant privacy standards in 
Federal—comprehensive Federal privacy standards in Federal leg-
islation. What has happened is we have a core group of people and 
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organizations, covered entities, who are covered by HIPAA, but 
there is this whole other range that is still—and nobody addressed 
this—that there are lots of people in the National Health Informa-
tion Infrastructure who won’t be covered. 

It is a very—I think it is a very difficult issue when you talk 
about wholly preempting State law. I understand the need to be 
able to exchange health information, but when you are talking 
about health privacy laws at the State level, you know, States have 
been in this business for much longer than the Federal Govern-
ment has. I mean, traditionally, health, welfare, those are the 
issues that the States—of their citizens States have been legis-
lating, and they have these laws in every nook and cranny in their 
codes and regulations and there are very, potentially, severe con-
sequences of preemption of these laws. So, those consequences 
must be thought of before any action of that kind could even be 
really seriously considered. We are not looking for perfect here, but 
we are looking for protections of individuals. The gentleman, Dr. 
Weiss, said, well, sometimes the good, the common good requires 
the sacrifice of individual freedoms. The problem is, in our country, 
it is the individual who is going to bear the burden of—the cost of 
this in a very—it is not just freedom, it is in a very direct result. 
Our health care system is funded primarily through employers. 
People are afraid that if their health information gets out, some-
body in their family has some expensive medical condition, they 
won’t get a job. If they don’t get a job, they don’t get insurance. So, 
it is all interconnected. It all has to be considered within a context. 

Chairman JOHNSON. I think the goal, really, of this discussion 
at this point in the development of further legislation to guide the 
development of a national infrastructure is to begin to be sure that 
we do those studies and we look more carefully at what are the se-
rious differences, what are the non-serious differences, and where 
do we really have to preempt, because it is—and whether we have 
to preempt. I mean, it may be that all the States are doing things 
that we are not doing and they get folded into the national stand-
ard. So, this isn’t, do we preempt with the existing standards. This 
is, what do we do about the problem? So, I hope you will be in-
volved in some of those studies. It will be a multi-year process, but 
it is serious enough that to think that the tensions in the future 
between privacy and portability may not have to be resolved dif-
ferently, I think is to kind of ignore the dynamic that has taken 
place in other parts of the economy. On the other hand, we also 
don’t know how much the capability to protect privacy is going to 
be developed in the technology and it will have a lot to do with our 
ability in fraud and abuse, too. I have taken my time and I am 
going to turn to Mr. Stark. 

Mr. STARK. Thank you, Madam Chair. I want to thank Ms. 
Pritts for, as near as I can tell, the only witness there that has con-
cern for patients and consumers. The pharmaceutical industry is 
well represented and the interests of physicians are well rep-
resented, but somehow, it seems to me that somebody ought to 
think a little bit more about what those of us who are patients care 
about our privacy. Some States do a better job. Some States would 
have tougher requirements for a variety of reasons that we might 
not be able to pass at the Federal level. It happens in automobile 
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emissions standards. We are much tougher in California than they 
are in North Dakota. So, if we took North Dakota’s emissions 
standards, you wouldn’t be able to see for the smog in big cities. 
I think the same thing could very well be true in various States 
and the standards that would be accepted. Dr. Detmer, you did or 
do represent this vital health statistics national Committee. You 
have worked with them. They have a common set of data elements. 
They have developed a common set of data elements for patient 
records, have they not? 

Dr. DETMER. No, not really—— 
Mr. STARK. They haven’t? 
Dr. DETMER. Not truly, no. 
Mr. STARK. Okay. So, they haven’t developed it? 
Dr. DETMER. Well, they work on this because they are man-

dated to work on it from the HIPAA legislation, but it is not like 
that has comprehensively been completed. 

Mr. STARK. Okay. Do you think that there is a kind of a min-
imum set of data, like height, weight, blood pressure, that doctors 
could all agree on that would be sort of a minimal set of statistics 
that they could collect? Do you think we are—— 

Dr. DETMER. You know, this is actually one of those very fre-
quently debated points. Do we go toward a, if you will, minimum 
data set, or do we go toward an infrastructure that really tries to 
capture all of the things that go on. 

Mr. STARK. But you have got to start with the minimum, right? 
Dr. DETMER. I have to admit, I guess I tend to be in the popu-

lation that say, look, I think that health care today really must 
have the complexities covered, too, because candidly, I practiced 25 
years as a vascular surgeon. The kinds of data I typically needed 
to respond to a patient’s personal needs wouldn’t necessarily come 
up in a general practice kind of environment. 

Mr. STARK. I have got your thing here on standardization—per-
sonal identifier, date of birth, gender, race or ethnicity, residence. 
I mean, you guys have agreed on that, right? 

Dr. DETMER. Oh, yes. There is a set of—there are a set of data, 
yes. 

Mr. STARK. That is what I am trying to get. 
Dr. DETMER. I am sorry. Sure. 
Mr. STARK. Okay. So, you guys are all in accord, and you sus-

pect that the medical profession would generally say those are 
okay? They may want more, but—— 

Dr. DETMER. Yes. I think the question is how the process 
works. If there are—— 

Mr. STARK. No, I don’t want to know about the process. I just 
want to know where we are. There are 49 line items here that you 
guys have agreed on, so that is a start. 

Dr. DETMER. Correct. It is a good start, I would say. 
Mr. STARK. Now, the question of interoperability and privacy, I 

would submit to you, either you or Dr. Weiss mentioned credit 
cards and banking, a subject about which, if my memory would 
serve me better, I know a good bit. It is quite possible that the— 
well, the interoperability of the credit card industry and checking 
accounts is a direct function of Federal mandates, okay. The Fed-
eral Reserve basically set the standard for clearing, without which 

VerDate Aug 31 2005 07:22 Apr 14, 2006 Jkt 026387 PO 00000 Frm 00066 Fmt 6633 Sfmt 6602 E:\HR\OC\26387.XXX 26387



63 

I could not go into any airport in the world and have the ATM say, 
you are a bum, you don’t have any money and we ain’t giving you 
any more. They know that about me before I get off the plane. The 
privacy and security requirements in Shannon or Heathrow or San 
Francisco or Dulles are all different. Yet we are able to operate 
with an exchange of information. Our privacy standards for finan-
cial information are ten times tougher in California than they are 
in the District of Columbia. If my bank were to give out informa-
tion even to their subsidiary and solicit me for insurance in Cali-
fornia, they would be in deep trouble. Not so in many other areas. 
So, I guess what I am suggesting is a couple of things, and I would 
like your comments, Dr. Weiss, if the chair will indulge me with 
the red light a little longer. One, that we are not going to start or 
have interoperability until some one entity that can monitor and 
enforce it says, this will be the standard. Dr. Weiss, you are going 
to have to do it in Florida, right? 

Dr. WEISS. Yes. 
Mr. STARK. Dr. Detmer, wherever you practice. You guys are 

going to have to do it the same way. Now, you can add bells and 
whistles. I would use the case—let us just try it. Dr. Detmer, Dr. 
Weiss, do either of you use, what is that thing, the bookkeeping 
thing, Quicken? Do you use Quicken? 

Dr. WEISS. Yes. 
Dr. DETMER. I know what you are talking about. 
Mr. STARK. Do you use Quicken? 
Dr. DETMER. No, but—— 
Dr. WEISS. I use Microsoft Money, but it is the same thing. 
Mr. STARK. Okay, the same thing. Now, you could hook up to 

your bank or Schwab or some—if you want, and they could import 
your credit card information into Microsoft Money each month, or 
you don’t have to do it. You could balance your checkbook by hand. 
Your bank has a different set of security—you have got to have a 
password—than Microsoft Money. I guess what I am saying is that, 
yes, we could accommodate more sophisticated systems, and I 
would submit that Dr. Weiss’s practice for each individual physi-
cian entering information on his or her laptop or whatever input 
device isn’t any different than the thousands of Kaiser physicians 
in my district. They have got a bigger system someplace. But at the 
point of the physician entry, it doesn’t make any difference. I 
guess, if I could get to the point, why shouldn’t we, Dr. Detmer and 
Dr. Weiss, have CMS, for example, say you have got to start with 
this minimum amount of information and this type of electronic re-
porting or we will pay you less for Medicare and Medicaid, and 
then at least we would get started. Does that—— 

Dr. WEISS. I agree. My fourth option is that as the government 
and the other payers—you have the commercial payers that pay 
one or 2 percent more for physicians who are using an IT system 
that has a minimal set of standards. Those physicians who decide 
to stick with paper rather than technology—— 

Mr. STARK. Get less. 
Dr. WEISS. Will get one or 2 percent less. 
Mr. STARK. Could you live with that, Doctor? 
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Dr. DETMER. Yes. I think if you make it revenue neutral, then 
you have dealt with it, too. I mean, I don’t think you are nec-
essarily talking about new money. 

Mr. STARK. Well, we will—your colleagues—— 
Chairman JOHNSON. We have to wrap up pretty quickly, so let 

us add anything in. 
Mr. STARK. Thank you. 
Chairman JOHNSON. I thought the issue that Mr. Stark raised 

about global, basically, variation versus a core of standardization 
is a good one, and if any one of you want to comment on that. In 
our pay for performance bill that we are going to introduce tomor-
row, we do have variable payment structures for just that reason. 

Dr. DETMER. No, I agree. It is good. I think that is good. I guess 
the comment I would make is it comes back to the clinical stand-
ards issue. I do think the government needs to invest enough to 
really make sure that this process is done and kept up and main-
tained and so forth, and I think the idea that you think you can 
just sort of do it and then not maintain it is just not going to work. 

Chairman JOHNSON. Right. I agree. 
Mr. STARK. Somebody has got to start it. 
Chairman JOHNSON. Yes. 
Ms. KLOSS. I would also follow on to our earlier discussion on 

certification of EHRs. The approach being taken is to set forth 
some fundamental standards for functionality, security, interoper-
ability, and to go from there so that at least we know that all 
EHRs meet that basic set of standards. So, I think that is a sen-
sible way to proceed. 

Chairman JOHNSON. Mr. Hulshof? 
Mr. HULSHOF. Thank you, Madam Chairman. I will try to be 

brief. Just a couple of quick comments. A lot of discussion about 
HIPAA, which the standards were intended to be a minimum pri-
vacy standard and yet sometimes, as is the case, at least in my ex-
perience, has been that State laws are not necessarily more strin-
gent. It is just that they are different and, therefore, you have enti-
ties having to comply with two completely different sets of stand-
ards and one may not be more rigorous than the other. So, that is 
one comment I would make. Let me commend everyone for the 
written testimony. There is some great stuff, and I know when you 
are trying to pare it down into a five-minute presentation, a lot of 
good things get missed, and I would just commend everybody to 
take all of your written testimony. I wanted to emphasize a point, 
Ms. Pritts, you made in yours, that you cite in your written testi-
mony a number of instances in which medical information was 
sold. Isn’t that already prohibited under HIPAA? 

Ms. PRITTS. Well, it is prohibited under HIPAA, but what has 
recently happened is the Department of Justice issued guidance to 
HHS saying that the criminal provisions of HIPAA do not apply to 
most employees, even of covered entities. So, if you had—the exam-
ple in my testimony says, if you had a hospital and the hospital 
will have policies in place saying you may not sell patient informa-
tion, that the hospital is not going to be prosecuted under HIPAA, 
and rightfully so, because it is not the one selling the information 
improperly. The employee who is improperly taking patient infor-
mation and selling it is not going to be prosecuted under HIPAA 
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because the Department of Justice has announced they are not cov-
ered by HIPAA. 

Mr. HULSHOF. Let me emphasize another point that Dr. Weiss 
made, because again, in your testimony, you talk about privacy. We 
have been talking a lot about privacy of medical records. But again, 
Dr. Weiss, thank you for just reminding us that, really, the elec-
tronic environment, though not perfect, as you write on page five 
of your testimony, is better and safer than the paper environment. 
Right now, anyone in the hospital can pick up a medical chart, 
browse through it anonymously, whereas on electronic records, you 
have access—if you have access, you can then call up and see who 
exactly accessed your information based on privacy. So, again, 
thanks for those real world examples. Now, Dr. Weiss, in the re-
maining time I have got, let me ask you this. Can you describe how 
an exception to the physician self-referral laws and the anti-kick-
back statute would actually increase adoption, or would it increase 
adoption of health IT among your physicians, because here is the 
concern that we have heard from some. Some would argue that 
maybe a safe harbor like this would create a situation in which 
hospitals would compete for physicians based on IT spending, or 
they might create these captive referral systems between physi-
cians in certain hospitals. So, can you respond to that generally, 
and I will yield you the remaining balance of my time. 

Dr. WEISS. Thank you. I will start with a real story that is hap-
pening as we speak, where we have 525 physicians on staff. We 
have a group of 55 physicians in town who are wonderful. We have 
another group of 40 physicians who focus on an indigent care mar-
ket. About 18 months ago, these other two small groups were out 
to buy an IT system. I spent a significant amount of time and en-
ergy, as did they, to see if we could get interoperability among the 
systems. I was advocating that they use the hospital system, which 
is relative mature. We are not quite a paper-free environment, but 
we are heading that direction. During that period of time, these 
two physician groups had three concerns that actually never hap-
pened. They ended up buying two excellent systems, but not the 
same system the hospital has right now, so basically we all have 
romance languages but we are not speaking to each other. We are 
doing French, they are doing Italian and Portuguese or whatever. 
So, we sort of understand, but at the end of the day, we have got 
to print everything, carry it to and from. 

They can read our system anywhere that they have high-speed 
Internet connection, but they can’t get from their system to our 
system, and so if a patient gets a lab result earlier in the day in 
his or her doctor’s office and gets admitted to the hospital later in 
the day, we will repeat the blood test because it is too hard to get 
the results. Now, what actually happens and gets to the regulation 
question, we looked at the new Stark laws. As a private practi-
tioner, I understand the temptation of self-referral and self-induce-
ment and I applaud those rules. That really does make a dif-
ference. There are a small minority of physicians who take advan-
tage of patients economically and do self-referral and the law has 
been a great law. The actual practicality of it is, when we thought 
about trying to help physicians, of our 525 physicians, 200 admit 
patients commonly in the hospital. That leaves 325 whom we would 

VerDate Aug 31 2005 07:22 Apr 14, 2006 Jkt 026387 PO 00000 Frm 00069 Fmt 6633 Sfmt 6602 E:\HR\OC\26387.XXX 26387



66 

have to pay for computers for their offices who really aren’t associ-
ated. There are another 300 physicians in the community who don’t 
use our hospital, so that we don’t have the money—we have about 
a three percent profit margin, we are a not-for-profit community- 
based hospital and we are doing fine and we reinvest all our 
money, but that is not the highest—we can’t buy computer systems 
for 800 physicians. It is just practically not economically possible. 

Then we have one other hospital in town and we have a third 
hospital who will be probably coming to town. The physicians were 
worried about, number one, the hospital’s IT department’s ability 
to implement IT or computer systems in his or her office, and being 
on the provider side before, no offense to government, but it is the 
‘‘I am from the government, I am here to help you.’’ We say, ‘‘I am 
from the IT department of the hospital, I am here to help you,’’ and 
it makes you a little bit worried. So, that the doctors were worried 
about our ability, and our ability is great, but we are used to work-
ing inside the hospital. So, the first thing was the ability to make 
it happen. The second thing was, as an individual physician, they 
were worried about being married, having—monogamous relation-
ships are necessary for healthy marriages, but not for businesses, 
so that they wanted to be able to be involved with the other two 
hospital systems in town and not be married to one hospital. If I 
were in individual practice the way I was before 2000, I certainly 
wouldn’t want to be married to one system. 

The third thing—and the third major point was it just economi-
cally wasn’t feasible for us to do that, so that even though the rule 
was relaxed somewhat, it is just not practical. What we really need 
is the health care industry as an industry to do integration, to do 
it voluntarily. Right now, I sort of have the idea that everyone 
wants to become like Microsoft when Commodore and Apple were 
involved. But really, if you go back to the Sony and VHS in 1975 
to 1980, the group that won out was the group that cooperated. The 
VHS won out because they gave their technology to other people. 
The group that lost, even though Sony had a two-year lead and ar-
guably a better product, never made it because they didn’t connect 
and collaborate. They tried command and control. In our environ-
ment in 2005, command and control does not work. Connect and 
cooperate does. Thank you. 

Chairman JOHNSON. Thanks very much. What I hear you say-
ing is that once sort of the standards are set so that there isn’t this 
worry about the monopolistic relationship and we have a greater 
flexibility than the Committee-wide exception, that then those 
things could have happened and the outcome for the public and for 
the patient would have been far better. I thank the panel very 
much for their testimony today. It was very, very helpful and very 
specific. We appreciate it. As we move forward, we will look to call 
on you for your advice and input. Thank you. The hearing stands 
adjourned. 

[Whereupon, at 12:28 p.m., the hearing was adjourned.] 
[Submissions for the record follow:] 

Statement of James Bayot, McKesson Corporation, 
San Francisco, California 

For more than 170 years, McKesson has led the industry in the wholesale delivery 
ofmedicines and healthcare products. Today, a Fortune 15 corporation, McKesson 
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delivers vital pharmaceuticals, medical supplies, and healthcare IT solutions that 
touch the lives of more than 100 million patients in every healthcare setting. As the 
world’s largest healthcare services company with a customer base that includes 
more than 200,000 physicians, 25,000 retail pharmacies, 5,000 hospitals and 600 
payers, McKesson is well positioned to help transform the healthcare system. 

McKesson strongly supports the goal of improving healthcare quality by using 
healthcare information technology (IT) to reduce medical errors and lower costs. As 
the largest provider of automation and information technology in the healthcare in-
dustry, we deliver innovative technologies at each point in the healthcare system 
to reduce medication errors, lower costs, and improve the quality and efficiency of 
healthcare. We are dedicated to making healthcare safer, a goal that requires a deep 
understanding of healthcare delivery processes and a clear focus on what is required 
by key stakeholders such as physicians, nurses, pharmacists and patients. 

McKesson fully supports the President’s goal that every American should have an 
electronic health record (EHR) in 10 years. To meet this bold vision, McKesson be-
lieves that the federal government should pursue a two-pronged strategy to spur the 
adoption of automation and healthcare IT. First, we need broad deployment today 
of high-impact technologies that provide unquestionable benefits in the delivery of 
healthcare. Second, on a parallel track, we need to develop the standards and pro-
mote the interoperability of systems that are essential for medical information to 
be shared among healthcare providers, patients, and public health agencies in a 
safe, secure manner. 

At McKesson, we know that technology itself is not the inhibitor of change in the 
healthcare system. The technology is available and working. It is intolerable that 
people die every day from medication errors that could be prevented with bar-code 
technology, the same technology that is used in every major retail outlet in this 
country. We conduct sophisticated banking and other business transactions elec-
tronically across continents; yet most physicians in the United States still rely on 
their memories for complex medical information, and write orders using pen and 
paper. 

While deployment of healthcare IT is growing, less than 20 percent of hospitals 
in the United States today use bar-codes to verify the administration of patient 
medications, and fewer than 10 percent of physicians in hospitals enter patient pre-
scriptions and medical orders electronically. The numbers are only slightly better 
outside the hospital: only about 25 percent of large physician offices enter their pre-
scriptions electronically. The number drops considerably for small physician prac-
tices. 
Three Areas Where High-value, High-impact Technologies Already Make a 

Difference 
We can and must make the healthcare system safer and more efficient by accel-

erating the use of technology in all hospitals and physicians’ offices in the United 
States. There are three areas where high-value, high-impact technologies already 
make a significant difference: 

1. Bar-code technology. Medications should be packaged in unit-doses la-
beled with bar codes and scanned at the bedside before they are given to pa-
tients. Today, on average, there are 27 steps in the medication use process that in-
volve many decisions, multiple handoffs and various people, ranging from the physi-
cian who prescribes the order to the pharmacy staff to the nurse who ultimately ad-
ministers the medication to the patient. Healthcare IT and automation can reduce 
the handoffs and eliminate, on average, 40 percent of the steps. This results in dra-
matically improved accuracy, efficiency and safety. In a group of 75 hospitals that 
use McKesson’s bedside bar-coding technology, 400,000 ‘‘alerts’’ are triggered weekly 
to nurses or other healthcare professionals to advise them that the wrong medica-
tion or incorrect dosage is about to be administered. As a result of these on-line 
warnings, we estimate that these hospitals prevent 56,000 errors each week. Hos-
pitals that deploy bar-code scanning technology report dramatic error reduction in 
medication administration, as high as 90 percent. 

2. Electronic prescriptions. We must eliminate paper prescriptions. Each 
year, more than three million preventable adverse drug events occur in physicians’ 
offices or other out-patient care settings. Imagine a world where a patient’s list of 
current medications is available to the physician and the physician can order initial 
scripts or refill them online. All the medication names would be legible, and all or-
ders checked for drug-drug interactions and allergies. Today, McKesson’s systems 
help to ensure safe prescriptions are written and filled 100,000 times each month, 
but, nationwide, 80 percent of prescriptions are still on paper, and many are illegi-
ble. 
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3. Secure Web-based access to patient information. We must equip physi-
cians and clinicians with the information needed to make informed deci-
sions about patient care. Today, most healthcare is delivered in a paper-based 
world. It is not uncommon for physicians to provide patients with advice, give direc-
tions to other staff and recommend treatment changes without any access to a pa-
tient’s chart. These blind encounters happen every day. Secure Web-based access to 
clinical patient information, such as laboratory results, the patient’s medical record 
and diagnostic images, enables physicians to find, within seconds, the information 
they need to make more informed decisions and initiate or adjust treatment. 
McKesson currently records 1.8 million logins each month to its Web-based physi-
cian portal, almost double compared to a year ago. Remote access via Web portal 
technology is in common use across many industries; yet, in healthcare, its deploy-
ment is only in the 50—60 percent range. 

Funding to support these focused initiatives can lead to dramatic progress very 
quickly. McKesson applauds the leadership shown and initiatives undertaken by the 
Congress and this Administration. Implementing these three forms of technology 
will build the required momentum and provider support for adoption of healthcare 
IT. 
Technology is Improving Healthcare Quality Today 

Healthcare technologies today save lives, reduce medical errors, improve the qual-
ity of care, and reduce overall health costs. The following healthcare organizations 
are just a few of our customers that have taken these important first steps to im-
prove care for their patients: 

Concord Hospital, an affiliate of Capital Region Health Care (CRHC), Con-
cord, NH: Concord was one of the first hospitals in the United States to introduce 
bedside bar-code scanning of medications in 1994, which reduced its already low 
medication error rate by 80 percent. This reduced error rate, which has been sus-
tained for more than 10 years, has improved productivity and efficiency as well as 
increased clinician satisfaction and retention. 

Medical Associates Clinic, Dubuque, IA: Medical Associates is deploying an 
ambulatory electronic health record and e-prescribing system for more than 100 
physicians and medical providers, which represent 30 specialties dispersed across 16 
locations in three states. With the implementation still underway, physicians are al-
ready entering 26,000 e-prescriptions each month, and patient information is avail-
able electronically regardless of location. Nurses spend far less time on medication 
management; they have reduced the time spent on paper charting activities by 24 
percent; and, they spend 16 percent more time with patients and their families. In 
addition to improved quality and better decision-making, this clinic projects an 
annualized net gain of $1.7 million with full system deployment. 

Regional West Medical Center, Scottsbluff, NE: A regional referral center cov-
ering more than 12,000 square miles in rural Nebraska, Regional West has used in-
formation technology to streamline the delivery of healthcare. Through secure Inter-
net access, physicians and other clinicians can view a single electronic medical 
record for each patient, which includes diagnostic medical images, pharmacy data 
and laboratory results. A McKesson pharmacy robot dispenses bar-coded, unit-dose 
medication packets virtually error-free. Electronic patient charting at the bedside 
has cut nurses’ daily paperwork by nearly 1.5 hours, enabling them to spend more 
time caring for patients. The hospital has reduced its medication error rate by 30 
percent to less than one percent. Before giving a medication, the nurse must capture 
a three-way bar-code match between his/her badge, the medication and the patient’s 
wristband to check the five ‘‘rights’’: the right patient is receiving the right dose of 
the right medication at the right time via the right route. 

Mary Lanning Memorial Hospital, Hastings, NE: The largest employer in 
Hastings, Nebraska, Mary Lanning Memorial Hospital has served the healthcare 
needs of the surrounding community for the past 83 years. Although the hospital’s 
medication error rate was low, a single tragic event highlighted the need for stand-
ardized medication administration. Bedside bar-code scanning technology was imple-
mented along with a pharmacy information system to reduce the risk of medication 
errors. Additionally, medications scanned at the bedside are compared to orders re-
viewed by pharmacists and screened for allergies, interactions and therapeutic du-
plications. Preliminary data has shown a 35 percent increase in the reporting of 
near-miss events related to wrong drug and wrong patient. 

Presbyterian Healthcare Services in Albuquerque, NM: Using McKesson’s 
bar-code technology solutions, Presbyterian reduced medication administration er-
rors by 80 percent. Technology has also allowed pharmacists to be redeployed to 
critical care units to work directly with patients and physicians and enhance the 
quality of care. 
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These innovative health systems and others across the country are saving lives 
and saving money. Physicians, nurses, and pharmacists now spend more time inter-
acting with patients and less time performing administrative functions. More impor-
tantly, these organizations are creating a new baseline for patient care in the 
United States. While making healthcare safer through seamless, rapid and accurate 
information flow, they are also addressing one-third of healthcare’s overall costs: ad-
ministrative paperwork, clinical errors, manual hand-offs and rework. 
Developing Standards and Promoting Interoperability 

McKesson fully supports efforts of Congress and the Administration to facilitate 
standards harmonization, encourage the formation of regional health information or-
ganizations and establish a National Health Information Network. Development of 
the requisite technology standards will allow the computer systems of doctors, hos-
pitals, laboratories, pharmacists and payers to efficiently communicate and share in-
formation. We are honored to work with Dr. David Brailer and the Office of the Na-
tional Coordinator for Health Information Technology as he moves to create a foun-
dation for the transformation of our healthcare system. We are also pleased to be 
a member of the Commission for the Certification of Health Information Technology, 
a collaborative public-private partnership to develop standards and certify health in-
formation technology systems. 

We all remember the incremental steps that were taken by other industries as 
they moved towards connectivity and interoperability. First, they automated individ-
ually and then, collectively, they collaborated to connect the information. Consider 
the banking industry. A full decade elapsed between the early proliferation of bank- 
specific automatic teller machines (ATM) and the formation of ‘‘shared ATM net-
works’’ in the 1980s. Once the automation was complete, connectivity and interoper-
ability occurred very quickly. In the interim, banks were able to realize the cost and 
efficiency savings of ATMs, and consumers, appreciating the convenience of ATMs, 
quickly adapted to this new banking system. Connectivity is a natural evolution of 
automation. We are confident the same evolution will happen in healthcare. Once 
our nation’s healthcare providers are fully automated, it will be possible to connect 
previously isolated healthcare systems. 
Understanding and Overcoming Barriers to Rapid Adoption of Health Tech-

nology 
The biggest obstacle to healthcare information technology adoption is securing the 

needed funding and resources. Today, physician practices and hospitals do not have 
access to the capital necessary to invest in their own technology or, on a larger 
scale, to fund connectivity. 

The federal government can play a key role in financing this healthcare trans-
formation through creative funding arrangements. One option is through the cre-
ation of Government Sponsored Entities, which would provide indirect federal sup-
port through guaranteed loans for healthcare providers to purchase, adopt, and im-
plement proven health technology solutions that are focused on error elimination 
and safety. Coupled with the pay-for-performance initiatives that reward providers 
for the quality of healthcare delivered rather than for services rendered, guaranteed 
loans or other financial incentives will spur technology adoption. 

A combination of financial and performance incentives would help mitigate the 
initial expense of technology implementation. The reduction in medication errors 
and improved efficiencies in delivering improved healthcare will also provide a re-
turn on investment for healthcare organizations, thereby enabling them to repay the 
loans. 
Conclusion 

McKesson believes our healthcare system must adopt and deploy proven tech-
nologies today that reduce medical errors in order to save lives, improve the quality 
of care, and reduce costs. These initial steps should include: 

1. Implementation of bedside bar-coded medication administration systems across 
the United States. 

2. Elimination of paper prescriptions through use of e-prescribing in physicians’ 
offices. 

3. Secure, online, ‘‘anytime, anywhere’’ access for physicians to critical patient in-
formation. 

Automated information will enable our healthcare organizations to store and col-
lect patient data, which will ultimately lead to a comprehensive electronic health 
record. Concurrently, we need to adopt the standards necessary to ensure interoper-
ability among systems that will facilitate communication within our health system. 
If we execute these initiatives simultaneously, McKesson strongly believes that this 
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1 Chute, et al, http://www.jamia.org/cgi/content/abstract/3/3/224 The second content coverage 
study was done in the summer of 2004 and is not yet published, but the findings are very simi-
lar to the 1996 study. 

Congress and this Administration will be able to deliver visible and measurable re-
sults with a lasting impact on the quality of healthcare for the American public. 

As a nation, we have both the will and the means to transform healthcare for the 
better. This will be a remarkable legacy, and one we should act on today. 

We appreciate the committee’s interest in healthcare information technology and 
look forward to working with members of the Subcommittee on Health, as well as 
other Members of Congress, to address these critical issues. 

f 

Statement of Patricia Gibbons, Mayo Foundation, Rochester, Minnesota 

OVERVIEW 
The proposal to move to the ICD–10–CM/PCS (International Classification of Dis-

eases, 10th Edition, Clinical Modification and Procedure Coding System, hereafter 
referred to as ICD–10–CM) should to be coordinated with other legislative and regu-
latory initiatives having to do with the use of standard terminologies for the report-
ing of clinical information. These include pay-for-performance and quality reporting, 
the public interest in encouraging the use of SNOMED for the improvement of clin-
ical description, and the establishment of a standards-based national health infor-
mation network (NHIN). The NHIN should include a roadmap for the adoption of 
terminologies if true interoperability is to be achieved. If the various terminology 
initiatives can be synchronized, it will be possible to realize improvements in health 
care diagnosis, quality, safety and treatment, along with significant cost savings, for 
the benefit and well-being of all Americans. 
CURRENT SITUATION 

Neither ICD–10–CM/PCS, nor its predecessor currently in use, ICD–9-CM, allow 
for the capture of data at the detailed level that is required for the identification 
and description of case types (groups of patients with a similar diagnostic profile) 
as specified by most quality measures. Such case types and the optimal interven-
tions prescribed for them are now defined by a combination of ICD–9-CM codes plus 
additional clinical information, much of which cannot be coded at an appropriately 
detailed level in ICD–9-CM or in ICD–10–CM/PCS. In contrast, SNOMED (the Sys-
tematized Nomenclature of Medicine), which has been identified by the NCVHS 
(The National Committee on Vital and Health Statistics) and by CHI (the federal 
Consolidated Health Informatics Initiative, now part of the Federal Health Architec-
ture project) must be considered the preferred terminology for the expression of clin-
ical information. SNOMED has been shown to be able to handle this level of detail, 
in two studies on content coverage performed at Mayo Clinic.1 

SNOMED contains the detail needed for the 1) billing and reimbursement, 2) na-
tional health statistics and public health reporting, 3) the real-time measurement 
and reporting of safety and quality measures, and—most importantly—4) the pre-
cise characterization and recording of information about all medical diagnoses, find-
ings, treatments, and events by care providers, as they occur. 

Important work is currently underway by the National Library of Medicine, in col-
laboration with HL7, the leading standards development organization for health 
care, to accomplish the translation of SNOMED codes into ICD–9-CM codes. A simi-
lar translation (or mapping) is planned between SNOMED and ICD–10–CM. A map-
ping already exists, as well, between ICD–9-CM and ICD–10–CM. Work remains to 
be done. Completion of these mappings should be expedited, tested, and adjusted 
to assure continuity in moving forward. But that alone is not adequate to achieve 
the potential benefits of the synchronization. Additional, supportive standards for 
the specification of clinical statements and templates for clinical documents, under 
development by HL7, complete the array of standards needed to support SNOMED 
to ICD synchronization. 

The Centers for Medicare and Medicaid Services (CMS) and the National Center 
for Health Statistics (NCHS), which are today the leading users of ICD–9-CM-coded 
data must play a critical role in providing and maintaining for general use, a single 
approved, computer-based mapping of SNOMED to ICD–9-CM and to ICD–10–CM. 
This mapping should allow organizations, including providers, payers, and other 
stakeholders, to ‘‘capture the data once,’’ store it as SNOMED expressions, and 
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2 These numbers are derived from the graphic in the published study. See actual study for 
precise results. 

produce from it all ‘‘derivative’’ information (such as ICD codes for reimbursement, 
and for statistics and public health reporting). 
TERMINOLOGY NEEDS FOR QUALITY AND SAFETY 

Quality indicators and patient safety measures, now characterized by a cum-
bersome mixture of ICD–9-CM codes plus other data, can be better and more con-
sistently captured by SNOMED. If ICD–10–CM is implemented without coordina-
tion with SNOMED, a major recasting of indicators into ICD–10–CM terms will still 
need to be done and calibrated. All indicator-related data not currently encodable 
into ICD–9-CM will need to be scrutinized for codability in ICD–10–CM, and much 
of the information will still need to be gathered manually, with different processes 
for different indicators On the other hand, if SNOMED is specified as the basic no-
menclature for reporting of quality indicators, all detailed clinical data needed can 
be characterized using SNOMED, since SNOMED can handle the content of both 
the ICD–10–CM codes and the additional data required for quality indicator report-
ing. Not that every element of information available in SNOMED will always be in 
use, but if a new measure or finding is required, it will be there. By way of analogy, 
SNOMED will provide a complete dictionary, and grammar, for composing any sen-
tence, whereas today we have no more than a list of pre-formed and pre-selected 
‘‘sentences’’ to choose from. 

To understand this better, let us look at the findings of the first content coverage 
study from 1996 which compared SNOMED with ICD–9-CM and ICD–10–CM. 
‘‘Content coverage’’ is the relative ability to describe full clinical content, includ-
ing diagnoses, findings, prescriptions and drug information, procedures and other 
information. It includes the ability to modify these expressions in various ways 
(from ‘‘stages’’ of cancer, to degrees of certainty, to modifiers such as ‘‘family history 
of,’’ ‘‘history of,’’ ‘‘exposure to’’). The versions of SNOMED and ICD–9-CM that were 
in available at the time were used in the study. Plus, there was a draft version of 
ICD–10–CM available that was used in the study. The approximate results from the 
1996 study are tabulated below: 2 

ICD–9-CM ICD–10–CM SNOMED 

Diagnoses 1.61 1.61 1.92 

Findings 1.22 1.24 1.82 

Modifiers 0.38 0.41 1.71 

Other 0.55 0.79 1.52 

Procedures/Rx 1.01 1.09 1.79 

OVERALL 0.81 0.84 1.75 

Figure 1. Scores by semantic group for major coding systems. Bar graph of mean scores over all concepts 
within each semantic domain and Overall. The scale is based on a 0—2 integer scaling reflecting a subjective 
measure of concept capture. 0 = absent, 2 = complete. 

The two content coverage studies show that, despite structural changes and a 
switch to alphanumeric codes (which theoretically add much expandability to the 
coding system), ICD–10–CM/PCS does not increase content coverage in a major way. 
Overall, both the 1996 and the 2004 studies show similar content coverage for ICD– 
9-CM and ICD–10–CM/PCS. Content coverage for SNOMED is roughly twice that 
of either version of ICD. 

There are several reasons these studies do not show a significant increase in con-
tent coverage between ICD–9-CM and ICD–10–CM: 

1. The study looked at actual histories, and although there are some new diseases 
and procedures, these typically occur in low volumes; once they are recognized, they 
are added to ICD–9–CM (or–10 or SNOMED) in regular or special updates. 

2. Many of the changes in ICD–10–CM/PCS are changes to the internal way codes 
are handled, rather than the addition of new codes. There are some additions that 
are very helpful, such as the ability to indicate ‘‘right,’’ ‘‘left’’ or ‘‘both,’’ but in many 
cases, it is the old pie that is being cut up. 

3. ICD–10–CM is largely a recasting of major two types of clinical knowledge, 
major diagnosis and interventional procedures, which is also captured by ICD–9- 
CM. 
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3 http://www.snomed.org/snomedct/documents/July05—CT—FactSheet.pdf 
4 Information on SNOMED inclusions and mappings to other coding systems (including 

LOINC for lab values and various nurse activity coding systems) is provided at: http:// 
www.snomed.org/snomedct/documents/July05—CT—FactSheet.pdf 

5 NOS means ‘‘Not otherwise specified.’’ ‘‘NEC’’ means ‘‘Not elsewhere classified.’’ In short, un-
usual, uncommon, and—importantly—new conditions, such as SARS or avian flu, are first likely 
to be lumped into one of these ‘‘other’’ categories, until their correct etiology or expression are 
better understood. For reimbursement or statistics this tends to work reasonably well. A new 
type of flu will end up in ‘‘other influenza,’’ for instance, and so be counted and reimbursed in 
a reasonable manner. 

6 It must be emphasized that the ICD–10–PCS, Procedure Coding System, is not based on any 
ICD mortality coding system, but was developed under contract by 3M for CMS. 

In general, the scope of ICD–10–CM/PCS has not broadened to include the range 
of detailed clinical information covered by SNOMED.3 

SNOMED, on the other hand, shows particular strength of content coverage pre-
cisely in those areas central to the measurement of clinical quality and safety: de-
tailed findings and clinical modifiers. All-in-all, SNOMED outperforms either ICD– 
9-CM or ICD–10–CM/PCS by a margin of nearly two to one. This of profound impor-
tance when it comes to the specification, collecting, and reporting of quality meas-
ures—if what we mean to do is, truly, to create the foundation of a new generation 
of medical knowledge which can serve as the foundation for major new improvements 
and advances in patient care and public health. 

ICD–10–CM provides limited specificity regarding lab findings, non-billable proce-
dures (such as many nursing activities) and pharmaceuticals. SNOMED either 
maintains links to such information or has developed it internally.4 Plus SNOMED 
has a vision and flexible structure which allows for entire new dimensions to be 
added in the future. 

CHARACTERISTICS OF THE ICD CLINICAL MODIFICATIONS 
Although ICD–10–CM allows for greater extensibility (the ability to add more 

codes in many areas), it remains unchanged in two respects. It is designed for ag-
gregation and/or classification. It retains use of ‘‘NOS’’ and ‘‘NEC’’ codes.5 This 
means that it gathers similar diagnoses into common groupings. Sometimes, these 
‘‘groupings’’ represent a single clinical expression, but not always, and not fun-
damentally. The ICD Clinical Modifications have done a reasonable job of serving 
the functions for which they were designed, statistical reporting, case retrieval for 
study, and, more recently, reimbursement. 

But, to handle the new proliferation of quality indicator reporting, neither ICD– 
9-CM nor ICD–10–CM/PCS have the detail, the structure, or the ability to adapt 
to foundational changes to its underlying assumptions; it will still be possible to run 
out of codes. With genomic data rapidly being linked to symptoms and diseases and 
with the promise of an ever-changing but always growing set of requirements for 
detailed and ‘‘subtle’’ quality criteria (‘‘nonbillables’’), any fixed classification system 
will be short-lived. Indeed, ICD–10–CM is based on the First Edition of ICD–10, and 
the Second was introduced last year, along with a whole new user interface tech-
nology. If history is to be the guide, ICD–11 is due out in the next few years, and 
is expected to be more SNOMED-like in its design. Indeed, ICD–10–PCS, the Proce-
dure Coding System (to be used for inpatient procedures only; it does not replace 
CPT), a thoroughly U.S.-developed system—uses a SNOMED-like approach.6 

It is indeed most commendable that AHIMA, which has 40,000+ members in-
volved largely in the coding of medical information into the ICD, CPT and related 
families of coding systems, is now voicing its strong support for the mapping 
SNOMED to ICD–10–CM as part of a coordinated strategy in the direction of ade-
quate, ‘‘capture once, use many times’’ clinical description capability. This is a sig-
nificant step forward. There is every reason to believe that these talented profes-
sionals will continue to play a key role in the future of all aspects of clinical infor-
mation capture. 

RECOMMENDATIONS 
The following two measures are required in order for the United States to move 

forward to a detailed, flexible, and clinically useful system for characterizing health 
related conditions, findings, interventions, and events: 

1. CMS and NCHS should provide, for general use, a mapping between SNOMED 
and both ICD–9-CM, and ICD–10–CM/PCS 

2. CMS should require that all data specified for the reporting of newly mandated 
safety and safety measures should be submitted in SNOMED terms 
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7 Indeed, the fact that ICD only allows a condition to be assigned to one category is considered 
a valuable feature for purposes such as classification and grouping for reimbursement, in re-
ality, conditions often have multiple characteristics and other aggregations may also be useful, 
not only for research, but also for practice. A bacterial infection of a heart value is both a heart 
condition and a bacterial infection. Metastatic liver cancer is not only a cancer but has multiple 
sites that may be characterized. SNOMED handles this kind of multiple characterization much 
more easily than do the ICDs. 

Designated Mapping between SNOMED and ICD–9-CM and ICD–10–CM 
CMS and NCHS must help develop, certify and provide for use, an approved map-

ping of SNOMED codes to ICD–9-CM and ICD–10–CM. It is surely possible that 
more than one roll-up will be possible given the ‘‘multiple inheritance’’ capability of 
SNOMED.7 Work is progressing on the mapping of SNOMED to ICD–9-CM, in the 
joint initiative of the NLM and HL7. Work should begin as soon as possible on ICD– 
10–CM as well. A mapping to ICD–10-PCS may also be considered, although it is 
not a necessary part of the diagnosis cross-mapping. 

CMS and NCHS should, as well, take on the necessary calibration work to assure 
that in terms of payment and statistics, the disease profiles which result from the 
mappings to ICD–10–CM are consistent with those derived from ICD–9-CM. Not all 
health care organizations will be able to go to use of SNOMED at the outset and 
will likely prefer a more straightforward move to coding into ICD–10–CM. Provider 
organizations that want to move to automated problem lists which can be used di-
rectly by care providers and which can be linked to clinical advice/alerts and med-
ical literature (creating the full cycle of evidence-based medicine), can be expected 
to enthusiastically embrace SNOMED-based problem lists. These organizations 
should be assured that any potential decreases in reimbursement due to the ability 
to provide additional detail should be neutralized initially and factored in over time. 
A potential source of revenue for handling any such gaps can be expected from de-
creases in ‘‘fraud and abuse,’’ which can result from differences in coding conven-
tions between payers and providers. With a system based on SNOMED-level detail, 
disagreements over which category (ICD code) a condition should be assigned to will 
be eliminated by the explicit use of the actual description of the condition as the 
primary data entity. Only consequently will this detailed diagnosis be assigned—by 
means of a CMS-approved mapping—to an ICD-level category. Actual abuse will be 
actually documented and furthermore, will be internally testable, for instance, by 
the ability to compare a SNOMED-coded diagnosis with a SNOMED-coded lab re-
sult to see if they are consistent. Systems will naturally evolve which internally 
check to assure that such inconsistencies are noticed and attended to. 

Requiring Quality Indicators to be Submitted using SNOMED 
SNOMED has been designated by CHI as the preferred standard for use for most 

clinical reporting, and is mapped to LOINC and several nursing terminologies. In 
short, SNOMED contains the level of detail needed for the direct encoding of the 
details needed for the reporting of quality indicators. Neither ICD–9-CM or ICD– 
10–CM/PCS are capable of capturing this level of detail nearly as well as SNOMED. 
SNOMED, is based on a natural ordering, or ontology, which reflects the natural 
relationships among health-related entities (states of health and disease, symptoms, 
findings, events, interventions, medications, and all types of interactions with care 
providers). And it has the flexibility to be changed as the understanding of these 
relationships change—as they are certain to do, given the rapid advancement and 
restructuring of medical knowledge 

ADDITIONAL BENEFITS 
Major new benefits and ‘freedom of (clinical) expression’ will result from adopting 

this approach. Provider organizations will be free to implement EHR systems which 
use SNOMED as the foundation of all their information needs, enabling them to 
provide the highest quality patient-oriented care. Systems of medical advice and on- 
line access to medical knowledge, for patients and care providers alike, will be en-
hanced; and active quality and safety management can be integrated into systems 
rather than patched onto them. And yet it will still be possible for providers to sub-
mit the financial and administrative data required of them—only with less bureauc-
racy and duplication of effort, and a real savings of consumers’ and tax payers’ dol-
lars. For years we have been moving deliberately to this new vista, and so many 
of the initiatives are ready to bloom. There is every reason to believe that we are 
at the verge of the emergence of the long-anticipated ‘‘common language of medi- 
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1 The MRHIS is the information system which originates with data in the medical records of 
hospitals and physicians’ offices. It must first meet the needs of the physician as a memory and 
communication tool in care of the individual patient. Some medical record content is then used 
to support billing and to create statistics on health and healthcare. 

2 Output codes are codes which represent the labels of the categories of a classification which 
has been constructed for statistical purposes. Each diagnosis output category (code) contains a 
collection of the individual diagnoses which are its input. In both ICD–9-CM and ICD–10–CM, 
several hundred thousand specific diagnoses are collected into the few thousand categories of 
the classification. Most individual diagnoses, therefore, have no unique codes. 

3 Input diagnosis codes are codes which exactly represent diagnosis entities as expressed by 
the physician. The physician may or may not record a diagnosis using its ‘‘preferred term;’’ he 
may or may not even use a standard synonym. Following input, the computer system will add 
the ‘‘standard code’’ for the preferred term in order to facilitate finding it in all medical records. 

4 LOINC—Logical Observation Identifiers, Names, and Codes. 

cine’’ which can make the new era of ‘‘collaborative health decision-making’’ a reality 
rather than a dream. 

f 

Statement of William Hogan and Vergil Slee, The Rods Laboratory 
(at the University of Pittsburgh), Pittsburgh, Pennsylvania 

SUMMARY 

It would be a mistake to switch from ICD–9-CM to ICD–10–CM in the Medical 
Record Health Information System (MRHIS) 1 at the present time. 

The resource expenditure required would present an unnecessary, perhaps insur-
mountable, obstacle to the efforts of the federal government to modernize the 
healthcare industry with information technology (IT), most especially the adoption 
by physicians of the electronic medical record (EMR). 

The claim that implementing ICD–10–CM is critical to biosurveillance for such 
threats as SARS and avian influenza is inaccurate—the public health reporting sys-
tem does not use ICD–9-CM codes for this purpose. 

The basic problem that the healthcare system and the federal government need 
to address is that there is no standard set of codes for diagnosis INPUT. Our system 
is obsolete. It uses diagnosis OUTPUT codes 2 for diagnosis INPUT —both ICD–9- 
CM and ICD–10–CM are OUTPUT codes. 

Instead of switching to ICD–10–CM, we should develop and implement a modern 
system for diagnosis INPUT 3 No system for this purpose exists today. 

OUR CREDENTIALS 

Willian Hogan, MD, MS is an Assistant Professor of Medicine in the School of 
Medicine of the University of Pittsburgh and a senior analyst in its Realtime Out-
break and Disease Surveillance (RODS) Laboratory. RODS carries out research 
under funding from DARPA, CDC, NLM, DHS, AHRQ, and NSF. Hogan has exten-
sive experience in building biosurveillance systems, as well as conducting basic bio-
surveillance research. Prior to joining the RODS Laboratory in 2002, he worked at 
Health Language, Inc, where he gained expertise with vocabulary standards includ-
ing ICD–9–CM and SNOMED. He is the expert on vocabulary standards at the 
RODS Laboratory, and led the effort at the RODS Laboratory to map proprietary 
codes used by eight hospital laboratories to LOINC 4 and SNOMED CT for electronic 
laboratory reporting. He has written on vocabulary standards, biosurveillance, and 
the intersection of the two. 

Vergil Slee, MD, MPH, FACP, FACHE (Hon) was responsible for the first deploy-
ment of ICD in hospitals as a tool for diagnosis indexing, a task for which ICD was 
admirably suited at that time (1955). In 1975 he represented the U. S. at the WHO 
conference which designed ICD–9. In 1976 he became President of the Council on 
Clinical Classifications which, in collaboration with the U. S. National Center for 
Health Statistics, developed ICD–9–CM (1978). He has analyzed ICD–10–CM (Ref-
erence 6) and has written extensively on the expanding demands on medical record 
information (Reference 7), demands which have destroyed ICD’s suitability for diag-
nosis input. 
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5 NOTE RE PROCEDURE CODING: Proponents of the switch to ICD–10–CM imply that it 
would also require the switch, for hospital inpatient records, from Volume 3 of ICD–9–CM to 
ICD–10–PCS (which was written by 3M under contract from HHS). Procedure coding is a sepa-
rate issue from diagnosis coding. No simultaneous switch is necessary; the system could stay 
with the present procedure coding or consider the procedure coding available with SNOMED CT 
(Standardized Nomenclature of Human Medicine—Clinical Terminology). SNOMED CT is a ref-
erence terminology developed and maintained by the College of American Pathologists (CAP). 
SNOMED CT has been made available to the healthcare system by HHS under a contract with 
CAP. 

6 Category coding of diagnoses is coding in which each code (number) represents (the title of) 
a category of diagnoses, e.g., ‘‘Other diseases of the liver.’’ In category coding, the coding of the 
diagnosis itself and its classifying are combined into one step. 

7 ICD, the International Classification of Diseases, is a serial publication of WHO. The U.S. 
created ICD–9–CM (a clinical modification, CM) in 1978 for use in hospitals and doctors’ offices. 
ICD–10–CM based on ICD–10, first edition (1992), is now in draft in a version dated June 2003. 
WHO issued a second edition of ICD–10 in 2004. Presumably the U. S. ICD–10–CM would have 
to be made to correspond with each new edition. 

STATEMENT OF THE ISSUE: 

The Federal government is being urged to replace ICD–9–CM diagnosis codes 
with ICD–10–CM diagnosis codes in the Medical Record Health Information System 
(MRHIS) 5 This system uses medical record data for three major purposes: 

PRIMARY PURPOSE: Patient care. The medical record’s primary, nonnegotiable 
purpose is to be the memory and communication tool for the physician. It has no 
substitute for the care of the individual patient. 

SECONDARY PURPOSES: (1) Billing and (2) Statistics on health and health 
care. 

BASIC FACTS: 

Two essential facts about the MRHIS must be included in discussing the question 
of switching from ICD–9–CM to ICD–10–CM: 

For patient care, the physician must have diagnoses in their greatest detail. 
For billing and statistics, diagnoses must be grouped. 
‘‘ICD coding,’’ the coding used in the MRHIS, is category coding,6 which captures 

only the labels of the groups (categories) in a clinical modification of ICD. The ICD 
series 7 was designed for the OUTPUT of data for statistics (and, in the U. S., the 
clinical modification (CM) is essential for billing). The ICD series was never in-
tended for INPUT, the purpose for which we (mis)use it. The precise diagnoses are 
simply discarded, except in the rare instance where a category has only one diag-
nosis (see the illustration on page 8). The result is that ICD coding—category cod-
ing—is not useful for the physician in the care of the patient. 

Category coding has an especially pernicious effect for statistics. The coded data 
are already aggregated, and aggregated data can never be disaggregated—they can 
only be combined into larger groups (such as DRGs). This means that our health 
care system is in a ‘‘one-size-fits-all’’ situation and must use the same statistics for 
such disparate purposes as public policy, quality review, facility management, and 
evidence-based medicine. Common sense dictates that each of these uses has unique 
information demands and should have its own grouping of diagnoses. We propose 
a solution below. 

SWITCHING FROM ICD–9–CM TO ICD–10–CM 

Proponents of switching argue that switching is a cost-effective and necessary step 
to modernize our healthcare information system, that we must keep in step with 
other nations for international comparisons of morbidity, and that ICD–10–CM is 
more up-to-date, has more room for ‘‘things,’’ can more easily accommodate new dis-
eases such as SARS, and is better suited to biosurveillance for terrorist and emerg-
ing disease threats. 

UP TO DATE: ICD–9, the parent of ICD–9–CM, was written in 1975 and ICD– 
9–CM was put into use in 1978. ICD–10 was written in 1989 and published in 1992. 
ICD–10–CM is still in draft form. The U.S. agreement with the World Health Orga-
nization (WHO) (the author of the ICD series of classifications) states that any clin-
ical modifications (CM versions) must be ‘‘collapsible’’ back into the categories of 
ICD itself, which greatly reduces our freedom to keep it current with medical 
progress. 

LACK OF SPACE: A second argument is that ICD–9–CM has few remaining 
codes to assign to new diagnoses. Actually it uses only about 13,000 codes out of 
the over 100,000 permitted by its structure. The problem is that it uses an anti-
quated code structure, where the code indicates the location of a category in a hier-
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8 ICD–10– and ICD–10–CM maintain this antiquated hierarchical code structure, but have a 
higher number of possible codes. Depending on how our knowledge of disease increases, ICD– 
10 could also eventually ‘‘run out of codes’’ in some parts of its category hierarchy. 

9 Canada created and implemented its own modification of ICD–10 called ICD–10–CA. Simi-
larly, Australia created and implemented ICD–10–AM. The U.K. uses ICD–10 for morbidity 
with no modifications. Note that each has used a different version of ICD–10, thus making inter-
national comparisons far more difficult than if the same code version (clinical modification) were 
used. 

10 The ICD–9–CM coding would continue, however, since it is at the heart of the billing proc-
ess, and financial stability must be maintained. 

archy of categories.8 Modern computer methods do not require that codes be in such 
a numerical hierarchy. ICD–10–CM (2003 draft) has 67,000 codes, and thus one 
might expect that it has more clinically relevant detail, but this number is mis-
leading. For example, one category, Code S82 Fracture of lower leg, including ankle, 
with its mandatory extensions, accounts for 3,248 of the codes in this count. 

NEW DIAGNOSES: We have no system for promptly coding new conditions such 
as avian influenza, SARS, and Gulf War Syndrome (real or suspected) with ICD– 
9–CM, nor would we with ICD–10–CM. For example, there were no ICD–9–CM 
codes for SARS until October 1, 2003, nearly 3 months after the WHO lifted all its 
travel advisories and considered the outbreak under control. Nor is the system 
ready to uniquely identify avian influenza. The inability of a category coding system 
to classify new entities is due to the necessity of deciding what they are before de-
ciding where to put them in the classification. There are also the requirements that 
a committee make the decisions, and that changes, which must be implemented first 
by human coders dispersed throughout the nation, are only made once a year. 

INTERNATIONAL MORBIDITY DATA: The U. S. is under no obligation to use 
ICD for anything other than mortality data. In personal communication with Dr. 
Slee, a WHO statistician stated that for virtually all international morbidity studies, 
special data collection is required. 

BIOSURVEILLANCE: Proponents of ICD–10–CM argue that it is essential to 
make the switch to have better disease surveillance for terrorist and emerging infec-
tious disease threats. However, the current biosurveillance system makes little use 
of even ICD–9 codes for detecting disease outbreaks. When physicians, hospitals, 
and laboratories report notifiable diseases to public health, they do not use (nor are 
they required to use) ICD–9–CM codes. Influenza surveillance relies in part on mor-
tality statistics (which are retrospective, of course), but mortality statistics are al-
ready compiled using ICD–10 (not ICD–10–CM) codes. We have already noted the 
inadequacy of ICD–9–CM for accommodating emerging disease threats such as 
SARS. 

In view of these facts, the arguments as to advantages of ICD–10–CM over ICD– 
9–CM lose a great deal of their weight. 

FINANCIAL IMPACT: 

MONETARY COSTS: Two estimates have been made of the cost of switching to 
ICD–10–CM from ICD–9–CM. The RAND Corporation figure, for the Centers for 
Disease Control, was from $425 million to $1.125 billion over 10 years. The Robert 
E. Nolan Company figure, for the Blue Cross Blue Shield Association, was from $6 
billion to $14 billion over 2–3 years. The higher figures are likely to be more accu-
rate, because Nolan based its estimates on similar information technology conver-
sions in the past, namely actual costs to the healthcare system of the year 2000 
(Y2K) remediation and Health Insurance Portability and Accountability (HIPAA) 
compliance. Nolan also gave some details of actual costs incurred by Canada, Aus-
tralia, and the United Kingdom during their switch to ICD–10.9 

Regardless, the switch would require the commitment of human and financial re-
sources which would thus not be available for solving the underlying problem with 
health care information: we use diagnosis output codes for diagnosis input. Detailed 
diagnosis input is a building block on which the entire MRHIS must be (re)built. 
It is critical that the healthcare system and the federal government devote resources 
to the solution of this problem, as we discuss below. 

SAVINGS: The most optimistic estimate of the benefit of switching to ICD–10– 
CM is $7.7 billion over 10 years (Rand). By contrast, the projected savings to the 
healthcare system of a national health information network (NHIN), as envisioned 
by the Office of the National Coordinator for Healthcare Information Technology 
(ONCHIT), is $337 billion over the first 10 years, and $77.8 billion per year there-
after (Reference 1). This estimate assumes the use of the EMR, the adoption of 
which requires diagnosis input codes in place of ICD–9–CM codes.10 Importantly, 
none of the benefit of NHIN results from switching to ICD–10–CM. 
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11 Diagnosis entity coding, necessary to modernize MRHIS, is coding in which each code rep-
resents an individual diagnosis entity. The diagnoses can, with this coding, be placed in ANY 
classification, e.g., ICD–9–CM, ICD–10–CM, or policy, planning, or research groupings. 

BUILDING NHIN: Achieving this goal would be seriously delayed. In the event 
of a switch to ICD–10–CM physicians would have to give the new code system pri-
ority over the EMR so that they could maintain revenue. Health plans considering 
financial incentives to physicians for adopting EMRs would have to divert resources 
to the ICD–10–CM switch. Hospitals, health plans, physicians, and state govern-
ments would all have fewer resources to devote to developing health care data ex-
change. 

INFORMATION COSTS: The costs of the switch in its effects on health and 
healthcare information cannot be predicted, but they may well be, in the long run, 
more important than money. One particular effect: 

Longitudinal studies (studies which cross the date on which classifications change, 
e.g., from ICD–9 to ICD–10) usually are seriously disrupted and often have to be 
abandoned. Disturbance of such studies costs money as well as information. To illus-
trate with one such study: 

ICD–10 has been used for U.S. mortality tabulations effective with 1999 death 
certificates. In Florida, the AIDS death rate, which had been declining by about 6% 
per year until 1999 took a sudden rise of about 6% in that year. Investigation 
showed that this 12–13% jump was entirely due to the coding change; the true trend 
had been badly distorted (See Reference 2). 

INFORMATION QUALITY: Information quality always sags, often for several 
years, simply as the result of changing coding (the effects are prolonged by the fact 
that implementation cannot be achieved on a single date; all elements of the system, 
from coders, through computers, must be up to speed before the system becomes re-
liable). 

HOSPITAL AND PHYSICIAN REIMBURSEMENT: Our reimbursement sys-
tem is in financial equilibrium. Any change in coding would require recalibration, 
involving collection of both medical and financial information on huge numbers of 
patients (enough to give statistical validity to each DRG, for example), and parallel 
operation of both the old and the new systems until reliability could be guaranteed. 
This is truly a non-trivial aspect of switching. 

MODERNIZATION OF THE MRHIS: The switch would delay attention to actu-
ally modernizing the system, as outlined below. 

MODERNIZATION OF THE MRHIS 

We contend that we should not try to put a ‘‘band-aid’’ on our obsolete MRHIS. 
Instead, we should develop the missing component, a system for INPUT of diag-
noses, and bring the system up to 21st century standards. Modernization should 
start with these steps: 

1. DELAY THE SWITCH to ICD–10–CM: We should continue to use ICD–9– 
CM, modifying it as necessary for the reimbursement system, in order to free 
the resources, human and financial, needed to modernize the system. 

2. DEVELOP A CODED DIAGNOSIS INPUT SYSTEM: Add diagnosis entity 
coding 11 to the medical record. 

It is a basic principle in science that original observations—in this instance, origi-
nal medical records—should be preserved permanently, without alteration, in order 
to permit review and further analysis as needed. Preserving diagnoses only after 
they have been placed in groups and have lost their individual identity, as we do 
today with category coding input, is a gross violation of this basic principle. The 
practice is an embarrassment and should be stopped immediately. Entity coding 
would permanently preserve the original diagnoses. 

The needed input system would be simple and user-friendly for the physician— 
with no look-up or coding required. This would demand three critical attributes. The 
system would 

a. Accept natural language input for any term the physician wishes to use (See 
Reference 8 which discusses ‘‘free vocabulary’’ and References 3 and 4 which discuss 
the need for an ‘‘interface’’ vocabulary for users of EMRs). 

b. Map, by computer, this free language term to a standard vocabulary such as 
SNOMED CT. (SNOMED CT is a reference terminology for well-studied conditions, 
not an input terminology, although its preferred terms are, of course, often those 
the physician normally uses.) 
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c. Provide instant, ‘‘realtime’’ codes for new diagnoses such as SARS—coding for 
new terms is delayed in the present system for months or years, as was the case 
with AIDS. 

3. DEPLOY THE INPUT SYSTEM: Make the entity diagnosis coding system 
freely and readily available to all elements of health care. 

ADVANTAGES OF THE MODERNIZED SYSTEM 

The modernized system would 

1. Provide physicians the detailed diagnoses they need for patient care. 
2. Remove a major barrier to acceptance of the EMR. 

f 

America’s Health Insurance Plans 
Washington, DC 20004 

July 26, 2005 
The Honorable Nancy Johnson Chairman 
Subcommittee on Health 
House Ways and Means Committee 
1136 Longworth Building Washington, D.C. 20515 

Dear Madam Chair: 

On behalf of America’s Health Insurance Plans (AHIP), I am writing to submit 
testimony for your subcommittee’s July 27 hearing on health information tech-
nology. 

AHIP and our members are committed to playing a leadership role in developing 
an interconnected health care system—based on voluntary, national, uniform stand-
ards—in which consumers and providers have access to patient-owned Personal 
Health Records (PHRs) that provide integrated health information, from all clini-
cians and all settings of care, in a usable form and in a timely manner. Our testi-
mony focuses on several key areas: 

• opportunities to deploy health information technology to improve quality, value 
and efficiency for health care consumers; 

• the role health insurance plans are playing in advancing health information 
technology through the Ambulatory Care Quality Alliance (AQA) and other ini-
tiatives; and 

• the importance of establishing consumer-centric Personal Health Records 
(PHRs) that are fully compatible with Electronic Health Records (EHRs). 

We are pleased that health information technology has been the focus of bipar-
tisan legislation in both chambers of Congress. At the same time, we have serious 
concerns about one proposal addressed by several pending bills. Specifically, we 
strongly oppose provisions that would relax the federal fraud and abuse laws for the 
purpose of allowing hospitals to support physician use of health information tech-
nology. We are concerned about the unintended consequences of tying physicians to 
hospitals financially through equipment subsidies or electronic record sharing. 
Moreover, the ability of physicians to cooperate with other providers—and deliver 
services in a range of hospitals—may be hindered if they become dependent on a 
hospital-based information sharing network. 

Another concern is that the proposed exceptions could unintentionally lead to local 
information sharing programs that are isolated and impede the development of the 
interconnected system that is needed to exchange information across the country. 
We believe that creating new exceptions to the current fraud and abuse laws is not 
only unnecessary, but will undermine the integrity of the existing regulatory frame-
work. 

Thank you for considering our concerns on this issue. We also appreciate this op-
portunity to submit testimony on the broader issue of advancing an interconnected 
health care system to improve the delivery and quality of health care in America. 

Sincerely, 
Karen Ignagni 

f 
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i Health Care Financing Review/Web Exclusive/December 2, 2004, Volume 1, Number 1, page 
2. 

Statement of Rebecca Marshall, American Academy of Pediatrics, 
Elk Grove Village, Illinois 

Introduction 
This statement is submitted on behalf of the American Academy of Pediatrics 

(AAP), an organization of 60,000 primary care pediatricians, pediatric medical sub-
specialists, and pediatric surgical specialists who are dedicated to the health, safety, 
and well being of infants, children, adolescents, and young adults. The AAP would 
like to thank the House Committee on Ways and Means for the opportunity to sub-
mit a statement for the record on congressional involvement to further the adoption 
of health information technology (HIT). 
Key Principles 

In January 2005, the AAP joined with the American Board of Pediatrics, the 
Child Health Corporation of America, and the National Association of Children’s 
Hospitals and Related Institutions to develop the following key principles of a Na-
tional Health Information Infrastructure: 

1. Every child should have a personal electronic health record that is available 
24 hours a day, 7 days a week, in whatever location is necessary to provide 
care to the patient. If regional networks are formed to facilitate the sharing 
of data within a community, it is crucial that these networks be built using 
the same national standards for data, functionality, and transmission so that 
patient information may be shared across networks when necessary. 

2. All information systems must be built on national standards for both data and 
functionality. The Health Level 7 (HL7) EHR Draft Standard for Trial Use, its 
accompanying standards, and future versions should be adopted in all health 
care settings, including hospital, ambulatory care, and public health. The use 
of controlled medical terminology should be encouraged in the design of any 
data structure. 

3. A standard method of transmission of data among information systems must 
be established. 

4. All information systems and procedures for data transmission must protect the 
privacy and integrity of patient data through compliance with the Privacy and 
Security Rules of the Health Insurance Portability and Accountability Act 
(HIPAA) of 1996. Systems must also be flexible enough to enable more strin-
gent controls where required by law. Data sharing will require national stand-
ards for authentication of users and verification of access rights, and must sup-
port audit tools. 

5. The availability of planning and implementation grants to begin building local 
networks based on national standards and including all health care providers 
would greatly improve the speed at which the NHIN will develop. 

These key principles highlight the need for national standards for data, 
functionality, transmission, and vocabulary so that a patient’s electronic health 
record is accessible wherever it is needed, whenever it is needed. 
Resource Challenges 

It is well known that one of the greatest challenges in encouraging physician 
adoption of HIT is the misalignment of incentives. Pediatricians wishing to imple-
ment EHRs face additional challenges. 

1. Children, who are generally healthy, account for less than 12% of personal 
health care spending. Therefore, market incentives have not compelled private 
industry to focus on the unique IT needs of the health care of children. As a 
result, the development of IT focused on children’s health care progressed more 
slowly than in other areas. Where it does exist, the provider must have the 
resources to develop customized IT systems. Of the pediatric dollars spent, 80% 
are generated by children with special healthcare needs (who in turn constitute 
approximately 16% of the pediatric population).i This figure supports the need 
for financial incentives for systems that improve care for the most medically 
complex children. In addition, since these children are living longer, adult sys-
tems will eventually need to handle the same functions in order to care for pa-
tients who transition out of pediatric care. 

2. Because pediatric evaluation and management services are often compensated 
at lower rates than the equivalent adult services or procedures, children’s doc-
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tors—pediatricians and family physicians—often are unable to invest either the 
money or time required to obtain and use IT appropriately. 

3. Because pediatricians do not make frequent use of transcription and often 
practice in solo practice or small groups, the usual components of return on in-
vestment (reduced transcription costs and reduced staff support) either do not 
apply or apply only marginally to practices, making investment in an EHR dif-
ficult to recoup. 

4. To date most public resources for IT development have been focused on the 
Medicare population, with quality improvement efforts focused on adult meas-
ures. This leaves physicians who care for children at a disadvantage, since 
there are only approximately 12,000 pediatric Medicare beneficiaries, and risks 
allowing market forces to drive EHR development based almost exclusively on 
adult care. 

Recommendations 
In order to encourage adoption of HIT without impeding progress already being 

made, Congress should: 

1. Ensure that the Office of the National Coordinator for Health Information 
Technology receives sufficient funding to continue its work. 

2. Allow for licensing and support of national health information standards iden-
tified by the Department of Health and Human Services. 

3. Provide funding to support activities of standards development organizations, 
which often rely on volunteers for labor-intensive development, refinement, and 
maintenance of standards. 

4. Ensure that legislation impacting healthcare quality improvement activities 
and incentives for HIT adoption apply to Medicaid and SCHIP populations, in 
addition to Medicare. 

5. The Stark laws and anti-kickback legislation should be relaxed to allow for 
data-sharing between the hospital and the ambulatory practice. In addition, 
since large medical centers typically have financial and other resources for de-
velopment of clinical information technology that small, ambulatory practices 
do not, there should be some provision for sharing of those resources to assist 
local providers in accessing the RHIO. 

In conclusion, the American Academy of Pediatrics fully supports efforts to speed 
the adoption of electronic health records across the nation. The Academy is heavily 
involved in clinical information technology standards-setting and in assisting its 
members as they make this transition. The fate of our children’s healthcare is at 
stake. We are available to answer any questions you may have regarding this very 
important subject, especially as it relates to children. The Academy appreciates your 
efforts, which will assist our members and all those who care for children in improv-
ing health care quality and safety. 

f 

Statement of Jane M. Orient, M.D., Association of American Physicians & 
Surgeons, Tucson, Arizona 

Madame Chairman and Members of the Committee: 
The Association of American Physicians and Surgeons was founded in 1943 to pre-

serve private medicine. We represent thousands of physicians in all specialties na-
tionwide, and the millions of patients that they serve. I am the executive director, 
and a practicing internist in Tucson, Arizona 

Nine years ago, President Bill Clinton signed into law the Kennedy-Kassebaum 
bill, also known as the Health Insurance Portability and Accountability Act of 1996 
(HIPAA). It was the end product of three and a half contentious years of White 
House and Congressional horse-trading. These efforts resulted in new laws that 
were supposed to make health insurance easier to purchase, with the capability to 
follow a worker from one job to another, with policies more responsive to the needs 
of patients, doctors and hospitals. It was also supposed to help 38 million Americans 
obtain health insurance. 

There are now an estimated 45 million uninsured Americans, according to the 
U.S. Census Bureau and other government sources. Premium increases grew by 8% 
in 2000, 11% in 2001, 13% in 2002 and 14% in 2003. We now spend an estimated 
$480 billion annually on U.S. health care, according to the Robert Wood Johnson 
Foundation. 
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We believe that this situation is in large part the unintended consequences of 
HIPAA. Additionally, many of the rules of HIPAA continue to erode the quality of 
health care, add to the cost of medical and administrative services, and undermine 
the patient-physician relationship. 

Rather than making medical care portable and more accountable, HIPAA has ap-
parently laid the foundation for a one-size-fits-nobody national health insurance pro-
gram. Reliance on the Internet and an interoperable technology system may promise 
cost-savings to the federal government and certain third-party payers, but it will 
add enormous, unsupportable costs to private practitioners and small facilities. 
Moreover, many physicians fear that the establishment of an Internet-based health 
information infrastructure will enable facilitate, or even lead inexorably to an effec-
tive hostile government takeover of American medicine. 

One of the objectives of HIPAA is the creation of a mandatory electronic coding, 
tracking and surveillance system that would use a uniform set of codes for every 
single medical procedure. Every doctor, hospital and clinic would be required by law 
to submit these coded procedures so that diseases could be tracked and ‘‘quality’’ 
could be monitored. Even if proponents deny that a national database would be es-
tablished, the existence of multiple, interoperable databases would be its functional 
equivalent. In other words, everyone’s personal medical history, including the most 
sensitive and intimate records, would be accessible on the ‘‘worldwide web’’ to per-
sons unknown to the patients, with unpredictable and potentially devastating ef-
fects. 

Back in 1996, when the ‘‘Information Superhighway’’ began electronically linking 
all of humankind, it was paved with fiber optics that led to high-speed modems. 
There were no visible potholes, viruses or worms, and just a few annoying pop-ups. 
The Internet looked like the answer to our dreams of a modern world, but it has 
become a dangerous place for storing personal records of any kind. 

One only needs to consult the Congressional Record of June 23, 2004 to better 
understand the intent and scope of medical information technology: Upon introduc-
tion of his Health Care Modernization, Cost Reduction and Quality Improvement 
Act of 2004, legislation (S. 2421, 108th U.S. Congress) amending HIPAA and the 
Public Health Service Act, Sen. Edward Kennedy explained his vision for medical 
information technology: 

‘‘The legislation we are introducing is an effective way to modernize and improve 
the health care system, by using modern information technology, by paying for 
value and results [emphasis added] and not simply for procedures performed or 
patients admitted to hospitals, and focusing in improving quality and preventing 
disease,’’ Kennedy explained to his colleagues. 

In one paragraph, Kennedy proposed that what was supposed to be a way to help 
seniors pay their medical bills into a command-and-control economy directed from 
Washington. His assumption that government knows enough to define ‘‘value and 
results’’ and should have the authority to deny payment for services rendered in 
good faith illustrates immense chasm of understanding of American health that cur-
rently exists between the U.S. Senate and the practitioners of modern medicine 

The government takeover begins with so-called Pay-for-Performance (Pay-for-Con-
formance really) within the Medicare program. Doctors would not be allowed to par-
ticipate in Medicare unless they met all the information technology requirements 
proscribed by the U.S. Congress. 

But that is just the camel’s nose! Even if in compliance with the electronic re-
quirements, doctors would only be paid for what bureaucrats decide should be done, 
under what circumstances, for whom, and with what results—in other words only 
for care that follows government ‘‘guidelines.’’ (These will be ‘‘voluntary,’’ so physi-
cians will be responsible for any untoward consequences, but any ‘‘deviation’’ will 
have to be justified or punished.) If paid only for ‘‘successful’’ outcomes, physicians 
who desired to remain financially solvent might be forced to restrict their practice 
to patients with a relatively good prognosis, who are inclined to follow doctor’s or-
ders. 

Under the guise of streamlining the practice of medicine by discouraging any pro-
cedures that computers might be able to identify as defensive medicine, Pay-for-Per-
formance becomes an obstacle to medicine tailored to the needs of individual pa-
tients by focusing only on pre-approved procedures for specific treatments and ill-
nesses. 

The electronic surveillance of medicine would make it that much easier for trial 
lawyers to sue doctors, and doctors who would no longer be paid for defensive med-
ical practices. Under Kennedy’s proposal, doctors would not be paid for anything but 
results 

If the House Ways & Means Committee and the U.S. Congress intend to reduce 
medical costs, increase quality, and eliminate needless tests and administrative 
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overhead, a good first step would be to complete work on long-overdue and badly 
needed caps on monetary awards for ‘‘pain and suffering,’’ limits on contingency fees 
that lawyers charge, and penalties for filing unfounded lawsuits. 

Instead, the federal government may require use of the Internet to expose private 
medical records, monitor medical procedures, and dictate the day-to-day operations 
of doctors’ offices, hospitals, and pharmacies. 

The government-dictated medical information technology movement and the in-
trusive, restrictive central planning in American medicine that it would foster would 
render the practice of modern medicine as we know it today virtually impossible. 
The quality and privacy of medical care would suffer, as well as availability, because 
many excellent practitioners are likely to become demoralized and withdraw from 
active practice as soon as possible, unwilling to perform under constant surveillance 
by bureaucrats. Advancements in medical technology and groundbreaking treat-
ments for disease would become nonexistent, because the federal government would 
control all financial incentives for medical research and development. 

As the members of this Committee debate the broader issues of medical informa-
tion technology, and the potential for cost-savings for government programs like 
Medicare and Medicaid, please keep foremost in your mind the need to protect the 
sacred relationship between physicians and their patients. In this 109th U.S. Con-
gress, doctors and their patients are facing a deluge of punitive and doctrinaire reg-
ulatory proposals including the failure to reform medical liability laws, moratoriums 
on physician financial interest in specialty hospitals, information technology re-
quirements for physicians participating in Medicare, and now the proposed assault 
on the actual practice of medicine—pay-for-performance. 

The Association of American Physicians and Surgeons is urging restraint, reflec-
tion and reassessment of the use of relatively novel information technology and its 
relationship with government programs and federal and state spending on health 
care. Forcing technology on medicine by top-down central planning risks an end to 
advancements in information technology, as outmoded, inappropriate, cumbersome 
systems are imposed. Physicians and medical facilities will voluntarily adopt tech-
nology as they find it serves their patients well, just as they have been quick to use 
new imaging technology, surgical procedures, and medications. 

Please do all you can to roll back destructive federal interference in medicine, so 
that those with actual knowledge of medicine and of their patients can do their jobs 
efficiently, economically, and privately. At least, stop adding new burdens to a sys-
tem already overloaded by counterproductive regulation. 

f 

Statement of Robin J. Thomashauer, Council for Affordable Quality 
Healthcare 

The Council for Affordable Quality Healthcare (CAQH) is an unprecedented alli-
ance of the nation’s leading health plans, networks and industry trade associations 
(see Appendix) working collaboratively to help improve the healthcare experience for 
consumers and providers. Our members, who provide healthcare coverage to more 
than 50 million Americans, are strongly committed to developing and implementing 
programs that reduce administrative burdens for physicians and patients and im-
prove quality of care. On behalf of its Board of Directors and members, we appre-
ciate the opportunity to submit a written statement for consideration by the U.S. 
House Ways and Means Committee for inclusion in the printed record of the Sub-
committee on Health July 27, 2005 Hearing on Health Care Information Tech-
nology. 

The purpose of this statement is to make the committee aware of a public-private, 
multi-stakeholder initiative that is currently developing an approach to promote and 
facilitate interoperability between health plans and providers. Facilitated by CAQH, 
the initiative is called the Committee on Operating Rules for Information Exchange 
or CORE. 
Interoperability 

The benefits of an interoperable healthcare system are well understood. However, 
technology adoption rates, data security, and inconsistency associated with trans-
actions between health plans and providers have made interoperability in the 
healthcare arena extremely difficult. No quick, effective mechanism exists today for 
provider practices to access consistent patient administrative data—plan coverage, 
co-pays, deductibles, etc. Furthermore, the information that is available varies from 
plan to plan, requiring provider office staff to spend hours of time on the phone or 
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Web tracking down information. It is estimated that the cost of this administrative 
work runs in the millions of dollars per year. Incomplete or incorrect data has often 
been cited as a significant cause of denied claims by insurers. CAQH and its mem-
bers strongly believe that interoperability between providers and plans is critical to 
advancing improvements in healthcare data transactions. 
The Banking Industry Model 

After conducting extensive research on the best approach for facilitating inter-
operability, CAQH determined that a solution could be found in the banking indus-
try. In that sector, electronic data exchange rules—embraced by the industry—has 
made ATM transactions and direct deposits an everyday occurrence. Throughout 
2004, CAQH worked with NACHA, The Electronic Payments Association, and other 
experts in the banking field to develop an organizational structure by which all ap-
propriate stakeholders could participate in an initiative to bring interoperability to 
healthcare. NACHA establishes and enforces the standards, rules and procedures 
that enable financial institutions to exchange payments on a national basis through 
the ACH (Automated Clearing House) Network. CAQH drew on the organization’s 
more than 30 years of expertise in developing operating rules for the financial and 
energy industries. 
Committee on Operating Rules for Information Exchange (CORE) 

CORE is the result of the collaboration between CAQH and NACHA. Launched 
in January 2005, CORE is bringing together industry stakeholders to build con-
sensus on a set of operating rules that will govern eligibility and benefits data ex-
change. It is important to note that the initiative is solely focused on developing op-
erating rules and not software solutions. CORE believes that industry vendors, in-
cluding those currently participating, will develop software products that adhere to 
the operating rules and enable consistent data exchange. 

Based on that focus, CORE is working to 
• Identify common business practices between trading partners that will facilitate 

ease of information exchange and influence the simplification of data exchange 
between disparate processing systems by supporting the identified common 
business practices 

• Ensure all recommendations are independent of any technology or vendor solu-
tion 

• Interact with standard setting bodies to facilitate business rules enhancements 
(CORE rules will be built on existing HIPAA standards) 

• Define clear roles and responsibilities for all stakeholders: technology solution 
vendors, payers (public and private) and their trading partners, business associ-
ates of trading partners and clearinghouses, and providers 

• Identify key changes that must be made by trading partners 
• Suggest migration steps to promote successful adoption of CORE operating 

rules 
• Promote and encourage voluntary adoption of the rules with tools and support 
• Support HHS national health information network Guiding Principles 
• Report and monitor successes and status of mission by participating entities 

and provide tools and assistance, where possible, to assist in the implementa-
tion of CORE’s mission, vision and strategy 

A Phased Approach 
CORE was envisioned as a multi-phase initiative (see timeline below). Stake-

holders strongly believed that a process allowing meaningful but achievable initial 
results was particularly important. Therefore, its first set of operating rules, slated 
for rollout in early 2006, will help standardize delivery of the following set of data 
to providers: 

• Determine which health plan covers the patient 
• Determine patient benefit coverage 
• Confirm service type 
• Confirm the patient’s copay amount (as defined in the member contract) 
• Confirm the patient’s coinsurance level (as defined in the member contract) 
• Confirm the patient’s base deductible levels (as defined in the member contract) 
Initial CORE efforts (Phase I) are building on applicable HIPAA eligibility trans-

action requirements. Going forward, CORE will create rules for additional compo-
nents of eligibility transactions, such as the amount the patient owes for services, 
what amount the health plan will pay for authorized services and coordination of 
benefits, enrollment/ disenrollment and claims status, prior authorization and refer-
rals. CORE’s long-term aim is to standardize a comprehensive set of patient admin-
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istrative data, greatly decrease data request response times and eliminate phone 
calls and website searching to track down the information. 
CORE Participation 

CORE participation is open to every organization that has an interest in eligibility 
transactions. To date, the initiative has succeeded in attracting nearly 70 industry 
stakeholders. These include health plans, providers, vendors, CMS and other gov-
ernment agencies, associations, regional entities, standard setting organizations and 
organizations from the banking industry (see Appendix). 

Participating organizations are contributing input on the operating rules by serv-
ing on CORE’s Steering Committee and/or its three work groups. 

Steering Committee—Accountable for CORE strategic oversight and creation of a 
long-term vision with objectives and implementation time frames. 

Policy Work Group—Developing CORE policies and procedures, such as a contrac-
tual participant ‘‘pledge’’ that states commitment to comply with CORE operating 
rules. 

Technical Work Group—Determining the technical specifications for CORE. 
Rules Work Group—Writing the detailed business rules that will be reviewed by 

the Steering Committee and voted on by CORE members. 
CORE Timeline 

The initiative is on track to finalize Phase I rules and policies by year-end and 
encourage participant implementation in 2006. All participating organizations re-
cently received a Mid-year Communication Package, which included ‘‘strawman’’ 
drafts of the CORE Phase I rules, such as the CORE pledge and standards for re-
sponse times. The rules will be completed and tested by the end of 2005. 

CORE’s three phases are scheduled as follows: 
Phase 1: 2005—Early 2006 

• Establish CORE Vision, Steering Committee and Work Groups 
• Create operating rules for selected patient eligibility and benefits data elements 

and create a formal methodology to gain market commitment and adoption 
Phase II: 2006—2007 

• Promulgate and promote adoption of CORE Phase I operating rules 
• Identify other opportunities to enhance market adoption and industry support 

for interoperability among trading partners 
• Create rules for additional components of eligibility transactions, such as the 

amount the patient owes for services, what amount the health plan will pay for 
authorized services and coordination of benefits 

• Create rules for other business transactions, which may include enrollment/ 
disenrollment and claims status 

Phase III: 2007 and Beyond 
• Promulgate and promote adoption of CORE Phase II operating rules 
• Identify other opportunities for enhanced interoperability among trading part-

ners 
• Create rules for other business transactions, which may include prior authoriza-

tion and referrals 
In Conclusion 

CAQH, its Board and members and all CORE participants support an inter-
connected healthcare system that allows for real-time, standardized, quality data ex-
change among all stakeholders. We are committed to playing a leadership role in 
achieving that system. And we believe that the time to pursue that goal is now and 
feel certain that CORE will make a significant contribution. 

As Congress works to address the many issues surrounding healthcare IT, we are 
eager to offer our assistance. CAQH looks forward to a continuing dialogue with 
committee members on modernizing the healthcare system. 

f 

Statement of Richard Trachtman, American College of Physicians 

The American College of Physicians (ACP)—representing 119,000 physicians and 
medical students—is the largest medical specialty society and the second largest 
medical organization in the United States. Internists provide care for more Medicare 
patients than any other medical specialty. Of our members involved in direct patient 
care after training, 50 percent are in practices of 5 or fewer physicians and 66 per-
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2 Bush, George W., State of the Union, Washington, DC, January 20, 2004. 

cent are in practices of 10 or fewer. We congratulate Subcommittee Chairman 
Nancy Johnson and Ranking Member Pete Stark for recognizing the importance of 
moving toward an interoperable health information technology infrastructure and 
the crucial role the federal government has in assisting the health care industry ac-
quire and utilize information technology. Thank you for holding this important hear-
ing on congressional involvement in speeding the adoption of health information 
technology. 
Background 

In the Institute of Medicine’s (IOM) 2001 Report, ‘‘Crossing the Quality Chasm— 
A New Health System for the 21st Century,’’ the authors describe the growing dis-
parity between society’s willingness to embrace the advantages of information tech-
nology in many aspects of everyday life, with the exception of health care. The IOM 
report cautions, however, ‘‘In the absence of a national commitment and financial 
support to a build a national health information infrastructure—the progress of 
quality improvement will be painfully slow.’’ 1 Since that time, numerous studies 
and other policy experts agree that the full adoption and utilization of health infor-
mation technology (HIT) can revolutionize health care delivery by improving quality 
of care and reducing high medical costs. 

Meanwhile, Congress and the Administration have taken some initial steps to ad-
vance the adoption of an interoperable health information infrastructure model. The 
2003 Medicare Modernization Act anointed the Commission for Systematic Inter-
operability to take the lead in developing a strategy for the adoption of uniform na-
tional standards. In the 109th Congress, several bills have been introduced to mold 
the framework for adopting HIT infrastructure. 

President George W. Bush also seized on the opportunity to further HIT adoption. 
In his January 2004 State of the Union address, Bush first described the benefits 
that information technology will bring to the health care sector: ‘‘By computerizing 
health records, we can avoid dangerous medical mistakes, reduce costs and improve 
care.’’ 2 The President backed up this support by proposing additional funding for 
federal HIT initiatives in his FY 2005 and FY 2006 Budgets. 

More significantly, however, was the April 2004 announcement by the President 
calling for the widespread adoption of interoperable electronic health records within 
the next decade. To oversee this bold, new, ten-year initiative, the President an-
nounced the creation of the Office of National Coordinator for Health Information 
Technology (ONCHIT), and named its first Director, Dr. David J. Brailer. Subse-
quently, ONCHIT devised a 10-year funding strategy for policymakers to consider 
in speeding HIT adoption nationwide. According to ONCHIT’s ‘‘Framework for Stra-
tegic Action,’’ Congress should consider several funding options, including additional 
Medicare reimbursement as well as the use of loans, tax credits, and grants. It also 
should consider the easing of fraud and abuse laws to allow the sharing of electronic 
hardware. 

ACP strongly supports the Congress and the Administration in these initiatives 
to speed the adoption of uniform standards for health information technology (HIT). 
The College is committed to providing practicing internists with practical tools to 
help them improve quality. ACP’s Physicians Information and Education Resource 
(PIER) provides ACP members—at no cost to them—with access to ‘‘actionable’’ evi-
dence based guidelines at the point of care for over 300 clinical modules. PIER has 
also been incorporated into several electronic health record systems. It is currently 
in the process of aligning its evidence-based content to support a starter set of meas-
ures selected by the Ambulatory Care Quality Alliance (AQA). PIER is also creating 
paper order sets that imbed such quality measures so that physicians who have not 
made the transition to electronic health records could still utilize PIER content to 
support their participation in performance measurement initiatives. 

ACP’s Practice Management Center has developed resources to help internists in 
the decision-making process on electronic health records and is leading an initiative 
to provide internists with tools and best practices to help them redesign their office 
processes to improve health care quality. 

But without sufficient financial assistance from the federal government to 
incentivize providers to purchase the full range of HIT, particularly those in small 
physician practices, we will be unable to achieve a smooth transition into a fully- 
integrated HIT society. We believe it is absolutely essential for Congress to 
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begin to immediately fund initiatives to adopt uniform national standards, 
and to fully fund the pilot testing of HIT integration into all health care 
sectors. 
The Benefits of Interoperable Health Information Technology 

Policymakers agree that the universal utilization of interoperable HIT can revolu-
tionize health care delivery by putting real-time clinically relevant patient health 
information and up-to-date evidence-based clinical decision support tools into the 
hands of providers. Adoption of HIT at all levels of health care will lead to the im-
provement of health care quality and reduce the high costs for individuals with com-
plex health problems, particularly for those Medicare patients with multiple costly 
chronic conditions. 

Investment in the adoption of HIT is expected to result in significant return sav-
ings. The Department of Health and Human Services (HHS) and ONCHIT 
both agree that savings from a universal interoperable HIT infrastructure 
could achieve between $140 billion to $170 billion per year, close to 10 per-
cent of total U.S. health spending. They note the majority of these savings would 
be achieved by reducing duplicative care, lowering health care administrative costs, 
and avoiding costly medical errors. Independent studies also confirm substantial an-
nual savings as well.3 

The savings could even be more substantial when the adoption of HIT is coupled 
with value-based purchasing programs (also known as ‘‘pay-for-performance’’), now 
under consideration by key congressional committees. Substantial savings in the 
Medicare Part A Trust Fund could be captured by preventing unnecessary hos-
pitalizations caused by complications, needless duplications of medical tests and pro-
cedures, and the lowering of health care administrative costs. Unfortunately for 
small physician practices considering whether to make a significant investment in 
converting their practice to a fully-integrated HIT system, the cost-benefit analysis 
of making the initial purchase currently favors the public and private payer over 
the health care provider. 
Costs of Acquiring Health Information Technology 

The single biggest barrier to achieving fully interoperable HIT across the nation 
is the substantial cost in acquiring the necessary technology. This obstacle is espe-
cially acute for physicians practicing in small office settings, where three-fourths of 
all Medicare recipients receive outpatient care.4 An additional related barrier is that 
public and private payers, not the physicians, will realize the savings from physician 
investment in acquiring the necessary HIT (i.e., electronic health records, electronic 
prescribing, clinical decision support tools, etc). 

The initial start-up costs for the purchase of a fully interoperable HIT system can 
be substantial. Depending on the size of the practice and its applications, ac-
quisition costs on average range from $16,000 to $36,000.5 (The Harvard Cen-
ter for Information Technology Leadership estimates HIT systems cost about 
$29,000 per physician). The ongoing costs associated with training, maintenance, 
and system support of the HIT system make these estimates substantially higher 
over the lifetime of the practice. 

Unfortunately, the savings from interoperable HIT will largely go unrecognized 
for physicians making the investment to convert their practices. In fact, it’s more 
likely the majority of the savings from physician investment will be recognized by 
payers and patients—through a reduction in duplicative care, the lowering health 
care administrative costs leading to lower health insurance rates, and avoiding cost-
ly medical errors—not to the providers that pay the initial and ongoing implementa-
tion costs. ACP strongly believes that physicians’ collective and individual 
contributions must be recognized in order to achieve Medicare and Med-
icaid savings through HIT adoption. Current reimbursement policies 
should allow for individual physicians to share in the system-wide savings 
that are attributable to their participating in HIT and other quality im-
provement programs. 

While the College and the physician community recognize the great potential for 
improving the overall quality of care that HIT brings, the majority of small physi-
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cian practices cannot afford to expend the necessary capital to make the initial in-
vestment. For physicians dealing with a multitude of financial issues—ranging from 
low reimbursement under Medicare and Medicaid, declining fees from managed 
care, the rising costs of medical malpractice insurance, and the cost of compliance 
under increasing state and federal regulation—the majority are not in any financial 
position to make the initial $16,000 to $36,000 investment. 

The reality of HIT underinvestment by the typical physician practice is affecting 
millions of Medicare beneficiaries. The Center for Studying Health System Change 
(HSC) recently released a study documenting the significant lack of Medicare bene-
ficiary access to physician practices with fully-integrated HIT systems. The study 
monitored physician practice adoption trends for the following five clinical functions: 
obtaining treatment guidelines; exchanging clinical data with other physicians; ac-
cessing patient notes; generating preventive treatment reminders for the physician’s 
use; and writing prescriptions. 

While nearly half of the Medicare outpatient visits used at least one of these five 
clinical functions, according to the HSC study, only 9 percent of visits were to physi-
cian practices with electronic prescribing capabilities. The study concluded that 
while Medicare is targeting small practices by offering technical assistance and un-
dertaking a chronic care pay-for-performance demonstration, ‘‘Broader policy ef-
forts—including financial incentives—may be needed, however, to substantially im-
prove patient access.’’ 6 
The Need for Immediate Congressional Involvement 

The current Medicare physician reimbursement system does not reward physi-
cians for quality. Because physicians are paid on a per-procedure or per-service 
basis, the Medicare reimbursement structure emphasizes volume over quality. In 
recognition of the need for a Medicare reimbursement system that rewards innova-
tion and quality, Congress is examining the role that value-based purchasing pro-
grams might play in the Medicare program. 

ACP strongly believes a solution to this problem lies in changing the 
Medicare physician payment policies to reward those physicians who fully 
incorporate all aspects of HIT (and value-based purchasing programs) into 
their practice. Under today’s Medicare payment formula,physician payments is 
based upon several factors: relative value units (RVUs) for each service, reflecting 
the relative amount of physician work effort, practice expenses, and malpractice in-
surance expenses involved with furnishing each service; a dollar conversion factor 
that translates these RVUs into monetary payment amounts; and geographic prac-
tice cost indexes (GPCIs) for physician work, practice expenses, and malpractice in-
surance expenses to reflect differences in physician practice costs among geographic 
areas. 

But in order to speed the adoption of HIT into physician practices, and to take 
into account the ongoing, everyday costs associated with maintaining such systems, 
the College recommends Congress consider legislation that builds into the Medicare 
physician payment system an add-on code for office visits and other evaluation and 
management (E/M) services. This payment mechanism should identify that a service 
was facilitated by electronic health data systems, such as electronic health records, 
electronic prescribing and clinical decision support tools, and reimburse accordingly. 

In addition, Congress should also allocate the necessary funding for small physi-
cian practices to make the initial HIT investment to purchase the necessary hard-
ware and software. The majority of bills that have been introduced in the 109th 
Congress only utilize either grants, loans, tax credits, or a combination of the three. 
We believe those funding mechanisms alone are insufficient to put the necessary 
HIT systems into the hands of small physician practices. 

Finally, the College is growing deeply concerned over the lack of coordination in 
the creation of uniform HIT standards. In order to facilitate the seamless and secure 
transition to an electronic flow of health information, Congress must push for the 
adoption of uniform standards for everyone to use. To date, several standards have 
already been developed by a mixture of public and private entities. Unfortunately, 
these entities are, in most cases, duplicating efforts. We believe Congress must in-
tervene in this process and bring public and private entities together into one deci-
sion-making body to agree on existing standards, determine what additional stand-
ards are needed, prioritize future standard development, and make sure approved 
standards are maintained. 

ACP is very supportive of the initiative recently announced by HHS Secretary 
Mike Leavitt to create the American Health Information Community (AHIC), a pub-
lic-private collaboration that will help develop standards and achieve interoper-
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ability of health information. This collaboration will provide a forum for interest ed 
parties to recommend specific actions that will accelerate the widespread application 
and adoption of electronic health records and other health information technology. 
We believe an entity, such as AHIC, should be recognized as the sole organization 
charged with developing uniform standards and certifying HIT products for industry 
use. Therefore, Congress must immediately authorize and provide the sus-
tained funding to begin the development of uniform national HIT stand-
ards. 

Once developed, HIT standards will need real-world pilot testing. This should 
come as no surprise to Congress given the dire situation we found ourselves in 2003 
with the implementation of standards mandated under HIPAA Transaction and 
Code Sets Standard. As with HIPAA Standards compliance, implementation of HIT 
standards will require time and a significant amount of pilot testing by the full 
range of health care providers from all sectors with adequate HIT in place. Testing 
must include physicians in solo/small and large practice settings (rural and urban 
areas), psychologists, hospitals, community health centers, skilled nursing facilities, 
laboratories, and pharmacies. All participants in the pilot must utilize the full range 
of HIT systems and the necessary ongoing training must be provided. Therefore, 
we believe Congress must provide the necessary funding to ensure ade-
quate testing of HIT standards across all health care sectors. These pilot 
tests can begin immediately as standards become accepted. As additional 
standards are approved, they can be immediately incorporated into the 
pilot. 
Legislation in the 109th Congress 

In the 109th Congress, a flurry of legislative proposals has already been intro-
duced to define the federal role in speeding the adoption of HIT. ACP is supportive 
of many of the bills that have come forward, especially those we believe will lead 
to the achievement of universal acceptance and adoption of HIT. We are also 
appreciatative of the Senate-passed FY 2006 Budget Resolution that creates a HIT 
‘‘reserve fund’’ to permit financial incentives which will encourage the adoption of 
information technology for the period of fiscal years 2006 to 2010. Recognizing the 
quality and the cost savings benefits, the FY 2006 Budget Resolution provides the 
authority for the Senate Finance Committee and the Senate HELP Committee to 
report out language offering financial incentives that encourage the adoption of HIT, 
anticipating they will pay for themselves within 5 years. 

The College is particularly supportive of the bipartisan bill, H.R. 747, the 
‘‘National Health Information Incentive Act,’’ sponsored by Reps. Charles 
Gonzalez (D–TX) and John McHugh (R–NY), because it specifically targets 
those small physician practices who are in need of the most financial as-
sistance. Like most of the legislative proposals introduced so far, H.R. 747 offsets 
the initial start-up costs and ongoing training and maintenance costs of acquiring 
interoperable HIT systems by providing grants, loans, and refundable tax credits. 
But more importantly, the legislation builds into the Medicare physician payment 
system an add-on code for office visits and other evaluation and management (E/ 
M) services, care management fees for physicians who use HIT to manage care of 
patients with chronic illnesses, and payments for structured email consults resulting 
in a separately identifiable medical service from other E/M services. These fees 
would be triggered if the procedure or service was facilitated by an electronic health 
data system (such as electronic health records, electronic prescribing and clinical de-
cision support tools) when used to support physicians’ voluntary participation in 
performance measurement and improvement programs. Additionally,H.R. 747 takes 
the appropriate step of establishing two-year pilot testing of the standards and the 
determining quality improvements and cost savings of the integration of HIT. 

In addition, the College is also strongly supportive of the bipartisan bill, 
S. 1227, the ‘‘Health Information Technology Act,’’ introduced by Sens. 
Debbie Stabenow (D–MI) and Olympia Snowe (R–MA). Like the Gonzalez- 
McHugh bill, S. 1227 includes one-time tax credits and grants for the purchase of 
HIT as well as Medicare physician payment changes that recognize the ongoing 
costs in maintaining HIT by authorizing adjustments to Medicare payment when an 
identifiable medical service is provided using HIT. 

The College strongly believes Congress should provide the necessary funding to 
offset the initial costs in obtaining HIT, but it should also recognize the 
unquantifiable and ongoing costs in utilizing HIT. It is this combination of one-time 
and on-going financial incentives put forward by H.R. 747 and S. 1227 that will sub-
stantially speed HIT adoption and improve access to physician practices with HIT, 
resulting in tremendous system-wide savings. Congress should recognize the 
collective and individual contributions needed to achieve Medicare and 
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Medicaid savings through the adoption of HIT. Therefore, we believe fund-
ing initiatives should allow for individual physicians to share in the sys-
tem-wide savings that are attributable to their participating in HIT and 
other performance measurement and improvement programs. 

Conclusion 
ACP is pleased that the House Committee on Ways and Means Subcommittee on 

Health is examining the congressional role in accelerating the adoption of health in-
formation technology. We strongly believe Congress has a very important role in 
promoting the adoption of uniform standards and providing the necessary initial 
and ongoing funding mechanisms to assist small physician practices to adopt and 
utilize HIT. The benefits of full-scale adoption of interoperable HIT will be signifi-
cant, leading to a higher standard of quality in the U.S. health care system. Unfor-
tunately, without adequate financial incentives, small physician practices will be left 
behind the technological curve and their patients with them. 

f 

Statement of William Vaughan, Consumers Union 

Madame Chair, Members of the Committee: 
Consumers Union is the independent, non-profit publisher of Consumer Reports. 
Like so many others, we believe expediting the development of a common health 

care information technology has the potential to bring enormous long-term savings 
and quality improvements. 

But—and this is a big qualifier—there needs to be more consumer involvement 
in and understanding of how consumers’ very personal medical data is going to be 
used and protected. 

A truly modern health care system should enable medical providers to imme-
diately access an individual’s medical records, images or drug reactions in an emer-
gency, or quickly put their hands on the complete medical history of a new patient. 
But the promise of better health care through easily useable medical records is ac-
companied by deep fear that one’s most private medical records might be easily com-
promised. In recent months, we have seen this compromise of electronic data in the 
theft of millions of Americans’ financial records. Computers are hacked into almost 
daily; identity theft has become a common story. If these severe problems happen 
constantly in the financial world, the consumer wonders what is to keep them from 
happening in the medical world? 

The consensus Senate IT bill seems to deal with privacy issues largely through 
a cross-reference to the Health Insurance Portability and Accountability Act of 1996. 
Yet the average person on the street has no idea what HIPAA means, or how it may 
protect their medical recored privacy. Legislation that promotes the use of health 
care IT needs provisions that educate the American public about what it means, 
how it will work, and what a person’s rights and protections are in the new system. 
The privacy standards need to be restated and clearly explained, the penalties for 
willful and malicious violations strengthened, and individuals should be given the 
right to opt out of the system until they want to join in. Also, if a person’s medical 
record is ever compromised, they should be informed immediately about the breach. 
It should be clear that individuals should in general be able to see their records and 
request corrections. 

To date, the health care IT process has been largely a technical discussion involv-
ing providers and purveyors of IT services. But what hasn’t been talked about is 
the incredibly personal and sensitive information these electronic medical records 
would contain. Any and all advisory commissions created by any health care IT leg-
islation should include a majority of ‘‘ordinary’’ citizens to make sure that the Amer-
ican consumer is comfortable with measures to protect this sensitive information. 

Rather than increasing the sense of powerlessness and vulnerability in our mod-
ern computer age, the health care IT system of the future should be a benefit to 
consumers’ quality of life of consumers. Only by including consumers in the process, 
educating the public about this technology, and strengthening privacy protections 
will consumers have faith in the new system. 

f 
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1 67 Fed. Reg. 14775 and 14777. 
2 45 CFR § 164.506 
3 42 CFR Part 2. 
4 Department of Health and Human Services, Mental Health: A Report Of The Surgeon Gen-

eral, (Washington D.C., GPO, 1999) p. xvii. 
5 Jaffe v. Redmond 518 U.S. 1 (1996). 
6 Ibid. 
7 67 Fed. Reg. 1475 et seq., 264(c)(2). 
8 67 Fed. Reg. 53,212. 

Statement of Richard Patrick Yanes, Clinical Social Work Federation, 
Arlington, Virginia 

Chairwoman Johnson and Members of the Committee, we appreciate this oppor-
tunity to address the Committee as it continues its work in examining the issues 
attendant to the greater uses of the developing information technologies in the 
health care field. Clearly such technologies offer great opportunities to provide im-
proved and better integrated physical and mental health care services. Just as clear-
ly, however, such technologies carry great risks of harm. Our comments, then, will 
be directed at our concern that such technologies not put at risk the disclosure of 
an individual’s private health information without the individual’s consent. 

For decades Congress has recognized the need to protect consumers’ personal in-
formation and has passed laws ensuring the privacy of information contained in 
bank, credit card, other financial records, and even video rentals. With respect to 
an individual’s health information, Congress has been no less vigilant. With the pas-
sage of the Health Insurance Portability and Accountability Act of 1996 (HIPAA), 
Congress recognized the importance of protecting the consumers’ most sensitive in-
formation—health information 1 as did the previous Administration, drafting regula-
tions implementing the Act that required consumers’ consent 2 The protection of-
fered in HIPAA, however, was a continuation of the almost three decades long appli-
cation of the confidentiality regulations developed to protect the consumers of sub-
stance abuse services.3 

With the enactment of these and other legislative policies, Congress recognized 
the many reasons for safeguarding consumers’ health information including that 
many individuals will refuse to seek timely physical and mental health care for con-
ditions they perceive may have a stigmatizing effect on them should the information 
not be held in the strictest confidence. ‘‘People’s willingness to seek help is contingent 
on their confidence that personal revelations of mental distress will not be disclosed 
without their consent.4 To delay treatment is to exacerbate the condition and in-
crease costs should treatment be sought later. 

The Federal courts have also recognized the critical nature of confidentiality when 
the United States Supreme Court held in Jaffe v. Redmond that patients receiving 
mental health therapy have a right to privacy in therapist-patient communications 
and that such communications cannot be used or disclosed without their consent 5 
The Court also recognized that all 50 states and the District of Columbia have en-
acted some form of psychotherapist-patient privilege and it was through that reason 
and experience that the Court was led to its holding.6 

As the Subcommittee goes about its work we urge that the Members be mindful 
that not only has the federal government placed critical importance on the protec-
tion of health information but that many states have adopted their own standards 
of protection as well. Both the Congress and the Department of Health and Human 
Services (HHS) gave assurances through their enactment of HIPAA and its imple-
menting regulations that federal privacy standards would not supercede state pri-
vacy laws ‘‘. . . if the provision of State law imposes requirements, standards, or im-
plementation specifications that are more stringent than the requirements, standards, 
or implementation specifications imposed under the regulation . . .’’ 7 and again 
later when commenting on the adopted Privacy Rule HHS stated that ‘‘State laws 
that are more stringent remain in force. In order to not interfere with such laws and 
ethical standards, this Rule permits covered entities to obtain consent.’’ 8 

In conclusion, as the Subcommittee continues its work to set standards for the de-
velopment of information technologies and their application to health care informa-
tion we urge that the Members continue to give the highest priority to the protec-
tion of the individual’s right to control the disclosure of their private health informa-
tion. 

Appendix A. 
The Clinical Social Work Federation, the largest clinical social work organization 

in the United States, has members and societies in 37states both nationally and in 
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Canada. The Federation works for improvement of the standards of the profession, 
the protection of clients, and the professional development of its members. The Fed-
eration provides both clients and members with advocacy on mental health issues 
before the Congress and regulatory bodies and assists the state societies with advo-
cacy at the state level. 

Licensed clinical social workers provide 41% of the mental health services in the 
United States and work through social service agencies, hospitals and community 
health centers, health maintenance and managed care organizations, schools, and 
private practice. Clinical social workers are licensed in all 50 states and diagnose, 
treat, and engage in preventive services of mental, behavioral, and emotional dis-
orders in individuals, families, and groups. 

Both the states and the courts have upheld the confidentiality of the special rela-
tionship the clinical social worker has with their clients. Clinical social workers are 
also recognized and testify as expert witnesses on the diagnosis and treatment of 
mental disorders. All clinical social workers hold advanced degrees and have under-
gone thousands of hours of supervised clinical internships prior to licensing. 

Appendix B 
Clinical social work plays a crucial role in the delivery of mental health services 

nationally with over 250,000 licensed clinical social workers. Clinical social workers 
hold advanced degrees and have undergone thousands of hours of supervised clinical 
internships prior to licensing. In most states, clinical social workers are licensed to 
diagnose, treat, and engage in preventive services of mental, behavioral, and emo-
tional disorders in individuals, families, and groups. 

• Clinical social workers provide 41% of mental health treatment in the coun-
try (ASWB, 2003) and have clinical training standards that are the equivalent 
of or stronger than psychologists, mental health counselors, marriage and fam-
ily therapists, and psychiatric nurses. 

• Clinical social workers have one of the lowest actionable complaint rates of 
any mental health discipline with national rates of 0.9% (ASWB, 2003). 

• Clinical social workers have one of the highest satisfaction ratings of all 
mental health professionals, as surveyed and reported in a 1995 Consumer Re-
ports article according to 4000 consumers of mental health services. 

• Clinical social workers are trained to provide diagnosis and treatment 
through psychotherapy and counseling of all mental health disorders. Both the 
states and the courts have upheld the confidentiality of the special relationship 
the clinical social worker has with their clients. 

• Clinical social workers work through social service agencies, hospitals and 
community health centers, health maintenance and managed care organiza-
tions, schools, and private practice. 

• Clinical social workers reduce medical problems and health care costs by 
treating the emotional disorders that lead to 50% of the visits to family practi-
tioners (Office of the Surgeon General, 2000). 

• Clinical social workers play an integral role in state, county, and city mental 
health programs throughout the country. 

Æ 
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