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(1)

EXAMINING DOJ’S INVESTIGATION OF JOUR-
NALISTS WHO PUBLISH CLASSIFIED INFOR-
MATION: LESSONS FROM THE JACK ANDER-
SON CASE 

TUESDAY, JUNE 6, 2006 

U.S. SENATE, 
COMMITTEE ON THE JUDICIARY, 

Washington, D.C. 
The Committee met, pursuant to notice, at 9:30 a.m., in room 

SD–226, Dirksen Senate Office Building, Hon. Arlen Specter, 
Chairman of the Committee, presiding. 

Present: Senators Specter, Grassley, Kyl, Leahy, and Feingold. 

OPENING STATEMENT OF HON. ARLEN SPECTER, A U.S. 
SENATOR FROM THE STATE OF PENNSYLVANIA 

Chairman SPECTER. It is 9:30, so the Judiciary Committee will 
proceed with this hearing on the subject of examining the efforts 
by the Department of Justice to control leaks by newspapers in-
volving classified information. 

We know that leaks are a fact of life in Washington, D.C., and 
really virtually everywhere. There is an old adage that the ship of 
state leaks at the top, and we saw recently that it was true with 
the President of the United States making a disclosure. There are 
very important national security interests involved in maintaining 
the sanctity of classified information. At the same time, there is a 
tradition of ferreting out governmental wrongdoing—waste, corrup-
tion, inefficiency—by disclosures to the press, which function as the 
guardians of the public in many, many cases. Leaks are made for 
a variety of reasons, and while they have a very important social 
purpose, they also have the potential for harmful, deleterious ef-
fects on national security. 

This hearing will be looking into one aspect of expanding Execu-
tive authority, which we have seen in recent times with the 
warrantless national surveillance, with the signing statements 
where the President chooses which parts of legislation he likes and 
which parts he does not like, with the search and seizure on Cap-
itol Hill, and a growing concern that the Congress of the United 
States has not exercised its constitutional responsibilities on over-
sight. 

There have been a series of activities which give cause for con-
cern. In April of this year, a CIA employee was fired for allegedly 
disclosing the existence of secret CIA facilities in Eastern Europe. 
A Washington Post reporter conducted an expose based on that in-
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formation and won a Pulitzer Prize. We have seen an investigation 
into the disclosure of the identity of CIA agent Valerie Plame, lead-
ing to the jailing of New York Times reporter Judith Miller for 
some 85 days. 

In response, Senator Lugar introduced legislation, which was 
modified by the Committee and introduced again, which would 
grant protection to newspaper reporters on a shield. The proposed 
legislation is very carefully crafted to provide an exception if na-
tional security is involved. But it has to be genuine national secu-
rity. The Valerie Plame investigation started off with a national se-
curity purpose but shifted at one point to an investigation as to 
whether there had been perjury or obstruction of justice before a 
grand jury. And while those are serious charges, they do not rise 
to the level of a national security interest which would warrant in-
carcerating a reporter. That ought to be in our society the very, 
very last report. So the overtone of that statute will be in issue as 
well. 

There has recently been the suggestion that newspapers and 
newspaper reporters can be prosecuted under a criminal statute 
which prohibits the disclosure of classified information. Highly 
doubtful in my mind that that was ever the intent of Congress, but 
those are the words which can be construed in a way to warrant 
such prosecution, different from another statute which provides for 
prosecution in the event that there is an assist to an enemy of the 
United States. 

In the famous Pentagon Papers case, United States v. New York 
Times, in a dictum Justice White said, concurred in by Justice 
Stewart, that the statute would not provide for injunctive relief to 
stop a newspaper from publishing material, but would provide the 
basis for a criminal prosecution against a newspaper. 

So these are very, very serious issues which we are looking at 
today, especially in the context of expanding Executive power in 
many, many directions. 

We have as our first witness today Matthew Friedrich, who is 
the Chief of Staff of the Criminal Division, Principal Deputy Assist-
ant Attorney General. Mr. Friedrich received his law degree from 
the University of Texas, bachelor’s from the University of Virginia. 
He clerked with Judge Royal Ferguson in the United States Dis-
trict Court for the Western District of Texas. In 1995, he joined the 
Tax Division of the Department of Justice. In 1998, he returned to 
Texas as an Assistant U.S. Attorney. In 2001, he became an Assist-
ant U.S. Attorney in the Eastern District of Virginia, and now he 
holds the position, as noted, of Principal Deputy Assistant Attorney 
General. 

Thank you for coming in today, Mr. Friedrich. I would appreciate 
it if you would stand to take the oath. Do you solemnly swear that 
the testimony you will give before the Judiciary Committee will be 
the truth, the whole truth, and nothing but the truth, so help you 
God? 

Mr. FRIEDRICH. I do. 
Chairman SPECTER. Thank you. You may be seated, and we look 

forward to your testimony. 
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STATEMENT OF MATTHEW W. FRIEDRICH, CHIEF OF STAFF 
AND PRINCIPAL DEPUTY ASSISTANT ATTORNEY GENERAL, 
CRIMINAL DIVISION, DEPARTMENT OF JUSTICE, WASH-
INGTON, D.C. 
Mr. FRIEDRICH. Thank you, Mr. Chairman. 
Mr. Chairman and members of the Committee, thank you for the 

opportunity to discuss with you today the difficult issue of unau-
thorized disclosures of classified information, sometimes referred to 
as ‘‘leaks.’’ I intend to explain the position of the Department of 
Justice with respect to the scope of the relevant statutes as they 
relate to the press and the willful dissemination of classified infor-
mation. In doing so, I cannot comment on any pending case or in-
vestigation. 

In response to a recent series of leaks of classified information, 
President Bush has stated that such leaks have damaged our Na-
tional security, hurt our ability to pursue terrorists, and put our 
citizens at risk. Porter Goss, then-Director of the Central Intel-
ligence Agency, stated in February of this year that leaks have 
alerted our enemies to intelligence-collection technologies and oper-
ational tactics and ‘‘cost America hundreds of millions of dollars’’ 
to repair the damage caused by leaks. The WMD Commission made 
similar findings in its report. Members of Congress in both the 
Senate and the House have repeatedly acknowledged the damage 
caused by leaks, particularly in this post-September 11th environ-
ment. 

The Department of Justice is committed to investigating and 
prosecuting leaks of classified information, and Congress has given 
the Department the statutory tools to do so. Several statutes pro-
hibit the unauthorized disclosure of certain categories of classified 
information, the broadest of which is Section 793 of Title 18, which 
prohibits the disclosure of information ‘‘relating to national de-
fense.’’ Also, Section 798 of Title 18 prohibits the unauthorized dis-
closure of information relating to communications intelligence ac-
tivities. 

On May 21, 2006, Attorney General Gonzales was asked about 
the possibility of prosecuting members of the press for publishing 
classified information, and he stated, in part, as follows: ‘‘There are 
some statutes on the books which, if you read the language care-
fully, would seem to indicate that that is a possibility.’’ There has 
been considerable attention paid to the Attorney General’s re-
marks. It is critical to note, however, that the Attorney General is 
not the first one to recognize the possibility that reporters are not 
immune from potential prosecution under these statutes. Many 
judges and commentators have reached the same conclusion. For 
example, as I believe you pointed out, Mr. Chairman, in the Pen-
tagon Papers case, there may be such a precedent there. In that 
case, obviously, the United States sought to restrain the New York 
Times from publishing classified documents relating to the Viet-
nam War. 

While the Supreme Court did not decide the question of whether 
the First Amendment immunizes the press from prosecution for 
publishing national defense information given to them by a leaker, 
five concurring Justices questioned the existence of such blanket 
immunity. In his concurring opinion, Justice White stated: ‘‘[F]rom 

VerDate 0ct 09 2002 08:52 Jun 28, 2007 Jkt 033835 PO 00000 Frm 00007 Fmt 6633 Sfmt 6633 S:\GPO\HEARINGS\33835.TXT SJUD1 PsN: CMORC



4

the face of [the statute] and from the context of the Act of which 
it was a part, it seems undeniable that a newspaper, as well as 
others unconnected with the Government, are vulnerable to pros-
ecution under 793(e) if they communicate or withhold materials 
covered by that section.’’ 

Further, the Court of Appeals for the Fourth Circuit has affirmed 
that the First Amendment does not prevent prosecutions under 793 
for unauthorized disclosures of classified information and did so 
over the objection of various news organizations that appeared in 
the case as amici to support the defendant’s First Amendment ar-
guments. Likewise, it is the conclusion of legal commentators with 
respect to Section 798 that reporters are not exempt from the reach 
of this statute if the elements of the statute are otherwise met. 

I would emphasize, however, that there is more to consider here 
beyond the mere question of the reach of the laws as written. The 
Department recognizes that freedom of the press is both vital to 
our Nation and protected by the First Amendment. 

The Department has never in its history prosecuted a member of 
the press under Section 793, 798, or other sections of the Espionage 
Act of 1917 for the publication of classified information, even while 
recognizing that such a prosecution could be possible under the 
law. 

As a policy matter, the Department has taken significant steps 
to protect, as much as possible, the role of the press in our society. 
This policy is embodied in Section 50.10 of Title 28 of the Code of 
Federal Regulations, which requires that the Attorney General ap-
prove not only prosecutions of members of the press but also inves-
tigative steps aimed at the press, even in cases where the press is 
not itself the target of the investigation. This policy—voluntarily 
adopted by the Department—ensures that any decision to proceed 
against the press in a criminal proceeding is made at the very 
highest levels of the Department. 

In a press conference last week, the Attorney General stated that 
the Department’s ‘‘primary focus’’ is on the leakers of classified in-
formation, as opposed to the press. The strong preference of the De-
partment is to work with the press not to run stories containing 
classified information, as opposed to other alternatives. The Attor-
ney General has made consistently clear that he believes that our 
country’s national security interests and First Amendment inter-
ests are not mutually exclusive and can both be accommodated. 

I appreciate very much the opportunity to appear before you and 
would be happy to answer your questions. 

[The prepared state of Mr. Friedrich appears as a submission for 
the record.] 

Chairman SPECTER. We have been joined by Senator Grassley. 
Senator Grassley, would you care to make an opening statement? 

Senator GRASSLEY. I think I will put the statement in the record. 
It is a very short statement. I just think I will put it in the record. 

[The prepared statement of Senator Grassley appears as a sub-
mission for the record.] 

Chairman SPECTER. Mr. Friedrich, you say—I believe your 
words—that it is undeniable that the Department of Justice has 
the authority to prosecute a newspaper and a reporter for disclo-
sure of classified information? 
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Mr. FRIEDRICH. I believe I was quoting one of the concurring 
opinions in the Pentagon Papers in using that word. 

Chairman SPECTER. Well, aside from the concurring opinion of 
Justice White, joined in by Justice Stewart, is it the position of the 
Department of Justice today that Section 793 would warrant—
would authorize the prosecution of a newspaper and a reporter for 
publishing classified information? 

Mr. FRIEDRICH. I think the answer to that, Senator, is that the 
Department has consistently interpreted that statute so as to read 
it as to apply to anyone to whom the elements of the statute—

Chairman SPECTER. You are giving me a yes answer? 
Mr. FRIEDRICH. I am, sir. 
Chairman SPECTER. And is it the position of the Department of 

Justice that under Section 798 a newspaper and a reporter can be 
prosecuted criminally for the disclosure of classified information? 

Mr. FRIEDRICH. I would provide the same answer there, Senator. 
Chairman SPECTER. The answer is yes? 
Mr. FRIEDRICH. Yes. 
Chairman SPECTER. So you are saying that the New York Times 

and its reporter, James Risen, are subject to prosecution for the 
disclosures last December 17th about the surveillance program 
without warrants? 

Mr. FRIEDRICH. Obviously, Senator, I can’t comment as to any 
particular case or any specific matter. As a general policy propo-
sition, I think the Department has consistently taken the position 
with respect to those particular statutes that it does not—they do 
not exempt a class of professionals, any class of professionals, in-
cluding reporters, from their reach. I think it is important at the 
same time to bear in mind what the Attorney General said re-
cently, which is that our primary focus is on the leakers them-
selves, as opposed to members of the media. 

Chairman SPECTER. I understood what you said about primary 
focus, but primary focus leaves latitude for a secondary focus. 

Mr. FRIEDRICH. It would. 
Chairman SPECTER. Has the Department of Justice considered 

the prosecution of any newspaper or any newspaper reporter for 
the disclosure of classified information? 

Mr. FRIEDRICH. Again, Senator, you know, I don’t think it would 
be appropriate for me to comment as to whether or not—

Chairman SPECTER. I am not asking you about a specific case. 
I did and you declined to answer, and I might have pressed it but 
I am not. But I am asking you whether there is any case, without 
specifying the case, where the Department of Justice has consid-
ered prosecuting a newspaper or a reporter for the disclosure of 
classified information. 

Mr. FRIEDRICH. With respect, Senator, I think that I have to de-
cline to answer that question as well. I don’t think it would be ap-
propriate for me to give an indication one way or another, and I 
hope people don’t read anything into my answer one way or an-
other. 

Chairman SPECTER. Well, I disagree with you, Mr. Friedrich. I 
understand your point in not talking about a specific case. I do not 
agree with it, but I understand it. But I do not even understand 
your point in declining to answer whether the Department of Jus-
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tice has ever considered it. The answer to that would lead to some 
other questions as to—go ahead. I see you want to speak. 

Mr. FRIEDRICH. Just to clarify, I heard you initially ask me is it 
being considered now. I heard you a moment ago ask has it ever 
been considered. My understanding is there are historical exam-
ples. I think some of the later panelists may be able to comment 
more cogently than I can about historical examples in which that 
possibility—

Chairman SPECTER. I am not interested in history this morning. 
I am interested in current events. I am interested to know whether 
this Department of Justice, say the Ashcroft Department or the 
Gonzales Department, has ever considered the prosecution of a 
newspaper or a reporter for disclosure of classified information. 

Mr. FRIEDRICH. With respect, Senator, I believe I have to decline 
to answer that question. 

Chairman SPECTER. The Lugar bill, which has been significantly 
modified in Committee, provides for a reporter’s shield but has an 
exception if there is a matter of national security, and it essentially 
calls upon the court to undertake a weighing of the public interest 
in the disclosure of the information to ferret out wrongdoing or the 
press’ traditionally historic role in disclosing wrongdoing contrasted 
with the national security interest involved. 

Do you think that that is an appropriate standard for weighing 
newspaper privilege contrasted with the interest of national secu-
rity? 

Mr. FRIEDRICH. As to the general matter of whether such a privi-
lege should be codified, I believe that the Department has consist-
ently taken the position that such legislation is not needed and 
that the procedures and policies that the Department has in place 
with respect to the circumstances in which compulsory process 
should be issued against reporters are themselves a sufficient safe-
guard. 

Chairman SPECTER. Well, the red light went on, and I do not 
usually transgress, but with Senator Grassley’s acquiescence, I am 
going to ask an important followup question. Do I have your con-
sent, Senator? 

Senator GRASSLEY. You do. 
Chairman SPECTER. I appreciate that you do not think legislation 

is necessary, and I am not surprised. The administration does not 
think legislation is necessary to deal with unauthorized surveil-
lance. The administration as yet has not provided an answer to 
this Committee on legislation, which has been pending for weeks, 
which would give jurisdiction of that program to the Foreign Intel-
ligence Surveillance Court to determine constitutionality. Every 
time the Congress asserts some oversight authority, the adminis-
tration pulls back. 

When there was a pressure applied to have the Intelligence Com-
mittees informed about the warrantless searches, the administra-
tion declined, even though the National Security Act of 1947 man-
dates it for committees. 

When this Committee, when the Judiciary Committee became ac-
tive, the administration relented and conceded to allow a Sub-
committee of the Intelligence Committee, seven Senators, to know. 
And the House at first resisted a Subcommittee and then finally 
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acquiesced on an 11-person subcommittee, and then only in the 
face of the Hayden nomination was the administration dragged 
kicking and screaming into complying with the National Security 
Act of 1947 to inform the Intelligence Committees. 

So I am not surprised that the administration does not think 
that legislation is necessary. But my question was not whether the 
administration thought legislation was necessary. My question is 
whether you think that if there is legislation, it is appropriate to 
have a balancing test where a court would have the authority to 
weigh the public policy importance of the national security interest 
contrasted with the public policy importance of the disclosure. 

Mr. FRIEDRICH. Senator, I think the best way to answer that is 
in the context—I know that Deputy Attorney General Comey at the 
time provided a statement with respect to the media shield legisla-
tion. This panel also heard from U.S. Attorney Chuck Rosenberg, 
who discussed in detail the Department’s position at the time with 
respect to media shield. 

I think the overall objection would be that the media shield legis-
lation would shift from the executive branch to the courts the deci-
sion as to whether a subpoena is needed, what the competing inter-
ests are, how fast it needs to be issued, whether or not it is essen-
tial to the case. We feel that those—in terms of the Department’s 
exercise of its responsibility in this area, I think as to confidential 
source subpoenas, something like only 13 have been issued in the 
last 15 years. That would be on the average something of one a 
year or less. I think the historical record would be that the Depart-
ment has responsibly exercised its authority in this area and that, 
you know, there are going to be occasions when we need to move 
quickly. 

I accept that the balance you pose is an important one. I think 
that the—I would like to think the record of the Department is 
that it has exercised its judgment in this area responsibly. And 
let’s not forget, I mean, there are occasions when it may be impor-
tant to move very quickly in terms of the issuance of compulsory 
process. I think that the example that Deputy Attorney General 
Comey gave—

Chairman SPECTER. Just a second. 
Mr. FRIEDRICH. I am sorry, sir. 
Chairman SPECTER. Go ahead. 
Mr. FRIEDRICH. I think, sir, the example that Deputy Attorney 

General Comey gave in a prepared statement that he rendered was 
an occasion that came up on the afternoon of September 11th when 
the U.S. Attorney’s Office in San Francisco wanted to issue a sub-
poena to a news organization which had received information, I un-
derstand, from some type of source indicating that bad things 
would happen on that day. I do not have any factual knowledge of 
that situation, but that was the example that Deputy Attorney 
General Comey gave, and I think it certainly highlights the fact 
that there may be a need to move quickly, and this legislation I 
think might compromise that. 

Chairman SPECTER. Well, I will pick up on your point about 
shifting the decision from the executive branch to the judicial 
branch, which is exactly what I think our Constitution requires. 
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Senator Leahy, would you mind yielding to Senator Grassley? I 
intruded on his time, and he has a 10 o’clock— 

Senator LEAHY. No, I have no objection. I came in late as it was. 
Chairman SPECTER. Senator Grassley? 
Senator GRASSLEY. Thank you, Senator Leahy. 
When Director Mueller was before this Committee just a few 

weeks ago, I asked him about the Bureau’s attempt to obtain Jack 
Anderson’s papers by convincing the 79-year-old widow to sign a 
consent form that she says she did not fully understand. I wanted 
to know at that time whether that was an appropriate investigative 
technique, but Director Mueller said at that time that he did not 
know enough about the circumstances to answer my questions. In 
preparing to testify here today, I would hope that you have taken 
some time to learn the details of what the agents did in this case 
and why they did it. So I ask you, Did the agents who went back 
and contacted Olivia Anderson without her family’s permission act 
appropriately? 

Mr. FRIEDRICH. Senator Grassley, I think that that is a question 
that I am not going to be able to shed light on, but I want to care-
fully explain the reasons why I cannot. First of all, there is a pend-
ing trial in the Eastern District of Virginia called the Rosen and 
Weissman case, and in that case, the defense in that case has filed 
a motion to dismiss the indictment for prosecutorial misconduct 
based upon the actions taken in the Anderson matter. My under-
standing is that the district judge denied that particular motion 
but that that case remains pending. And since it is a part of pend-
ing litigation or relevant to a part of pending litigation, I don’t 
think that it is something that I can comment on. 

My understanding, however, Senator, is that the Bureau is fol-
lowing up on the questions you asked and that they intend to sub-
mit some type of response to you. And I don’t want to interpose my-
self in the middle of that. 

Senator GRASSLEY. And your view is that the circumstances in 
the Anderson questioning could influence that case, that other 
case? 

Mr. FRIEDRICH. That was the position—yes, sir. The position that 
the defense has taken is that there is a factual link between the 
action in the Anderson matter and the pending investigation that 
has resulted in a trial in the Eastern District of Virginia. And since 
that is the circumstance, I simply just can’t comment on that mat-
ter. 

Senator GRASSLEY. According to Kevin Anderson, he informed 
the FBI that he was acting as his mother’s attorney, and he au-
thorized the first meeting between the mother and the FBI. How-
ever, he says he did not authorize and was unaware of the second 
meeting where the FBI got her to sign a consent form. Can you ex-
plain the Justice Department’s policy on contacting a witness who 
was known to be represented by counsel? And assuming that the 
Anderson family is correct with what happened, did the actions of 
the agency in this case violate that policy? 

Mr. FRIEDRICH. Certainly, Senator, speaking generically—as a 
general matter—there are very specific policies that the Depart-
ment has with respect to contact with represented parties. There 
are also bar rules that apply as well. I would say, you know, the 
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general rule as to contact with represented parties is that, as an 
attorney, you are not supposed to do it. There are exceptions to 
that under certain circumstances, but certainly as to Department 
lawyers, those policies exist. 

Senator GRASSLEY. Well, then, did the actions of the agents in 
this case violate that policy? 

Mr. FRIEDRICH. Again, Senator Grassley, with respect to this spe-
cific factual circumstances, I don’t have a specific comment on that 
for the reasons that I had mentioned earlier. I will tell you as a 
general matter there are some distinctions between the contact 
with represented parties rules as they apply to Department law-
yers versus FBI agents. There are some differences between the 
ways in which those standards apply. Lawyers are bound by cer-
tain sources of law and policies; whereas, agents, depending on the 
circumstance, may not be bound by the same authorities. 

Senator GRASSLEY. Well, then, let’s go to the issue of classified 
information. There is some disagreement whether these papers 
contained classified information, and I would think the family 
would know more about that than the FBI. 

The family has said that the files probably do not contain classi-
fied documents, and the FBI claimed that Professor Feldstein con-
firmed it. However, Professor Feldstein denies that he told the FBI 
that and says that he has seen no classified material in the docu-
ments. So which is it? Does the FBI have a solid reason to think 
that there is classified information in the files that would be harm-
ful to the national security if the FBI did not remove them? 

Mr. FRIEDRICH. There again, Senator Grassley, I don’t believe I 
can comment on the Anderson matter specifically for the reasons 
that I had mentioned earlier, and hopefully the Bureau will be sub-
mitting some type of factual submission to you on that. 

Senator GRASSLEY. Well, has the FBI taken time to get a sub-
poena or search warrant to force that issue? 

Mr. FRIEDRICH. Again, with respect, I cannot comment specifi-
cally with respect to the Anderson matter, Senator. 

Senator GRASSLEY. Well, Mr. Chairman, I am very disappointed. 
We asked some of these questions of Director Mueller. I will bet 
that has been more than a month ago, and we do not have any 
more answers. And I would think that the Department would send 
somebody here to testify that could answer our questions if they 
have any respect for this Committee whatsoever. I yield. 

Senator LEAHY. I think that answers the question. They do not 
have any respect for this Committee. Why in heaven’s name were 
you sent up here if all you are going to do is take the Fifth Amend-
ment. 

Chairman SPECTER. I would like to recognize you, Senator Leahy. 
Senator Leahy? 

[Laughter.] 
Senator LEAHY. Thank you, Mr. Chairman. I mean, you are basi-

cally taking what could be called a testifying Fifth Amendment. 
You should be ashamed of yourself, or your superiors should be 
ashamed of themselves. Why in heaven’s name were you sent up 
here? I mean, you have been asked by friendly Republicans, no 
matter what questions you are asked, ‘‘Oh, I don’t think I can an-
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swer. I don’t think I can answer.’’ Why were you the one picked to 
come up here? 

Mr. FRIEDRICH. Senator, I can tell you my understanding, that 
on a staff-to-staff level as between our legislative staff and the staff 
of the Chairman, that it was made clear before I came up here that 
I would not be able to talk about the Anderson—

Senator LEAHY. Well, this is what happens no matter what, from 
the Department of Justice or the FBI or anything else. Anytime 
you ask anything where there might have been a screw-up by this 
administration, ‘‘I don’t think I can answer that. I am not really 
taking the Fifth. I just won’t answer.’’ 

It is very, very frustrating. There is this arrogance in this admin-
istration against any kind of oversight, probably because they basi-
cally have—except possibly for this Committee—a rubber stamp 
Republican leadership that allows them to do anything they want. 
But that is what you are doing. 

Let me ask you this: Is there any truth to the fact that some of 
these papers were looked at because it goes into the personal life 
of J. Edgar Hoover? 

Mr. FRIEDRICH. Senator, again, with respect to the Anderson 
matter, I am not able to comment on that matter at all. 

Senator LEAHY. So what you are doing, you are sent up here to 
be a punching bag. Is that it? 

Mr. FRIEDRICH. Senator, again—
Senator LEAHY. You don’t have to answer. I realize that. It is like 

the Attorney General. Is there any questions you guys are allowed 
to answer other than your title, the time of day? I mean, is this 
sort of like a prisoner-of-war kind of thing? 

Mr. FRIEDRICH. Senator, I can tell you that, again, my under-
standing in coming up here was on a staff-to-staff level that I 
was—I was led to believe that the Chairman’s staff was informed 
that I would not be able to answer questions about the Anderson 
case, precisely for the reasons that I discussed. 

I am prepared, and if you will note the statement that I gave 
specifically relates to the law relating to the applicability of the Es-
pionage Act and other statutes that go to the disclosure of classi-
fied information, that—

Senator LEAHY. Well, let me ask you a little bit about that then. 
We have the Espionage Act. We talk about how that can be used. 
It can also be used, if need be, to chill dissent. This administration 
has spent billions of dollars—that is billions with a ‘‘b’’—to classify 
far more material than any administration in history, including the 
administration during World War II or World War I when we had 
real reason to do it. We found that in 2004 the Government made 
15.6 million classification decisions. Sometimes they classified 
something that had been on a Government website for months or 
even years. People had downloaded it thousands of times. Suddenly 
they say it is classified. 

We know some of this intelligence information was classified sim-
ply to cover up mistakes made by this administration. In fact, 
many, many, many, many times things were classified to cover up 
mistakes by the administration. If there was improper classifica-
tion of intelligence information, would that be a proper defense to 
criminal charges brought under the Espionage Act? 
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Mr. FRIEDRICH. I think that that would—I think improper classi-
fication might be a defense to certain statutes. 

Senator LEAHY. The Espionage Act? 
Mr. FRIEDRICH. That one I would have to check in particular. I 

am not certain. 
Senator LEAHY. For a moment there, I actually thought I was 

getting an answer and I was about to applaud you. It would be so 
unprecedented. And I hate to even highlight it because I do not 
want you to get fired for breaking precedence with the Department 
of Justice. But, you know, if Daniel Ellsberg had not leaked the 
Pentagon Papers to the New York Times and the Washington Post, 
we may never have known about the official misconduct during the 
Vietnam War. If Special Agent Coleen Rowley had not publicly re-
vealed problems with the FBI’s counterterrorism investigation, we 
may never have known how this administration screwed up before 
9/11 and failed to connect the dots. Should Government be able to 
use the threat of criminal prosecution to shield the public from re-
vealing its own mistakes? 

Mr. FRIEDRICH. I think the answer to that, Senator, is that there 
is the Intelligence Community Whistleblower Act of 1998 that is 
set up for that specific purpose. If a member of the intelligence 
community has concerns about the legality, has an urgent concern 
about something that they are working on, believes it may not be 
legal, there is a specific process that is in place that is set up so 
that they can bring that to the attention of the Inspector General 
of their agency and the matter can be taken up from there all the 
way to the Hill Intelligence Committees, if necessary. So I think 
that—

Senator LEAHY. I am talking about people at the Department of 
Justice. 

Mr. FRIEDRICH. I am sorry? 
Senator LEAHY. What about with people within the Department 

of Justice? Senator Grassley, he and I and others have worked very 
hard on whistleblower legislature. But it seems anytime anybody 
uses Whistleblower, it is a career ender. They get shunted aside. 
They get put into non-work situations. Certain administrations—
and this is something that probably reflects most administrations—
will come down on them like a ton of bricks if they use it. But you 
think that is the only protection, the whistleblower statutes? 

Mr. FRIEDRICH. What I was answering, Senator, is some have 
suggested simply that because there have been some leaks of clas-
sified information in the past that some have deemed to have im-
portant policy or historical value, you know, that that simply 
should make the wholesale leaking of classified information OK 
whenever someone feels like publishing it, because there have been 
occasions when such leaks have revealed even illegal conduct. And 
my response to that is that that is a false dilemma because there 
are procedures in place like the Intelligence Community Whistle-
blower Act that would allow those concerns to be handled in a clas-
sified environment, all the way up to the Hill Intelligence Commit-
tees. 

Senator LEAHY. Well, let’s go into the other stuff, though, when 
somebody does give information out to the press, the subject of this 
hearing. I will put my full statement in the record and not take my 
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time for that. But let me ask you this, you mention in your state-
ment the Department’s official policy with regard to the issuance 
of subpoenas to members of the news media. It requires the Attor-
ney General to approve not only prosecutions of members of the 
press, but investigative steps aimed at the press, even in cases 
where the press itself is not the subject of an investigation. So my 
three questions are fairly easy. 

First, did Attorney General Gonzales expressly authorize the 
FBI’s attempt to rummage through Mr. Anderson’s papers? If not, 
who did? 

Second, has the FBI made any attempt to obtain the information 
from alternative non-media sources, which, as you testified, is part 
of the procedures? 

And, third, does the important public policy against Government 
intimidation or harassment of the press become obsolete if a jour-
nalist has died? 

Mr. FRIEDRICH. Taking the first two questions, Senator, again, as 
I said before, I can’t comment on the Anderson matter specifically, 
but what I can tell you is that the procedures that are in place are 
geared toward the issuance of compulsory process, such as a sub-
poena. If there is a circumstance in which information is simply re-
quested as a generic matter—

Senator LEAHY. But if you go to an elderly widow shortly after 
her husband has died and have FBI agents show up and say, ‘‘We 
want these papers,’’ you don’t have to get any authorization for 
that? 

Mr. FRIEDRICH. What I can tell you, Senator, as a general matter 
is that those procedures are geared toward the issuance of compul-
sory process. You will notice that in other parts of the policy, it 
asks questions like, Have we attempted to obtain cooperation? 
Have we attempted to obtain the information from other means? So 
that would seem to suggest that the general policy would be to try 
to get voluntary compliance as opposed to issuing compulsory proc-
ess. 

Senator LEAHY. And it is totally voluntary if an elderly widow is 
faced with FBI agents flashing badges and saying, ‘‘We want these 
papers.’’ 

Mr. FRIEDRICH. Again, Senator, I cannot comment on the Ander-
son case. 

Senator LEAHY. And the rest of my question I assume you are 
not going to answer, so—

Mr. FRIEDRICH. I would be happy to try to answer any additional 
questions you have. 

Senator LEAHY. No, no. The rest of that question. It is a three-
part question. I mean, I asked—

Mr. FRIEDRICH. Would you mind restating, sir, your third ques-
tion? 

Senator LEAHY. Did the FBI make any attempt to obtain the in-
formation from alternative non-media sources? And you give the 
same non-answer to that. Is that correct? 

Mr. FRIEDRICH. I believe that your third question was something 
different, but I may be mistaken. 

Senator LEAHY. The second part, did they make any other at-
tempt. The third part was, does the important public policy against 
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Government intimidation or harassment of the press become obso-
lete once a journalist dies? 

Mr. FRIEDRICH. Senator, I think that—let me separate that ques-
tion, if I could, into the issue of deceased reporters versus deceased 
sources. As to the applicability of that policy toward deceased mem-
bers of the media, you know, I doubt that that is something that 
has come up often. But in preparation for this hearing and having 
talked to others in the Department about it, I think that this is, 
frankly, an area that the Department should take a look at. 

What I can tell you in the interim is as we are taking a look at 
it, if a case comes up which involves—where the Department is 
considering the issuance of compulsory process to the estate of a 
deceased reporter, even though these policies might not on their 
face apply, I will give you an assurance on behalf of the Depart-
ment that they will be followed until we can followup and give you 
an answer on that. 

Senator LEAHY. Thank you, Mr. Chairman. 
Chairman SPECTER. Thank you, Senator Leahy, and your full 

statement will be made a part of the record. 
[The prepared statement of Senator Leahy appears as a submis-

sion for the record.] 
Chairman SPECTER. Before turning to Senator Feingold, I have 

just a brief comment. As you have noted, there is a certain level 
of concern between the Congress exercising oversight and the re-
sponses of the Executive, and we fully appreciate the inherent con-
stitutional authority the President has under Article II and the 
statutes which involve the Foreign Intelligence Surveillance Act 
and questions whether there is inherent power for the electronic 
surveillance program, and sometimes the discussions get a little 
heated. Senator Leahy and I have been able to maintain a pretty 
cool atmosphere. I don’t really think anybody thinks you ought to 
be ashamed of yourself. You are carrying out the instructions from 
the Department of Justice, and we understand that. And we will 
pressure you for information to the extent we can in a respectful 
manner, and we will not use you as a punching bag. And when we 
question you, to the extent we can, we have also to question the 
Attorney General. He is going to be back before this Committee 
later this month, and we understand that you work for him and 
work for the Department. 

Senator Feingold? 

STATEMENT OF HON. RUSSELL D. FEINGOLD, A U.S. SENATOR 
FROM THE STATE OF WISCONSIN 

Senator FEINGOLD. Thank you, Mr. Chairman. Just a brief state-
ment. Thank you for holding the hearing. A free society cannot long 
survive without a robust free press, and that is why I have ex-
pressed concern before about the chilling effect of high-profile con-
tempt prosecutions of journalists. It is also why I support a Federal 
reporter’s shield law to join the reporter’s privilege that is already 
recognized in 49 States plus the District of Columbia. 

It is also why I am deeply worried about possible prosecution of 
journalists under the Espionage Act of 1917 for publishing classi-
fied information. As we all know by now, the Attorney General a 
few weeks ago was asked about this possibility. He responded that, 
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‘‘There are some statutes on the books which, if you read the lan-
guage carefully, would seem to indicate that that is a possibility.’’ 

That may not sound like it, but it was a very dramatic state-
ment. The Espionage Act has never before been used to prosecute 
journalists for publishing classified information, and there are seri-
ous questions about whether Congress intended it to apply to jour-
nalists. It also poses very serious First Amendment questions that 
I know some of the witnesses will be addressing and have ad-
dressed. 

Mr. Chairman, of course, we must take the leaks of classified in-
formation very seriously, but we have other tools at our disposal. 
Individuals who have security clearances and have made a commit-
ment to the United States Government to keep it secret should be 
prosecuted if they violate the law by leaking classified information. 
That is where our Government’s enforcement focus has always 
been, and I think that is where it should be. We can be tough on 
leakers without going after journalists and creating a very signifi-
cant chilling effect. But I am grateful that you are having this 
hearing, Mr. Chairman, and I appreciate the opportunity to make 
a brief statement. 

Chairman SPECTER. Thank you very much, Senator Feingold. 
Mr. Friedrich, going back to your opening statement, I had asked 

you about the legislation introduced by Senator Lugar, and since 
modified in the Committee, about establishing a balancing on a 
shield or a reporter’s privilege in terms of weighing the public pol-
icy interests of the First Amendment and public disclosure con-
trasted with the national security interest involved. And you re-
sponded to that that your Department was opposed to that on the 
ground of transferring responsibility from the executive branch to 
the judicial branch. And my question really turns on the preference 
of having the judiciary make a determination as opposed to the ex-
ecutive branch. 

In the section that you refer to, 50.10, the standard as set forth 
on the Department of Justice decision to conduct an investigation—
to move into the area where there are news-gathering interests is 
to ‘‘strike the proper balance between the public’s interest in the 
free dissemination of ideas and information and the public’s inter-
est in effective law enforcement and the fair administration of jus-
tice.’’ 

Well, in a case where you have a constitutional issue of freedom 
of the press and you have the weighty considerations involved in 
that kind of a balancing, isn’t it the traditional standard in this 
country in case of a contest to have a matter decided by the courts 
instead of by the executive branch, which has a unique interest in 
the prosecution? 

Mr. FRIEDRICH. Let me make two points there, Senator. First of 
all, as a practical matter, once a subpoena or once compulsory proc-
ess is cut, you know, if the newspaper opposes that, they would file 
a motion to quash, which would take that matter into the courts 
at that point, and the courts would be able to make whatever de-
termination they want. So far as a constitutional balancing, obvi-
ously the Branzburg case has held as a constitutional matter that 
there is not a right of reporters to appear not to testify under—the 
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First Amendment does not create a bar to that regardless of any 
pledge that a reporter may have made to his or her sources. 

So I think so far as the constitutional issue in terms of the 
issuance of process, I believe that the Court has answered that 
question. There is still an open question as to whether or not there 
may be a privilege at common law, but I think as to the constitu-
tional question, I believe that that question has been answered. 

Chairman SPECTER. Well, whether there is a privilege in common 
law is not determinative if Congress decides to create a privilege. 
There is no newsman’s privilege at common law. There is a hus-
band and wife privilege. There is a client-attorney privilege, al-
though there is some reason to doubt whether there is anymore an 
attorney-client privilege with what the Department of Justice is 
doing today, with the coercive activities to get lawyers and clients 
to waive the attorney-client privilege. 

But moving aside from the common law privilege issue, which is 
not relevant here, isn’t it desirable to have the Congress make a 
determination as to what the considerations are as opposed to, as 
you say, have the judge do whatever he or she wants? 

Mr. FRIEDRICH. There, Senator, again, I think that the position 
of the Department—and I know you have heard testimony as to 
that issue from a number of representatives from the Depart-
ment—has consistently been that that legislation in creating a 
media shield is not needed, that it would slow down the effective 
administration of justice, that—

Chairman SPECTER. Slow down the effective administration of 
justice to have Congress establish standards for what the privilege 
is, on a constitutional issue? 

Mr. FRIEDRICH. If that would mean creating a media shield law 
under which the Department in every case in which it wanted to 
issue a subpoena would have to go to court to do so before it could 
be issued, yes, I think that would slow the process down. I know 
even in the case of litigating privilege matters in the grand jury 
context sometimes—

Chairman SPECTER. Well, our legislation does not require the De-
partment of Justice to go to court before issuing a subpoena, and 
our legislation provides for a statutory privilege and establishes 
legislative standards as to what the courts should consider in de-
termining whether the privilege is valid. 

Mr. FRIEDRICH. Senator, I will be happy to have folks at the De-
partment take a closer look at that bill and submit to you a more 
detailed response as to what the position of the Department is. 

Chairman SPECTER. Well, the red light went on when you started 
your answer, but if you can get a more detailed response from the 
Department of Justice, more power to you. Thank you. 

Senator Leahy? 
Senator LEAHY. I was kind of chuckling at that myself. If you 

know how to get questions answered in DOJ, I have got several let-
ters that have gone unanswered for years, both when I was Chair-
man and as Ranking Member of this Committee. So you have a 
magic touch that nobody else seems to have, including the Attorney 
General. In fact, some of these even Senator Specter and I have 
asked him in the Oval Office of the President with the Attorney 
General standing there, and we still do not get the answers. But 
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let me ask you one thing you could answer, and it has nothing to 
do with this. 

In January, we learned that the Justice Department issued sub-
poenas to three major Internet companies. They wanted informa-
tion about what millions—I assume most of these millions Ameri-
cans are law-abiding—were searching for on the Internet. Now we 
hear they have asked Microsoft, AOL, Google, and other Internet 
companies to retain records on their customers’ web-browsing ac-
tivities. 

My question is this: What sorts of records does the Department 
ask these companies to retain? For how long? What were the com-
panies’ responses? And should we be expecting a proposal from the 
Department for legislation in this area? 

Mr. FRIEDRICH. Senator, as I sit here, I don’t know the answer 
to that in terms of what was requested or the circumstances under 
which it was requested. I don’t know that I will be able to respond, 
but I am happy to look into it, and if we can give you a response, 
we will. 

Senator LEAHY. Well, will you do this: respond either way. If you 
can’t respond, let me know that, because then I will know whether 
to ask somebody else. 

Mr. FRIEDRICH. All right. 
Senator LEAHY. Thank you. And as I said, and following up on 

what Senator Specter said, I did not want you to be here as a 
punching bag. I just felt some of the people in your Department 
maybe set you up that way. 

Mr. FRIEDRICH. I will have a much happier walk back down 
Pennsylvania Avenue knowing that, Senator. 

[Laughter.] 
Senator LEAHY. It is a lovely day. I was out walking about 5:30 

this morning. I hope it is still just as nice. And that is a nice walk. 
We are fortunate, both you and I, to be able to work in a city this 
beautiful and this historical. Thank you, Mr. Chairman. 

Chairman SPECTER. Senator Kyl, would you care to question? 
Senator KYL. No. Thank you. 
Chairman SPECTER. Just another comment or two, and then we 

will move to the next panel. 
Mr. Friedrich, when you go back to get a response from the De-

partment of Justice on the shield law, the balancing which we have 
discussed here, I wish you would take with you, although we have 
called this to the attention of the Attorney General and the admin-
istration at very high levels, the concerns that some of us have 
about Congressional oversight. And when we talk about shifting 
the decision from the executive branch to the judicial branch, I 
would suggest to you that that is really the tradition of the admin-
istration of justice. 

I know that the Department of Justice believes, as the inscrip-
tion is over your building, the Department wins whenever justice 
is done. And I was a prosecutor, and a prosecutor has a quasi-judi-
cial function to see that justice is done. But there is still a big ad-
vocate’s role—a big, big, advocate’s role in the prosecutor. So that 
when you have these questions, they are really traditionally de-
cided in our system by the courts, not by the prosecutor, even 
though the prosecutor is quasi-judicial. And when you seek an an-
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swer on the legislation as to reporter’s shield, see if you can get one 
on the legislation which is pending to turn over to the Foreign In-
telligence Surveillance Court the determination of constitutionality 
of the administration’s surveillance program. And I will not ask 
you whether you think—or maybe I will. Don’t you agree that it is 
the tradition in our system on these questions of disagreement be-
tween the executive and legislative branch, Article I and Article II 
officials, to have them decided by the courts. And isn’t the tradi-
tion, before there is an invasion of privacy or a search, search and 
seizure, that there is the imposition of the impartial magistrate be-
tween the citizen and the Government? 

Mr. FRIEDRICH. I certainly agree with you, Senator, that that is 
the procedure in search warrant cases and that, you know, the 
courts have spoken at some length about the different role of the 
executive and legislative branches and where the appropriate 
power lies between. I believe in the context of media shield legisla-
tion, certainly with respect to some of the proposals that have been 
put forth—and I do not claim to have familiarity with all of them. 
Some of them would seek to have the Government essentially get 
prior approval from the judicial branch before even issuing a sub-
poena, and that is what I was alluding to earlier. 

Chairman SPECTER. Well, I appreciate your answer, and we are 
seeking a way to accommodate the interests of the executive 
branch and maintaining the secrecy of the surveillance program. 
We have the Foreign Intelligence Surveillance Court which has an 
unblemished record for maintaining confidentiality and secrecy, 
and they have the expertise to make the decision. And we are try-
ing to find some way to have an accommodation with the Depart-
ment of Justice, and this Committee has a different function than 
the Intelligence Committee. Our job is to have Congressional over-
sight on constitutional issues. And we are right in the middle of a 
constitutional issue on the electronic surveillance program, and we 
are right in the middle of a constitutional issue on freedom of 
speech and reporter’s shield and the potential for prosecution under 
Sections 793 and 798. 

But we appreciate your categorical answer that the Department 
of Justice thinks it has the authority to prosecute criminally be-
cause I believe that is an invitation to the Congress to legislate on 
the subject, because we do decide where the criminal prosecutions 
will be brought. That is clearly our authority, and we are now on 
notice as to what we need to consider. 

Mr. FRIEDRICH. If I may, Senator? 
Chairman SPECTER. Sure. 
Mr. FRIEDRICH. Simply in terms of a categorical answer, again, 

I just want to clarify that I am speaking, as I believe the Attorney 
General was speaking, as to the potential reach of the law. I just 
want to again emphasize that, you know, the Attorney General has 
also said that our primary focus is on prosecuting the leakers as 
opposed to other options, and that our primary—that our much 
preferred path would be to attempt to work with reporters volun-
tarily to convince them not to publish classified information which 
could lead to the compromise of our most sensitive technologies, 
harm our young men and women who serve in the service of this 
country, and cause damage. 
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Chairman SPECTER. Well, I appreciate your addendum, and I 
started off by saying that the national security interests are enor-
mous—enormous—and they have to be balanced with the constitu-
tional rights. But where you have a criminal statute where you can 
send people to jail and have a chilling effect on newspapers, it is 
really the Congressional role to define it and to establish stand-
ards. And I think clearly the ball is in our court. You have some 
balls in your court, and we have some in our court. 

I have just been notified that we have a vote on, so we will go 
vote, and we will be back promptly to take up the second panel. 
Thank you all. 

[Recess 10:28 a.m. to 10:54 a.m.] 
Chairman SPECTER. Would you gentlemen stand for the adminis-

tration of the oath? Do each of you solemnly swear that the evi-
dence you give before this Committee will be the truth, the whole 
truth, and nothing but the truth, so help you God? 

Mr. ANDERSON. I do. 
Mr. SMOLLA. I do. 
Mr. SCHOENFELD. I do. 
Mr. FELDSTEIN. I do. 
Chairman SPECTER. May the record who that each has answered 

in the affirmative. Thank you very much for coming in, gentlemen. 
We turn to our first witness, who is Mr. Kevin Anderson, a partner 
in the law firm of Fabian and Clendenin, Salt Lake City, Utah; 
bachelor’s degree from the University of Utah; law degree from 
Georgetown. He acted as an assistant to his journalist father, Mr. 
Jack Anderson, in the 1970s. Thank you very much for coming in 
today, Mr. Anderson, and we look forward to your testimony. 

STATEMENT OF KEVIN N. ANDERSON, FABIAN AND 
CLENDENIN, SALT LAKE CITY, UTAH 

Mr. ANDERSON. Thank you, Chairman Specter and members of 
the Committee. I appreciate this opportunity. I would like to ac-
knowledge in the room with us today is my mother, and there are 
six of the nine members of my family also present. 

Chairman SPECTER. All present? Would they mind standing so 
we can recognize them and acknowledge them. 

Now, you say, Mr. Anderson, that your mother is right behind 
you, and the others who stood are your siblings? 

Mr. ANDERSON. Yes, that is correct. 
Chairman SPECTER. And six of the nine? 
Mr. ANDERSON. Yes, including me, are here. 
Chairman SPECTER. Well, that is a wonderful family. Congratula-

tions to you, Mrs. Anderson, and all the Andersons. And reset the 
clock to 5 minutes. 

Mr. ANDERSON. Thank you, Senator. 
I will address the events surrounding the FBI’s request to access 

my father’s papers and my family’s view of how he would have re-
acted to the Government’s investigation of journalists who publish 
classified information. 

About 6 weeks after my father’s death, FBI Agent Leslie Martell 
called my mother to gain access to Dad’s papers. As the attorney 
in the family, I called her and was told that the FBI believed that 
there were classified documents among Dad’s papers that would 
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help the Government in a criminal investigation. I was left with 
the impression that the FBI’s probe concerned terrorism. I was as-
sured that no member of the family was the target of the investiga-
tion. 

As several members of this Committee know, Dad often cooper-
ated with criminal investigations where it would not violate the 
confidentiality of his sources. I told Agent Martell that she could 
meet with Mom. 

Afterwards, Mom was excited to tell me that she thought Agent 
Martell might be related through her family roots in West Virginia, 
where Mom was born and raised. She found this more interesting 
than what the FBI wanted. All she remembered was that it in-
volved something about Dad’s papers from the 1970s. 

My Mom cooperated with the investigation. She told the FBI 
agents where the boxes were located. She put them in touch with 
Dr. Feldstein and Dr. Chambless, both of whom had reviewed some 
of the boxes. Dr. Chambless, with the blessing of the family, even 
sent a 12-page inventory of 80 of the boxes he had reviewed to the 
FBI. 

Several weeks later, the FBI asked me to confirm that the family 
and not the Gelman Library at George Washington University 
owned the papers, and I confirmed that the family did own them. 
And because of the family’s concern, I told the agent at that time 
that the family would need more information about what docu-
ments the FBI wanted. 

Next I received a call from Dr. Feldstein at GW saying that the 
FBI claimed to have a consent that Mom had signed. I immediately 
called Agent Martell, upset that as the family attorney I had not 
been told about the consent and had not even seen it. To this day, 
I have not seen the consent. She was very apologetic and arranged 
a conference call. During that call, two FBI agents and one of the 
U.S. Attorneys General involved in the criminal case told me that 
the request for Dad’s papers was in connection with the AIPAC in-
vestigation. 

The FBI said that classified materials may have been passed be-
tween Dad’s office and the defendants in that case and perhaps 
even between Dad’s office and a member of the Foreign Intelligence 
Service in the early 1980s. They wanted to check for fingerprints 
on some of the documents. I told them that I thought that the pres-
ence of those types of documents in Dad’s papers was extremely 
unlikely. I also expressed my concern to them that the AIPAC pros-
ecution could be viewed as a step toward prosecuting journalists. 
I felt Dad would have vigorously opposed such an effort. The FBI 
and Department of Justice representatives assured me that they 
were not after Dad’s sources, family members, or George Wash-
ington University for possession of classified documents. 

We also discussed hypothetically the scope of an FBI review of 
Dad’s papers, assuming that the family would decide to cooperate. 
The agents made it clear that they intended to review all of his pa-
pers, regardless of their relevance to the AIPAC case. In addition, 
they repeatedly stated that they would be ‘‘duty bound’’ to remove 
all possible classified documents, either permanently or redact 
them and return them. I felt this would destroy the political, his-
toric, and cultural value of Dad’s papers. 
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I made several suggestions to limit the scope. These were re-
jected, including my offer to personally review the papers to locate 
anything related to the AIPAC case. I was told that because I did 
not have a security clearance, I could not review my father’s pa-
pers. 

In early April, at a meeting with FBI’s former First Amendment 
attorney, Michael Sullivan, and an attorney for GW, I came to the 
conclusion that the AIPAC investigation was nothing but a fishing 
expedition, at best, and at worst, a pretext for the FBI to learn 
what it could not discover about Dad’s sources when he was alive. 
The family met and instructed Mr. Sullivan to formally reject the 
FBI’s request. A copy of that letter has been provided to the Com-
mittee. 

The family feels that the FBI’s review of Dad’s papers and re-
moval of documents would be contrary to his wishes. He taught us 
that the press’ constitutional role was to keep an eye on those who 
govern us, not to be a bulldog or a lapdog, but a watchdog. He used 
to say that our Founding Fathers understood that Government by 
its nature tends to oppress. There is nothing in the Constitution 
about the freedom to practice law or to practice medicine, but there 
is something in the Constitution about the freedom of the press. 
Dad was fond of quoting Thomas Jefferson, who was vilified by the 
press more than any recent politician. ‘‘[W]ere it left to me to de-
cide whether we should have a government without newspapers, or 
newspapers without government, I should not hesitate a moment 
to prefer the latter,’’ Jefferson wrote. 

For more than a generation, Dad and his mentor, Drew Pearson, 
were among the most significant journalistic checks in the Nation’s 
capital. At a time when Members of Congress and even the White 
House were afraid of J. Edgar Hoover, Dad had his staff openly 
rifle through Hoover’s trash to give the former FBI Director a taste 
of his own medicine. Dad often said that documents that came 
across his desk were classified as ‘‘national security’’ secrets, but he 
characterized them as really ‘‘political security’’ secrets. They 
showed the misdeeds and manipulations of Government employees 
who had abused the public trust and then tried to sweep the evi-
dence under the secrecy stamp. Such information should not be 
hidden from the people. 

Ours is a Government of the people. Dad taught us that the peo-
ple are the sovereigns. Those who work in Government are our 
servants. We, the people, have the right to know what our servants 
are doing when they act in our name. The secrecy stamp must not 
shield the actions of our officials from scrutiny. The press, as the 
watchdog, must be free to criticize and condemn, to expose and op-
pose the Government. 

Finally, concerning the reporter’s shield law being considered by 
this committee, I believe that Dad would have insisted that the 
First Amendment provides the best shield. I know that my father 
was concerned with protecting his sources. This concern is real. 
After the recent publicity, I have been contacted by several sources 
who still fear that their identification would result in political, fi-
nancial, and even physical harm. The FBI’s efforts have under-
scored the need for protection of journalists, their families, and in 
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this case—excuse me, journalists, their sources, and in this case, 
even their families. 

Again, thank you for this opportunity. 
[The prepared statement of Mr. Anderson appears as a submis-

sion for the record.] 
Chairman SPECTER. Thank you very much, Mr. Anderson. We 

turn now to Dean Rodney Smolla, dean of the University of Rich-
mond School of Law; bachelor’s degree from Yale, a law degree 
from Duke; has taught at many law schools—College of William 
and Mary, Duke, University of Denver, University of Arkansas, 
University of Illinois, at DePaul College of Law. Quite a record, 
and now he is the dean at the University of Richmond School of 
Law. Thank you very much for coming in, and the floor is yours, 
Dean Smolla. 

STATEMENT OF RODNEY A. SMOLLA, DEAN, UNIVERSITY OF 
RICHMOND SCHOOL OF LAW, RICHMOND, VIRGINIA 

Mr. SMOLLA. Thank you, Mr. Chairman. I am going to go right 
to the heart of the constitutional and public policy issues that you 
and others have been addressing throughout the hearing. As you 
have recognized and your fellow Senators have recognized, the Con-
stitution and the First Amendment specifically absolutely have to 
be a vital part of this discussion. We start with the First Amend-
ment baseline, which is a long series of cases, a venerable series 
of cases, in which the Supreme Court of the United States has 
made it clear that all citizens, including reporters, have a presump-
tive First Amendment right to publish truthful information that is 
lawfully obtained. That is sometimes described as the Daily Mail 
line of cases. 

It is important to remember that in almost every one of those 
cases, somebody did something wrong to give the material to the 
reporter—there was a leak, the material was classified, there was 
a restraining order on the material. Nevertheless, the reporter ob-
tained the material and the Supreme Court sustained the First 
Amendment right of that journalist to publish that material. 

Now, that line of cases puts great pressure on that phrase ‘‘law-
fully obtained,’’ and to this day, the Supreme Court has never 
given that phrase complete clarity. A narrow concept of it could 
mean that the reporter does not in some affirmative way engage 
in lawbreaking in obtaining the material, the reporter does not 
hack into the computer file or break into somebody’s office. But it 
could also have a broader meaning. It could conceivably mean that 
if the reporter passively receives information that the reporter 
knows someone else is breaking the law in handing over to that re-
porter, that the reporter is in some sense tainted by the transaction 
and that the material is not lawfully obtained. 

It is clear that the Supreme Court itself does not believe this is 
a First Amendment question that is completely settled. For exam-
ple, in one of the famous cases in this line, Florida Star v. B.J.F., 
the Court said—I will quote it directly: ‘‘The Daily Mail principle 
does not settle the issue whether, in cases where information has 
been acquired unlawfully by a newspaper or by a source, govern-
ment may ever punish not only the unlawful acquisition, but the 
ensuing publication as well.’’ 
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In one of the few cases in which the Court has gotten deeply into 
this, a recent case, Bartnicki v. Vopper, the Supreme Court dealt 
with illegally intercepted cell phone conversations. None of us 
wants to hear our cell phone conversations broadcast on the radio 
or printed in a newspaper. The Supreme Court in that case held 
that the First Amendment protected the journalists who published 
and broadcast that information, even though plainly someone broke 
the law in intercepting it. 

Now, Bartnicki is a somewhat confusing and ambivalent ruling 
because two Justices who were necessarily the majority in that 
case, Justice Breyer and Justice O’Connor, took a sort of inter-
mediate position. Justice Breyer, who wrote that concurring opin-
ion, said, ‘‘In this case, I believe the First Amendment protects 
what the reporters did, but it is important to me that what was 
happening is that the material that was being broadcast revealed 
wrongdoing, potential violence, potential lawbreakers by the speak-
ers. And in that posture,’’ he said, ‘‘I think the First Amendment 
trumps,’’ but he left open the possibility that this was not an abso-
lute principle and that you could have a narrowly crafted law that 
would satisfy the First Amendment standards. 

Many of the other cases that are out there, including the Pen-
tagon Papers case, which you have alluded to, Senator, do not give 
us a clear answer. We know in the Pentagon Papers case that the 
Supreme Court said in the context of national security that even 
the doctrine of prior restraint was not absolute, that there could 
come a situation where you would allow a prior restraint under the 
First Amendment. We know the Court left unresolved one of the 
questions you were questioning the Justice Department representa-
tive on, which is whether the Espionage Acts do or don’t allow for 
prosecution. 

But one critical thing that is central to Pentagon Papers, that is 
part of the holding, is that it was clearly critical to a majority of 
the Court that the material at issue did not compromise any ongo-
ing live operations with regard to the prosecution of the Vietnam 
War. It was a matter of great public interest. It unveiled wrong-
doing in some respects. But it was history, and it had passed into 
the public domain, it seemed the Court was saying, which shows 
us that it must be the rule that just because something is classified 
does not mean that there is carte blanche for the Government to 
go after a journalist who traffics in it. 

It would overstate matters to say that the First Amendment ab-
solutely bars making the receipt of information or the downstream 
publishing of the information unconstitutional. We know that can-
not be the case. The Court has never said that in the Daily Mail 
line of cases, and we have one prominent example where the Court 
has held to the contrary, in the obscenity area, where the Supreme 
Court held originally in Stanley v. Georgia that you could not make 
the mere possession of obscene material—which was illegal. You 
could not make the mere possession of the material a crime be-
cause that was tantamount to making a thought crime. The Court 
said that rule did not apply later in the context of child pornog-
raphy, where you could make the mere possession of the material 
a form of contraband. So we do know that there are times when 
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we have interests of sufficiently high order to justify a narrowly 
drawn statute. 

The very last point I will make, Senator, is that although I think 
conceivably a narrowly drawn law could be crafted by Congress 
that would protect national security secrets with sufficient safe-
guards and tailoring and so on to not violate existing First Amend-
ment doctrine, that does not mean it is a good idea. It does not 
mean it is wise public policy. And it certainly does not mean that 
we ought to interpret existing statutes as saying that, although 
some of the sections of existing law by their bland language would 
appear to encompass the mere possession or publishing of classified 
information. 

As has already been brought out powerfully in this hearing, that 
is not our tradition. There is very serious doubt that this Congress 
intended for that to be how those laws would be used, and we have 
not in the history of this Republic used them that way. And in light 
of that cultural experience, that societal understanding, and the se-
rious First Amendment tensions that are created if we were to go 
there, the better interpretation of existing law is that it is too dan-
gerous to interpret those statutes as if they empower the Govern-
ment to prosecute journalists. And it would be bad public policy, in 
my view, Senator, if Congress were to attempt to clarify the law 
in a way that would empower the Government to go after journal-
ists. Thank you. 

[The prepared statement of Mr. Smolla appears as a submission 
for the record.] 

Chairman SPECTER. We now turn to Dr. Gabriel Schoenfeld, 
Commentary Magazine senior editor, who has written on a wide 
variety of subjects—the Vietnam War, terrorism, nuclear prolifera-
tion, the cold war, anti-Semitism; published in the New York 
Times, the Wall Street Journal, the Washington Post, New Repub-
lic; appeared on many TV shows; a Ph.D. from Harvard’s govern-
mental department in 1989. 

Thank you very much for joining us, Dr. Schoenfeld, and we look 
forward to your testimony. 

STATMENT OF GABRIEL SCHOENFELD, SENIOR EDITOR, 
COMMENTARY, NEW YORK, NEW YORK 

Mr. SCHOENFELD. Thank you very much, Mr. Chairman. It is an 
honor to be invited here to testify today. 

As a journalist, I know firsthand the vital role played by a free 
press in our great country. Just this past week, two members of the 
media were killed and a third was critically injured while reporting 
on the war in Iraq. One cannot be indifferent to the risks that jour-
nalists are taking on a daily basis to bring us the information on 
which we depend to keep our society free and our debate open and 
well informed. 

But the tragedy that befell Kimberly Dozier and her crew also 
served to underscore the fact that our country is now at war. Thou-
sands of our young men and women are in harm’s way in distant 
locations around the world. And on September 11, 2001, as a result 
of a massive intelligence failure, we found that our own homeland 
was also in harm’s way. Three thousand Americans paid for that 
intelligence failure with their lives. 
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Obviously, many different factors contributed to that intelligence 
lapse. One of them is the subject of today’s hearing, namely, leaks 
of classified information. The Jack Anderson archive affair is part 
of an issue with broad and urgent ramifications. 

The 9/11 Commission report stated that in 1998 a leak to the 
press led al Qaeda’s senior leadership to stop using a particular 
communications channel, which made it much more difficult for our 
National Security Agency to intercept Osama bin Laden’s conversa-
tions. Our Government’s ability to gain insight into the plans of a 
deadly adversary were compromised by the actions of a leaker or 
leakers inside of Government and by journalists willing to publish 
what they had learned from those leakers, no matter what the cost 
to our National security. 

The damage caused by that leak was not widely recognized at 
the time, and no action was taken against the leakers or the news-
paper which first published the secret information. But the episode 
highlights the crucial importance of communications intelligence in 
the war on terrorism and the special vulnerability of this form of 
intelligence to disclosure. 

It was precisely because of that vulnerability that in 1950 Con-
gress added a very clear provision to the U.S. Criminal Code deal-
ing specifically with communications intelligence. What is now 
known as Section 798 of Title 18 made it a crime to publish classi-
fied information pertaining to communications intelligence. I 
should add that that Act was passed in the aftermath of a press 
leak during World War II, in the Battle of Midway, when the Chi-
cago Tribune had disclosed that our intelligence agencies had suc-
ceeded in breaking Japanese codes, which was a very serious leak 
that threatened the lives of thousands of American soldiers and 
threatened to prolong the war. 

Now, Section 798 is free from all the ambiguities and constitu-
tional problems that beset the 1917 Espionage Act. It was passed 
virtually without debate by Congress and won the approval at the 
time it was passed of, among other organizations, the American So-
ciety of Newspaper Editors. 

In the years since its passage, Section 798 has never been em-
ployed for the prosecution of a journalist. It is a law that was de-
signed for special circumstances that are very dangerous but also 
very rare. Unfortunately, those special and rare circumstances ap-
pear to be upon us today. 

On September 11th, our country suffered a second and more ter-
rible Pearl Harbor. Overnight, we were thrust into a new kind of 
war, a war in which intelligence is the most important front. It is 
also a war in which, if our intelligence fails us, we as an open soci-
ety are uniquely vulnerable. If we are to defend ourselves success-
fully in this war and not fall victim to a third Pearl Harbor, per-
haps a nuclear Pearl Harbor, it is imperative that our Government 
and our intelligence agencies preserve the ability to conduct 
counterterrorist operations in secret. 

I do not know what classified documents, if any, might be con-
tained in Jack Anderson’s archive. But from the press reports I 
have seen and from the testimony here today, they do not appear 
to be of recent vintage, and some of them might go back as far as 
the Korean War. Now, surely, if the FBI can demonstrate that 
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there are documents in that archive the disclosure of which will 
damage national security or bear on criminal behavior, the FBI and 
the Justice Department have the statutory right to obtain a war-
rant to search and seize those documents. It probably would have 
enjoyed that right when Anderson was alive, and it certainly has 
them now that he is dead. Whether it should exercise that right 
today in the middle of the war on terrorism is another matter en-
tirely. Unless facts come to light that alter our understanding of 
what is in that archive, the entire episode appears to be a 
misallocation of investigative resources. There are other leaks that 
have been far more damaging which the FBI is not pursuing with 
any seriousness at all, as best we can tell. 

Beginning last December 16th, the New York Times published a 
series of articles reporting that shortly after September 11, 2001, 
President Bush had authorized the National Security Agency to 
intercept electronic communications between al Qaeda operatives 
and individuals inside the United States and providing details 
about how those interceptions were being conducted. 

Now, the 9/11 Commission had identified the gap between our 
domestic and foreign intelligence-gathering capabilities as one of 
the primary weaknesses in protecting our country against ter-
rorism. The NSA terrorist surveillance program aimed to cover that 
gap. The program, by the Times’ own account of it, was one of our 
country’s most closely guarded secrets in the war on terrorism. 

I am not privy to the workings of the program, but a broad range 
of Government officials have said that the program was vital to our 
security and that the New York Times disclosure inflicted critical 
damage on a crucial counterterrorism initiative. 

Compounding the direct damage caused by the compromise of the 
NSA program is harm of a more general sort. In waging the war 
on terrorism, the U.S. depends heavily on cooperation with the in-
telligence agencies of allied countries. When our own intelligence 
services, including the NSA, the most secretive branch of all, dem-
onstrate that they are unable to keep shared information under 
wraps, international cooperation dries up. 

According to Porter Goss, his intelligence agency counterparts in 
other countries informed him that our Government’s inability to 
keep secrets had led some of them to reconsider their participation 
in some of our country’s most important counterterrorism activities. 

If Americans are still wondering why our intelligence has been 
as defective as it has been, why it has been leading us from dis-
aster to disaster, one of the reasons is unquestionably the hem-
orrhaging of classified information into the press. 

During the run-up to the Gulf War, the United States was ur-
gently attempting to assess the state of play of Saddam Hussein’s 
program to acquire weapons of mass destruction. One of the key 
sources of information suggesting an ambitious WMD program was 
under way was an Iraqi defector known by the code name of 
Curveball, who was talking to German intelligence. The U.S. re-
mained in the dark about Curveball’s true identity, yet if we had 
known who he was, we would have also known that he was a serial 
fabricator. 

But the reason why German intelligence would not tell us who 
Curveball was, as we learned from the Silberman-Robb WMD Com-
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mission report, that they refused ‘‘to share crucial information with 
the United States because of fear of leaks.’’ In other words, some 
of the blame for our mistaken intelligence about Iraq’s WMD pro-
gram rests with the leakers and with those in the media who rush 
to publish the leaks. 

Now, President Bush has called the disclosure of the NSA pro-
gram, the terrorist surveillance program, by the Times a ‘‘shameful 
act.’’ I have argued in the pages of Commentary that the decision 
to publish that story was also a crime, a violation of Section 798. 

Now, today Congress sets the laws by which we live in our de-
mocracy and oversees the way that they are carried out. If Con-
gress, representing the American people, comes to believe that the 
executive branch is creating too many secrets or classifying things 
that should not be classified, it has ample powers to set things 
right by funding faster and better declassification and/or changing 
the declassification rules. 

But if, by contrast, a newspaper like the Times, a private institu-
tion, representing no one but itself, acts recklessly by publishing 
vital Government secrets in the middle of a perilous war, it should 
be prepared to accept the consequences as they have been set in 
law by the American people and its elected representatives. The 
First Amendment is not a suicide pact. 

Thank you very much for your attention, Mr. Chairman. 
[The prepared statement of Mr. Schoenfeld appears as a submis-

sion for the record.] 
Chairman SPECTER. Thank you very much, Dr. Schoenfeld. 
Our final witness on this panel is Mr. Mark Feldstein, Director 

of Journalism at George Washington University, Associate Pro-
fessor of Media and Public Affairs at George Washington Univer-
sity; bachelor’s degree from Harvard, a Ph.D. from University of 
North Carolina. In the 1970s he was an intern for columnist Jack 
Anderson. For nearly 20 years, he has been an on-air cor-
respondent for virtually every news station—CNN, ABC, NBC—
and has a record as an investigative reporter, as his resume says, 
beaten up in the United States, detained and escorted by Govern-
ment authorities in Egypt, and kicked out of Haiti. 

Quite a record, Mr. Feldstein. 
His book, ‘‘Poisoning the Press: Richard Nixon, Jack Anderson, 

and the Rise of Washington’s Scandal Culture,’’ will be published 
next year. 

Thank you for joining us today, Mr. Feldstein, and the floor is 
yours. 

STATEMENT OF MARK FELDSTEIN, DIRECTOR OF JOUR-
NALISM PROGRAM, AND ASSOCIATE PROFESSOR OF MEDIA 
AND PUBLIC AFFAIRS, SCHOOL OF MEDIA AND PUBLIC AF-
FAIRS, GEORGE WASHINGTON UNIVERSITY, WASHINGTON, 
D.C. 

Mr. FELDSTEIN. Thank you, Senator. Let me just summarize my 
testimony, if I might, and ask that my full statement, with some 
news articles and editorials about the case, be entered into the 
record. 

Chairman SPECTER. Without objection, they will all be made a 
part of the record. 
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Mr. FELDSTEIN. Thank you. 
On March 3rd, two FBI agents showed up at my home. They 

flashed their badges and requested 25-year-old documents I had 
been going through for the book I am writing about Jack Anderson. 
The agents told me they were investigating violations of the Espio-
nage Act going back to the early 1980s, even though they admitted 
the statute of limitations had expired. It seems the Justice Depart-
ment wants to prosecute people who might have leaked secrets to 
a reporter decades ago, a reporter who is now dead. The agents 
tried to get me to say we have classified documents in our archives, 
even though I told them I do not know of any. They seemed to view 
reporters’ notes as the first stop in their probe rather than the last 
step after all others failed—the standard they are supposed to use 
under Justice Department guidelines. 

Now, of course, the FBI is filled with thousands of brave men 
and women who do their jobs superbly and risk their lives for their 
country. But this case is troubling because whistleblowing sources, 
the kind Senator Grassley and other members of this Committee 
have championed, may be scared off if the Government starts root-
ing through reporters’ notes, even past the grave. 

Last month, FBI Director Mueller promised this Committee he 
would find out what happened here, and I think the FBI still owes 
the Committee an answer. Perhaps the Justice Department’s In-
spector General should investigate. 

Unfortunately, this seems to be part of a larger effort to use na-
tional security to crack down on the public’s right to know. We are 
even hearing proposals to prosecute journalists under the Espio-
nage Act, a law passed during the hysteria of World War I and 
strengthened when Joe McCarthy began his witch hunt. Pros-
ecuting the press for espionage reeks of McCarthyite madness, the 
kind of tactics used in dictatorships, not democracies. 

Espionage? Reporters are not spies. They are patriotic. Every 
year, dozens of them give their lives trying to dig out the truth for 
the people. They are not perfect. Journalists make mistakes. 

They can be arrogant. They give too much attention to trivia and 
sensation. But history shows that genuine harm to national secu-
rity caused by reporters has been minuscule to nonexistent. Far 
more damage to national security has been caused by Government 
secrecy and deceit than by media disclosures of classified informa-
tion. If anything, the problem is not that the press is too aggressive 
in national security reporting. It is that it is too timid. 

Now, administrations often exaggerate the damage from report-
ing, invoking national security, when the real concern is political 
embarrassment. The fact is that leaks increase when Government 
abuses increase because whistleblowers turn to the press to get the 
truth out. This is healthy, a self-correcting mechanism in a democ-
racy, and it is as old as the Republic itself. 

In 1796, a newspaper published verbatim excerpts of what 
George Washington told his Cabinet about secret negotiations with 
Britain. It created an uproar in international relations. Who leaked 
this National security secret? Thomas Jefferson, the Secretary of 
State then, was the No. 1 suspect. 
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If you start prosecuting reporters for revealing secrets, journal-
ists will stop telling the public about important national security 
misconduct. Either that, or the jails will fill up with reporters. 

Neither option is good. Merely threatening to prosecute the 
media by twisting the Espionage Act or some other law sends a 
chilling message. In the words of one journalist, the Government 
has ‘‘already won...a victory that will bear fruit every day, when-
ever any reporter holds back for fear of getting into trouble, when-
ever a source fears to come forward lest he be exposed, whenever 
an editor ‘goes easy’ for fear of government retaliation...whenever 
a citizen anywhere can be influenced to think of reporters as 
lawbreakers, the kind of people who have to be arrested.’’ 

The journalist who said those words was Jack Anderson, writing 
about the Nixon administration abuses during Watergate. Unfortu-
nately, his words appear to be equally relevant today. 

Thank you. 
[The prepared statement of Mr. Feldstein appears as a submis-

sion for the record.] 
Chairman SPECTER. Thank you very much, Mr. Feldstein. 
We received a letter yesterday from Mr. Max Frankel, who sub-

mitted an affidavit 35 years ago in the Pentagon Papers case, and 
without objection, we will make part of the record Mr. Frankel’s af-
fidavit, and also his letter to the Committee dated yesterday, June 
5th. And I will read one paragraph from the letter from Mr. 
Frankel. 

‘‘A review of the affidavit shows that, while all the names have 
changed, the way Washington works has not. Neither have the 
principles that should govern the relationship between Government 
and the press. Leaks of secrets and of classified information have 
been and continue to be routine. For a wide variety of reasons, they 
are essential to what I call the ‘cooperative, competitive, antago-
nistic, and arcane relationship’ between Washington reporters and 
American officials. The press plays a vital role in educating the 
public through the use of so-called secret information, much of it 
intentionally disclosed by honorable Government servants. They 
may be floating trial balloons, sending messages to foreign govern-
ments, waging internecine battles against other governmental de-
partments, illuminating or attacking governmental policies. Their 
motives are as numerous as their disclosures.’’ 

Mr. Anderson, do you know if Federal authorities ever made a 
request to your father for any information or documents during his 
lifetime? 

Mr. ANDERSON. During the span of his lifetime, I am sure that 
there were some requests. I was asked by someone in the media 
who said that an FBI representative had told them that about a 
year before he died, they had made a request. I don’t know whether 
that is true, but in following up on that—my father was pretty 
much bedridden during that year, 24-hour-a-day care. I checked 
with the nurses and my sister who was tending him and my Mom, 
and none of them was familiar with any request. 

Chairman SPECTER. So you know of no request? 
Mr. ANDERSON. That is correct. I do not. 
Chairman SPECTER. And, similarly, you know of no disclosure by 

your father of any of his documents. 
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Mr. ANDERSON. That is correct. He would not have and did not, 
to my knowledge. 

Chairman SPECTER. And you testified that the FBI told you you 
could not review your father’s papers? 

Mr. ANDERSON. That is what they said on several occasions, actu-
ally. 

Chairman SPECTER. Has the FBI gone to any compulsory process, 
subpoena, to obtain your father’s papers? 

Mr. ANDERSON. Not at this point. I should add that they have, 
you know, repeatedly asked various people questions and have the 
necessary information to do that. 

Chairman SPECTER. Have you—and you do not have to answer 
this question. You do not have to answer any of these questions. 
You are not under subpoena. And if you were under subpoena, you 
would not necessarily have to answer the questions either if you 
claimed the privilege. But I will ask you: Have you reviewed any 
of your father’s papers in the face of the FBI statement to you that 
you are not permitted to, authorized to? 

Mr. ANDERSON. I have not in the recent past. I have not seen 
really any of the papers since they were—some of them were boxed 
up 20 years ago. 

Chairman SPECTER. Aren’t you interested in what they say? 
Mr. ANDERSON. A little bit, but to be frank with you, I have been 

too busy to get out there and do that. I would completely disregard 
the FBI’s direction to me and review them at will, though. 

Chairman SPECTER. And how do you describe the volume? In 
boxes, you said? 

Mr. ANDERSON. There are 187 boxes. 
Chairman SPECTER. How big are the boxes? 
Mr. ANDERSON. They are what I call banker’s boxes, you know, 

just a typical document storage box. I couldn’t tell you how many 
thousands of papers. And then, in addition, there are—

Chairman SPECTER. A banker’s box, about 2 feet, 21⁄2 feet, by 
about a foot and a half? 

Mr. ANDERSON. Yes, that would be correct. And then there are 
20 file drawers of small 3–x–5 cards that my Dad used to keep to 
index the columns that he wrote. 

Chairman SPECTER. Do you have any idea why the FBI, after 
making a request, has not pursued compulsory process, a sub-
poena? 

Mr. ANDERSON. I understand that they would have to go to the 
Department of Justice, and my guess is that the Department of 
Justice perhaps has a different view of the importance of the docu-
ments that might be in there. 

Chairman SPECTER. Now, you say that your father and Drew 
Pearson went through Director J. Edgar Hoover’s trash? 

Mr. ANDERSON. Yes, that is correct. He did a series of articles 
about what they found in there, and, in fact, I think an ABC News 
crew videotaped one of Dad’s reporters going through the trash. 

Chairman SPECTER. Do you know if—well, I will ask you the 
question. I think the answer is obvious. Do you know whether any 
of these many boxes contain information about Director Hoover’s 
trash? 
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Mr. ANDERSON. Well, I suspect they do because they have the in-
formation—they have copies of the columns that he wrote and some 
of Dad’s notes related to that. 

Chairman SPECTER. Mr. Feldstein, Professor Feldstein, what, 
again, did the FBI ask you for with respect to Mr. Anderson’s files, 
Mr. Jack Anderson’s files? 

Mr. FELDSTEIN. Well, they basically wanted to go through all of 
them. 

Chairman SPECTER. And what did you have? 
Mr. FELDSTEIN. Well, my university has nearly 200 boxes that 

the Anderson family donated to the collection, to our collection. 
Chairman SPECTER. Are those papers of the university available 

for public inspection? 
Mr. FELDSTEIN. No, sir, not yet. We, as all archives do, first get 

them and then try to raise the money, because it is expensive to 
catalogue them—it usually takes months or years—segregate out 
anything the family or the donor wanted segregated, love letters, 
source notes, what have you, and then we make it—put it on dis-
play for the public. 

Chairman SPECTER. And is it the intention of your university 1 
day to make those records available to the public after being 
screened as you describe? 

Mr. FELDSTEIN. Yes, sir. 
Chairman SPECTER. What do you think would be the con-

sequence on other reporters if you were to give the FBI access to 
Mr. Jack Anderson’s files that you have in possession of your uni-
versity? Mr. Feldstein. Well, I think it would be troubling for both 
journalists and academics. For journalists, the concern would be 
that their source notes, confidential sources, would be revealed to 
law enforcement authorities and that that would produce a chilling 
effect, making other whistleblowers reluctant to come forward out 
of fear that their identities would later become known. For aca-
demics, historians are always very concerned about trying to keep 
historical archives in order and not have them rifled through, be-
cause often the order matters, and also may discourage people from 
donating their papers in the future, not just at our university but 
everywhere, if—

Chairman SPECTER. You think it would have a chilling effect? 
Mr. FELDSTEIN. Yes, sir. 
Chairman SPECTER. A serious chilling effect? Mr. Feldstein. Well, 

how serious depends on, I suppose, how bad the rifling is that 
takes place and how much is confiscated. One of the problems is 
the FBI agents did make clear that they would be duty bound to 
pull out stuff that they felt should not be in there. 

Chairman SPECTER. You and your university are preserving 
these papers so that if the FBI should ever assert a compulsory 
process and have that upheld by the courts, they would be avail-
able to the FBI? 

Mr. FELDSTEIN. Well, I can’t speak for the university or for the 
Anderson family, but, yes, we are preserving it and, you know, we 
certainly believe in abiding by the law. And we are all good citi-
zens, too, and we don’t want anything to jeopardize national secu-
rity. You know, my own concern here is, frankly, I am a little skep-
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tical that anything that old and that long ago really is about na-
tional security. 

Chairman SPECTER. Mr. Anderson, a similar question to you. If 
the FBI ultimately prevails with a subpoena compulsory process, 
will the records be available for them to see if they are upheld in 
court? 

Mr. ANDERSON. Not at this point in time. The family has met 
and decided that we would not abide by a subpoena if one were 
issued by the FBI, and we would give that instruction to the 
George Washington University. 

Chairman SPECTER. Well, if the subpoena was upheld by the 
highest court in the country, would you risk a contempt citation 
rather than make the records available? 

Mr. ANDERSON. I would, and I have spoken with my mother, and 
she would as well. 

Chairman SPECTER. Well, we will not ask you for a final judg-
ment on that today. We are far from that. But it is not an irrele-
vant question. 

Well, Dr. Schoenfeld and Professor Smolla, you pose about as 
sharp a conflict as you can find on this issue. Dr. Schoenfeld wants 
to prosecute the New York Times and Mr. Risen, and Professor 
Smolla does not even want us to examine the question as to what 
standards would be appropriate for prosecution under 798, because 
that would be an invitation. 

You have it on the books. You have heard, Dean Smolla, the tes-
timony of a representative of the Department of Justice that the 
Department concludes as a legal matter that the Department has 
the authority to prosecute. Do you think that there are no cir-
cumstances, there is no conceivable circumstance under which a 
prosecution by the Federal Government of a newspaper or a news-
paper reporter would be justified? 

Mr. SMOLLA. Well, Senator, let me divide it into the statutory 
question and the First Amendment question. I think it is very im-
plausible that Section 798 was thought of by Congress when it 
passed that law in 1950 as overturning decades of cultural under-
standing that we had before this law was passed and that we have 
observed since. And it is implausible that Congress had in mind 
upsetting the traditional First Amendment balance that has ex-
isted. 

You would have to believe that Members of Congress imagined 
that there could be, for example, an illegal or unconstitutional com-
munications interception program. It is conceivable that the execu-
tive branch could illegally be intercepting people’s communications 
and that Congress meant to say that all the executive branch needs 
to do is say the existence of the program is classified, the very fact 
we are doing it is a secret; and if that is revealed and the reporter 
finds out about it, the reporter can be criminally prosecuted for ex-
posing that. 

That is a very improbable understanding of what Congress 
thought it was doing when it passed this law, and—

Chairman SPECTER. But is Dr. Schoenfeld wrong that the statute 
was passed as a reaction to the disclosure by a newspaper that the 
Japanese code had been broken? 
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Mr. SMOLLA. Well, you know, that episode took place 8 years be-
fore. As Dr. Schoenfeld has conceded, there is very little legislative 
history surrounding the passage of the Act. And there may be a 
qualitative difference between the kind of communication that re-
veals, in fact, how we are intercepting material, that reveals that 
a code has been broken, that kind of hard national security data 
where you can instantly see this would damage the national secu-
rity of the United States if this is released, and the kind of leaks 
that are now being talked about, which are leaks about massive 
programs that don’t reveal any technical secrets—the New York 
Times didn’t explain exactly how these things were intercepted—
don’t even reveal the content of it. All they do is tell you that it 
is done without a warrant. 

Chairman SPECTER. Well, yes, but are you saying that there is 
no conceivable circumstance which would justify prosecuting a 
newspaper or a reporter? 

Mr. SMOLLA. No, I am not, and I am conceding that the First 
Amendment standard itself contemplates that there could be na-
tional security interests of the highest order and that a narrowly 
tailored statute in which the Congressional intent was clear and in 
which defense safeguards are built in, safeguards that require that 
there be proof that some ongoing or live operation—

Chairman SPECTER. Have you had a chance to review the Lugar-
Specter bill? 

Mr. SMOLLA. I think it is generally going in the right direction, 
Senator. We certainly should have a shield law. 

Chairman SPECTER. Never mind going in the right direction. 
[Laughter.] 
Chairman SPECTER. Would you support it? Mr. Smolla. I think 

that the critical thing would be—and you alluded to this, Mr. 
Chairman—how broad or how narrow the national security excep-
tion is. But I absolutely support the idea that that should be the 
kind of thing placed in the hands of the neutral magistrate. 

Chairman SPECTER. Well, since you haven’t said yes, would you 
give us suggestions as to how to—

Mr. SMOLLA. I would be happy to do that. I would be happy to 
do that, Senator, but I think—

Chairman SPECTER. How to perfect it so that you would support 
it? 

Mr. SMOLLA. I would be happy to be invited, in fact, to do that, 
Senator. 

Chairman SPECTER. Dr. Schoenfeld, what is your thinking or the 
basis for your conclusion that Congressional intent on 798 was to 
cover a situation like the publication by the New York Times and 
Mr. Risen of the surveillance program? 

Mr. SCHOENFELD. I can’t imagine a set of circumstances that 
more closely fit the intention of the Congress that passed that Act. 
Just looking at the plain language of the law, it is unambiguous. 
The provision says, ‘‘Disclosure of classified information. (a) Who-
ever knowingly and willfully communicates, furnishes, transmits, 
or otherwise makes available to any unauthorized person, or pub-
lishes, or uses in any manner prejudicial to the safety or interests 
of the United States or for the benefit of any foreign government 
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to the detriment of the United States any classified information (3) 
concerning the communication...activities of the United States...’’ 

Chairman SPECTER. You testified that it was your thinking that 
the disclosure of the breaking of the Japanese code, which put 
many American lives at issue, at stake, was at least in part respon-
sible for the statute? 

Mr. SCHOENFELD. Well, there was a joint Committee right after 
the war, in 1945, I believe, that made a series of recommendations 
to the Congress about tightening security in the interest of avoid-
ing another Pearl Harbor, and this joint Committee had made ref-
erence to the 1943 Midway Chicago Tribune case. So when Con-
gress revisited these laws in 1950, it was taking cognizance of the 
joint committee’s recommendations, and it explicitly rejected the 
joint committee’s recommendation that there be very blanket se-
crecy rules put in effect, and it carved out this one very narrow 
area of communications intelligence for special protection. It didn’t 
want to impose a blanket secrecy rule, and the newspaper industry 
at the time—the New York Times, which was an active member in 
the American Society of Newspaper Editors—endorsed the passage 
of this law. 

Chairman SPECTER. Well, I know that the law was endorsed by 
the American Society of Newspaper Editors, but that could cut both 
ways. It could cut that they endorsed it because they thought they 
were not being prosecuted. Why do you think that their endorse-
ment—

Mr. SCHOENFELD. I think the journalists—
Chairman SPECTER. Excuse me. 
Mr. SCHOENFELD. Sorry. 
Chairman SPECTER. Let me finish the question. 
Mr. SCHOENFELD. I am sorry. 
Chairman SPECTER. What was the basis for your thinking that 

their endorsement was a recognition that there were some cir-
cumstances where it would be appropriate to prosecute a news-
paper and a reporter? 

Mr. SCHOENFELD. I can only conjecture, Senator, but I would 
think that in the climate of those years, journalists would have 
thought it inconceivable, except for a few perhaps on the fringes, 
that there would be journalists who would be eager to publish vital 
Government secrets in this area, especially in light of the experi-
ence in World War II and then in the early days of the cold war 
facing a nuclear-armed U.S.S.R. 

Chairman SPECTER. Dr. Schoenfeld, what weight, if any, would 
you give to the fact that there has never been a prosecution under 
798? 

Mr. SCHOENFELD. I think that should be given some weight. 
Prosecutions of journalists in our country have been unprece-
dented, and I think that is a good thing, obviously. And—

Chairman SPECTER. Prosecutions of journalists unprecedented? 
Mr. SCHOENFELD. Well, not unprecedented, but very rare. 
Chairman SPECTER. Don’t tell Judith Miller that. 
Mr. SCHOENFELD. They are rare. Well, she wasn’t prosecuted. 

She was held in contempt. But they have been historically very 
rare, and that is as it should be. That is right and proper. How-
ever, I think the New York Times crossed a line here. I would dis-
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tinguish it also from other recent leak cases. For example, Dana 
Priest, a Washington Post reporter, who wrote about clandestine 
prisons in Eastern Europe, is probably not an easy target for pros-
ecution. It seems to me that Section 798 is not implicated, and you 
are already into the very murky territory of the Espionage Act, and 
there I think the courts might as well find constitutional objection 
to prosecution for that kind of leak. 

Chairman SPECTER. Coming back to the Judith Miller case, 
which started off as a national security case on the identity of the 
CIA agent, and then shifted to an inquiry into whether there had 
been obstruction of justice or perjury, do you think that there is an 
adequate basis for jailing a reporter when you do not have a na-
tional security interest in issue? 

Mr. SCHOENFELD. Well, since Branzburg, the courts have ruled 
that journalists are obliged to testify about what they know regard-
ing criminal matters, so clearly there is no protection now for jour-
nalists. And I think that the—I read the testimony of the Justice 
Department officials before your Committee about the shield law, 
and I found it very compelling. I oppose the legislation—that I have 
seen, in any case—that was commented on by the Justice Depart-
ment. 

Chairman SPECTER. Have you had a chance to review the Lugar-
Specter bill? 

Mr. SCHOENFELD. I am not sure that I have. I reviewed what was 
testified to by a Justice Department official by the name of Chuck 
Rosenberg, I believe, and not further. 

Chairman SPECTER. Dr. Schoenfeld, you testified that if the Con-
gress thinks the administration is overclassifying, Congress can 
change that. What do you do in a situation where the Congress 
does not know what is being classified? You have the electronic 
surveillance matter, which you testified about, disclosed in the New 
York Times on December 16th. The administration had only in-
formed the so-called Gang of Eight—the leaders of both Houses and 
the Chairman and Ranking Member of both Houses—which had 
been a tradition. It did not comply with the law. As you know, the 
National Security Act of 1947 requires that the Intelligence Com-
mittees of both Houses be informed. 

In the 104th Congress, I was a member of the Gang of Eight as 
Chairman of the Intelligence Committee. I do not think they told 
us much. They did not tell the Gang of Eight much from what I 
saw. But, obviously, informing the Gang of Eight was not in com-
pliance with the law. Then after the New York Times disclosure 
and certain activities undertaken by this Committee, the adminis-
tration was willing to tell a Subcommittee of the Senate Intel-
ligence Committee, 7 of the 15 members. And then the House of 
Representatives initially declined to have a Subcommittee told on 
the ground that that did not comply with the statute. But then 
they finally accepted a Subcommittee of 11. 

And then on the eve of the confirmation hearings of General 
Hayden, the administration decided to comply with the law. So now 
you have the two Intelligence Committees informed. But the Judi-
ciary Committee, which has the oversight responsibility on con-
stitutionality, is not informed, nor is the Chairman and the Rank-
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ing Member, which is what the administration sometimes does 
when it does not want to inform a full committee. 

Now, so you have 15 of 100 Senators informed, and you have a 
small percentage of the House informed, the Intelligence Commit-
tees. So how can Congress act to change the classification when 
Congress cannot find out what is being classified? 

Mr. SCHOENFELD. Well, it appears to me, Senator, that there is 
a genuine clash here between the branches; however, within Con-
gress itself, there does not seem to be an overriding clamor to 
change the way that Congress is being informed. In fact—

Chairman SPECTER. Do you think the absence of an over-
whelming clamor in Congress means anything? 

Mr. SCHOENFELD. Well, I think it does. 
[Laughter.] 
Mr. SCHOENFELD. Yes, Senator, I think it does. Congress oper-

ates by majorities, and there is not clearly not a majority in Con-
gress that is pushing hard to change the way that the Judiciary 
Committee is informed about executive branch programs. 

Chairman SPECTER. Let me interrupt you just long enough to 
state my agreement with you on that. 

Mr. SCHOENFELD. I am sorry. Could you repeat that, Senator? 
Chairman SPECTER. No. 
[Laughter.] 
Chairman SPECTER. I agree with you that there is not an over-

whelming clamor by Congress, but I would not say that means a 
whole hell of a lot, if I may use that expression publicly. But you 
are right, there is not a clamor. There is not a clamor. But where 
you have a program which violates the Foreign Intelligence Sur-
veillance Act, which prohibits any electronic surveillance without a 
warrant issued by that court, and you have the interposition by the 
Government of Article II powers, inherent power, which trumps a 
statute, admittedly, but you can’t make a determination as to 
whether there is a legitimate exercise of Article II power because 
it is a balancing test—the President does not have a blank check. 
It is a balancing test. And you can’t balance if you don’t know what 
there is involved. What does Congress do? We could pass another 
law, but that one could be ignored, too, under the trumping doc-
trine. So what does Congress do? 

Mr. SCHOENFELD. Well, I think in this kind of clash, ultimately 
it is going to be decided as a political question. If the voters are 
unhappy with the way that the administration is treating Congress 
or unhappy with the way Congress is asserting its authority, pre-
sumably they will let our elected officials know in the next election. 
But my sense is that the voters are not unhappy—

Chairman SPECTER. Wait a minute—
Mr. SCHOENFELD. May I finish my statement? General Hayden, 

who was overseeing this so-called illegal program, and according to 
some who I have heard argue that he is a criminal for doing so, 
was just confirmed by a vote of 78–15 as CIA Director. So it sug-
gests to me that there is quite a bit of opinion inside of Congress, 
and the Senate in particular, that does not regard this as an illegal 
program. That kind of vote is overwhelming. 

Chairman SPECTER. Well, I don’t think anybody ever suggested 
that anybody was a criminal. To be a criminal, you have to have 
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criminal intent, and no one has challenged General Hayden’s good 
faith and the good faith of anybody in the administration in think-
ing that there are Article II powers. But if the voters decide that 
the Congress ought to be thrown out and a new Congress put in 
and Congress passes another law, the President can ignore that as 
well. We can throw out all the House of Representatives in Novem-
ber, throw out enough Senators to make an impression, but come 
back and pass another law. If you don’t know what Article II pow-
ers are being imposed to evaluate whether they are being trumped 
are not, you cannot tell. 

Dr. Schoenfeld, what do you think of the bill which would give 
to the Foreign Intelligence Surveillance Court—we had four former 
Foreign Intelligence Surveillance judges at this witness stand, and 
they examined the legislative proposal which would give to the 
FISA Court the program to determine constitutionality in accord-
ance with the generalized approach that there has to be a judicial 
determination of constitutionality. They have a record for main-
taining secrecy, and they have the expertise. What would you think 
of giving it to them to determine constitutionality? 

Mr. SCHOENFELD. I think that is a perfectly reasonable sugges-
tion, and I am surprised the administration hasn’t moved with it. 
But it seems to me a plausible way to resolve this controversy. 

Chairman SPECTER. Well, the administration has not even said 
no, so we are not sure what their attitude is. But they have been 
asked many times, and we intend to continue to ask them more. 

Would you be able to answer some questions that we want to 
submit in writing, Dean Smolla? 

Mr. SMOLLA. Absolutely, Senator. 
Chairman SPECTER. Dr. Schoenfeld? 
Mr. SCHOENFELD. I will do my best. 
Chairman SPECTER. Mr. Anderson? 
Mr. ANDERSON. Yes, Senator. 
Chairman SPECTER. Professor Feldstein? 
Mr. FELDSTEIN. Yes. 
Chairman SPECTER. There are a lot of good questions which have 

been prepared by staff, and I think we have gone about as far as 
we can go here on the discussion. 

In addition to suggestions, Dean Smolla, on the Lugar-Specter 
bill, if you have any suggestions on 798, I would be interested in 
them. 

Mr. SMOLLA. I would be happy to supply them, Senator. 
Chairman SPECTER. It may be that Congress ought to leave that 

alone. Let me ask you, Professor Feldstein, do you think Congress 
ought to pick up 798 in view of what the Attorney General says, 
or perhaps more importantly, what Dr. Schoenfeld says and pro-
vide some standards for prosecuting newspapers and journalists? 

Mr. FELDSTEIN. Well, I am not an expert in this area, and I am 
not an attorney. 

Chairman SPECTER. If you are not an expert, Professor Feldstein, 
tell me who is. 

[Laughter.] 
Mr. FELDSTEIN. Well, maybe the Reporters Committee for Free-

dom of the Press, some press groups like that. You know, it used 
to be that reporters felt the First Amendment gave them enough 
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protection. To me, the idea of prosecuting journalists under the Es-
pionage Act is outlandish. If I thought there was serious impetus 
to do that, then perhaps a legislative remedy would be a good thing 
to head that off. 

Chairman SPECTER. Don’t you think there is an issue as to 
whether there is a serious intent to use these statutes for criminal 
prosecution? 

Mr. FELDSTEIN. Well, I fear, based on developments recently, 
that that is the case, and I think that if Congress were able to nar-
row that in, that would be excellent. I would fear, if Congress tried 
and failed, that that might be inadvertently interpreted as a green 
light. 

Chairman SPECTER. Why inadvertently interpreted? That would 
be advertently interpreted. 

[Laughter.] 
Mr. FELDSTEIN. OK. Fair enough. 
Chairman SPECTER. Mr. Anderson, do you think we ought to try 

to set standards for utilization of 798? 
Mr. ANDERSON. I am pretty sure that Dad would have thought 

that the First Amendment was the only standard that was needed. 
I am pretty sure that it would have been the only standard that 
he would have honored. I probably am more inclined to agree with 
Dr. Feldstein that when you start to meddle, it becomes very dif-
ficult. 

I have not seen and I have not heard discussed today, including 
the New York Times case, anything that I would consider even bor-
dering on espionage or activities by reporters that were designed 
to hurt the national security of this country. But for those reports, 
we would not even be having this discussion. 

Chairman SPECTER. Dr. Schoenfeld, do you think we ought to try 
to provide some Congressional standards for 798? 

Mr. SCHOENFELD. Well, 798 appears to me to be rather unambig-
uous. That is one of the interesting features about that law, as 
compared to Section 793 and the Espionage Act, which we are not 
talking about here today. I am talking about Section 798, which is 
an entirely different statute. 

Section 793 and Section 794 are riddled with ambiguities. In the 
words of Harold Edgar and Benno Schmidt, who wrote an exhaus-
tive and very brilliant study of them, those statutes are, in their 
words, ‘‘incomprehensible’’ and there would be good reason to re-
view them. However, the benign indeterminacy that those statutes 
have created have also served us well over the years. Perhaps that 
indeterminate, ambiguous understanding of the law is now eroding 
in the face of more aggressive press willingness to publish secrets, 
and perhaps there might be some reason to revisit those statutes 
as well. 

Chairman SPECTER. Dean Smolla, you have already said you are 
unwilling to tamper with it. Do you stand by that? 

Mr. SMOLLA. Except to clarify it is not supposed to be used. I 
wouldn’t encourage Congress to make it easier to prosecute journal-
ists. If there was any clarification, it would be to clarify that it was 
never intended to reach that. 
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Chairman SPECTER. I would be interested in the specifics if you 
have some language. I would be interested in the specifics if any-
body has some language on that subject. 

Thank you very much, gentlemen. We are going to give you the 
written questions because they are profound questions the staff has 
prepared. Thank you all. 

[Whereupon, at 12 noon, the Committee was adjourned.] 
[Questions and answers and submissions for the record follow.]
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